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This manual has been drawn up under the Code of Practice and should be viewed in tandem with the Code to promote best practice.
1.0
Brief Introduction to Exemptions

1.1 Part IV of the Act sets out a series of related measures to protect information relating to key areas of Government activity, parliamentary and court matters as well as third party information of a personal, commercial or confidential nature.  
Each of these exemptions contains features such as the public interest test, harm test and will be set out in a mandatory or discretionary context. Before any decision maker can consider whether an exemption applies to a record it is essential that they would understand a number of the key elements.  The paragraphs below set out explanations for the terms that are used in the exemptions and should be referred to often.
mandatory & discretionary exemptions:  some exemptions, require a refusal of a request for a record which meets the relevant conditions. The use of the word ‘shall’ in the exemption means that the exemption is mandatory and that the exemption must be applied.  Other exemptions allow for a certain amount of discretion to be exercised in providing that a request may be refused where the terms of the exemption are met, in these exemptions the use of the word ‘may’ means that the decision maker can have regard to the records and information to hand and he/she can decide to either apply or not apply an exemption. 

injury test: many exemptions require that an injury or harm test be satisfied before material can be withheld.  This test requires consideration to be given to whether disclosure would have an adverse or harmful effect on a specific interest. This is specified in the wording of the exemption so it could ask that consideration is given to whether granting access would have a serious adverse affect on the interest of someone or something. As the harm test may vary from Section to Section, Decision Makers should pay particular attention to the precise wording of the exemption in determining whether the records in question satisfy the exemption in full. Where the injury test fails, the records in question must be released unless another appropriate exemption applies.

public interest test:  many exemptions contain an overriding public interest test.  This requires consideration to be given to whether the public interest in disclosure of a particular record is better served and outweighs the potential harm or injury arising from such disclosure. In considering public interest factors, Decision Makers should list the public interest arguments for and against the release of the records in question, apply a weighting to each, one in on the most important and make a judgement as to where the balance of the public interest lies. Where the arguments favour release, then the records should be released subject to any Section 38 considerations. Where the arguments favour protection of the records, then the records should not be released.
class test:  a record may be exempt because it falls into a particular class. A class of records is effectively a type of record that meets set criteria, for example records which relate the giving and seeking of legal advice would be records which hold legal professional privilege and by being part of this class the records would not be released. 
third parties: third parties are a person or organisation who are named on a record. In the case of personal records the person to whom the records relate is not a third party but others named in the records are. 

protection of third party interests:  the Act protects information given to public bodies which is of a personal, commercially sensitive or confidential nature.  Such information may be disclosed in the public interest but only following the consultation procedures contained in section 38.

certificates:  

A certificate is defined in Section 34(5) and is a document containing particulars as specified and signed by the Minister by whom it was issued. A certificate declares that a record is an exempt record by virtue of Sections 32 or 33 and that it contains information which is sufficiently serious or sensitive that it required a Ministerial Certificate.  Such a decision may not be reviewed by the Information Commissioner but is instead subject to review by the Taoiseach and other members of the Government, or on a point of law by the courts.  

A certificate establishes conclusively that the record is exempt i.e. a request for the record must be refused and an application under for a review of that decision cannot lie.
1.2 Each of the exemptions is dealt with in detail in the rest of this manual together with guidance in relation to the correct application of injury and public interest tests, where appropriate.
1.3 Section 2, Interpretation sets out the definitions that are used in the Act and should be referred to when looking at the exemptions when required.
This Manual is intended to provide general guidance only and is not legally binding. The application of the provision in any particular case will depend on the particular record(s), the relevant facts and the circumstances.
Chapter 2 – Section 28
Meetings of the Government

Text of Section 28


2.1
Introduction to Section 28
Section 28 of the Act is concerned with the protection of Cabinet records from disclosure. Cabinet confidentiality is a long established principle and the Irish Constitution [Article 28.4.3°] provides that the confidentiality of discussions at meetings of the Government shall be respected (with specified exceptions as determined by the High Court). Section 28 has no ‘public interest override’ and is not a harm-based exemption. 

The Cabinet Handbook provides a description of the cabinet process and the records generated, this handbook can assist decision makers in identifying records for which the exemption - meetings of the Government may apply.
The head of an FOI Body may refuse to grant access to a record if the record 

(i)
was submitted, or is intended to be submitted to Government, for their consideration and was created for that purpose.
(ii)
is a Government record other than a published Government decision, 

(iii)
contains information for a member of the Government attending a meeting of the Government and for use by him/her solely for the purpose of conducting Government business at a Government meeting. 

The head must refuse access if the record concerned contains all or part of a statement made at a Government meeting or information from which the substance of all or part of such a statement may be inferred and it is not a record referred to in paragraph (a) or (c) of subsection (1), or by which a decision of the Government is published to the general public.
“Government” in this section includes a committee of the Government and “record” includes preliminary drafts as defined in subsection (6).

Material other than that relating to statements at Government meetings are not protected by this exemption if:

· if and insofar as it contains factual information relating to a Government decisions and the decision to which it relates has been published. 

· it relates to a Government decision taken more than five years prior to the receipt of the request. 

2.2
KEY WORDS AND PHRASES IN SECTION 28
Government – “Government” includes a committee of the Government as defined in subsection (6).

Submitted to Government – Includes bringing the matter to Government meetings, irrespective of the purpose of the matter, how submitted or the position taken by Government.   

Decision of the Government – This captures both formal and informal decisions as well as noting or approval by Government of material considered by it. 

Published Government Decision – means any record incorporating all or part of a Government decision that has been published in an authorised manner – examples are press releases. This does not include a record of a Government decision where the record itself was not published, even if knowledge of all or part of the decision is in the public domain.

Statement made at a meeting of the Government – This constitutes a record which contains the whole or part of comments or exchanges made at a Government meeting, or from which may be inferred such comments or exchanges of the Government. Such material is subject to the constitutional protection of Cabinet confidentiality.

Factual information – Factual information is defined in section 2 of the Act as including information of a statistical, financial, econometric or empirical nature, together with any analyses thereof.  [It does not include, for example, expressions of opinion, assertions, advice, proposals or observations].
2.3
ELEMENTS OF THE SECTION

2.3.1
Section 28(1)

Section 28(1) provides a discretionary exemption for certain records connected to Cabinet meetings. It applies to certain records submitted to the Government, certain records of the Government or certain records containing information for a member of the Government.
The head of a public body may refuse to grant access to a record, the record is not automatically exempt so the decision maker needs to consider whether he/she should refuse it, having regard to the requirements set out at 28(4), if that record meets any one of the following conditions
2.3.1.1

28(1)(a) 
A record submitted or intended to be submitted to the Government - records in this category include final or draft versions of memoranda, including memoranda for information and the record must also have been created for that purpose.  In the case of material submitted to or in preparation for Government, where a doubt arises, the format, structure, and content of the record would normally provide clear indications as to its purpose.  Evidence that a record had been submitted to Government, or is being circulated as a draft memorandum, should suffice to enable decision makers to claim this exemption.   

2.3.1.2 
28(1)(b) 

The record is a Government record other than a published Government decision.  This provision offers protection to material such as an agenda for a Government meeting, informal Government decisions, notations and confidential decisions.  Again this exemption is discretionary so the decision maker may decide to release the record even if it is one of these records. 
2.3.1.3

28(1)(c) 

The record contains information (including advice) for a member of the Government, the Attorney General, a Minister of State or the Secretary General to the Government for use by such a person solely for the purpose of the business of the Government at a Government meeting.   The use of the word ‘solely’ in this context limits the protection to records which may have also been created or used for other incidental purposes.  
The decision maker in this case would need to be satisfied that all three elements of Section 28(1)(c) are met before the exemption can be applied, 
these are - 

· the material must have been prepared for the use of a person attending a Government meeting 
· be intended for the transaction of business at a Government meeting 
· have been created for no other reason nor used incidentally for any other reason.
Section 28(1) does not apply to records insofar as they contain factual information or to records relating to Government decisions more than five years old (section 28(3)). 
There is a 'neither confirm nor deny' provision for records to which subsection (1) applies (section 28(5)). 

2.3.2
Section 28(2)
Section 28(2) is a mandatory exemption and applies to certain records relating to discussions at a Cabinet meeting. This section is concerned with the protection of Cabinet discussions or deliberations. Article 28.4.3° of the Constitution provides for the confidentiality of discussions at meetings of the Government.

A head is required under subsection (2) to refuse access to a record relating to a meeting of the Government where the record contains all or part of a statement made at a Government meeting and/or information from which the substance of all or part of such a statement may be inferred; and it is not a record referred to in paragraph (a) or (c) of subsection (1), or by which a decision of the Government is published to the general public.

This provision reflects the overriding constitutional principle that any record which explicitly or by implication reveals Cabinet discussions must not be disclosed. 

A request for a record to which subsection (2) applies must be refused at any time.  
Under no circumstances should records be released which reveal the content of Cabinet discussions or from which the content of Cabinet discussions can be inferred.  It is only permissible to do so where directed to do so by the High Court or the Supreme Court.  Furthermore as the definition of Government includes Cabinet Committees, Cabinet Committee papers which reveal Cabinet Committee discussions are also exempt from release.
2.3.3
Section 28(3)
This provides that Section 28(1) does not apply to a record if

· insofar as the record constitutes factual information and the Government decision to which it relates has been published to the general public or,
· it relates to a Government decision which is more than 5 years old by reference to the date of the receipt of the request  or the date of the communication. 
This means that subject to the provisions outlined at section 28(3), the protection at section 28(1) can only apply to records outlined in section 28(1) for five years.  In considering release consideration should be given as to whether other exemptions apply.  

In the case of factual information, the protection lapses as soon as the relevant Government decision is published.   However, it should be noted that it is very rare for the record of an actual Government decision to be published.
Particular care needs to be taken by decision-makers in relation to the identification of material in memoranda etc. as factual.  Factual information is defined in section 2 of the FOI Act as: including information of a statistical, financial, econometric or empirical nature, together with any analyses thereof and would generally comprehend things which are known to have occurred in the sense of being tangible facts and figures providing a factual background to a topic.   
Material which may qualify as factual will nevertheless need to be considered in the context of section 28 as a whole and by reference to the Act’s other exemptions.   Any information which could reveal either explicitly or by implication discussions at a meeting of the Government cannot be disclosed in accordance with subsection (2). Any other information which, while ostensibly factual, may carry the potential to damage the operation of Government or the administration of the public service would need to be considered by reference to the Act’s other exemptions including, in particular, section 29 (deliberations of FOI bodies), section 30 (functions and negotiations of FOI bodies), section 32 (law enforcement and public safety), section 33 (security, defence and international relations) and section 40 (financial and economic interests  of the State).
The separation of factual information and analyses thereof from other material, such as advice, may not always be readily achieved. Two areas of critical overlap are:

(i) Summaries of factual information which are of such a character as to disclose a process of selection involving opinion, advice or recommendation

(ii) 
Statements of conclusions reached while apparently factually based, frequently involve opinions or advice.

In some circumstances factual material may be “inextricably intertwined” with exempt records.  In such cases, where reasonable effort has been made by an FOI body to separate exempt material from other material (consistent with section 18), the exemption may be claimed.
2.3.4
Section 28(4)

This section requires that when a decision maker is considering the grant of records which are records included in paragraph (a) or (b) of subsection (1) that the decision maker would, prior to making the decision to grant the records, have consulted, in so far as he/she can with the leader of the political party to which belongs a member of the Government that made any decision to which the record relates, and any other member of the Government who was not a member of a political party.  
In addition, guidelines (CPU Notice No. 20) provides that if the item is significant, the person who was at that time the Minister for the function/area to which the records relate should also be consulted.      
2.3.5
Section 28(5)
This subsection provides for the head to refuse to disclose whether or not a particular record covered by section 28(1) exists (or would be so covered if it existed) if he or she is satisfied that such disclosure would be contrary to the public interest. This provision is most likely to be invoked in respect of sensitive records coming within the scope of sections 31 (Legal professional privilege only), 32 (Law enforcement), 33 (Security, defence and international relations), 35 (Information given in confidence), 36 (Commercially sensitive information) or 37 (Personal information).  

This provision, which is subject to particular criteria, gives the public body the option of responding to a request in an equivocal fashion and thus not “giving the game away”. By not confirming that a record exists or does not exist, a requester can be prevented from drawing inferences which might otherwise be available. Such a response is justifiable in this section on the grounds that disclosure of the existence or non-existence of the record would be contrary to the public interest. 

Clearly, this provision lessens the duty to provide reasons for the decision to the requester.  Where a refusal to confirm or deny provision in the Act is invoked, there is no obligation to quote the provision in the decision nor to provide findings on material issues of fact nor particulars of the public interest (s 13(2)(d)(ii)).  

However other aspects of the decision making process described in the Part I Manual must be followed. Decisions to refuse to confirm or deny constitute a refusal to give access to a record under the Act and the decision to use the provision is reviewable. The records must be examined by a reviewer (if they exist) to enable him/her to form his or her own view about whether the application of the provision was appropriate.

A range of possible responses that may be provided to a requester when a refusal to confirm or deny provision in the Act is invoked is contained in the section of the manual concerning sections 31, 32, 33, and 35-37.
2.3.6
Section 28(6)
This subsection defines the terms, “decision of the Government", “record", “Government”, “officials” as used in Section 28.
2.4
Central Policy Unit advises in relation to the application of Section 28:
· Review the guidance provided in CPU Notice No. 20.

· The preparation of memoranda, inter-ministerial communications etc. should be done in such a way as to enable access to any factual information underlying published decisions;

· That Departments remember that the entire record could, subject to other FOI exemptions, be accessed five years following the relevant Government decision or date of the inter-ministerial communication;

· That each Department should actively seek out, own and deal with FOI requests relating to memoranda etc. it has sponsored. Notice to this effect setting out particular access arrangements might be given when publicising a particular Government decision.

· That the Cabinet Secretariat or CPU be advised of any issues arising which may have implications for issues of general interpretation of the provisions relating to Cabinet records. 

· That consideration be given to the issuing of contextual statements when announcing Government decisions on significant policy issues setting out the detailed pros and cons of the issues considered to be made routinely available outside of FOI.  Experience suggests that this approach can work to obviate the need for the public to make FOI requests in relation to Government decisions.

· That arrangements are in place in Departments to ensure that records being refused under section 28 are not released inadvertently in response to particular requests.  

· Any Department wishing for further advice as to the status of a record potentially covered by Section 28 of the Act can contact the Cabinet Secretariat (at phone: 6194000) for further guidance.

Chapter 3 – Section 29
 Deliberations of 

Public Bodies 

Text of Section 29

3.0
Introduction

Subsection (1) enables a decision maker to consider the refusal of an FOI request where the record contains matter relating to a deliberative process of ‘an FOI body’. There is the requirement to consider this within the public interest, so the record may be refused if it relates to the deliberative process but only where the granting would be contrary to the public interest.  The section goes on to provide that consideration should be given as to whether it would be contrary to the public interest because it would make the person aware of a decision that the body is proposing to make.

Subsection (2) sets out the situations in which the application of subsection (1) does not apply. They can be summarised as, records which show the rules governing the decision making process as opposed to the details of a particular decision, factual information, the reasons for the making of a decision, a report of investigations or analysis regarding the performance of the body in relation to its functions and a report etc. of an expert containing advice which is not being used or was not commissioned for the purposes of deliberations. 
3.1 
Subsection (1)

Given the nature of the work of most FOI bodies and the type of records that they hold this exemption is frequently considered by FOI bodies. Its essential thrust is towards protecting the deliberative process so that an ongoing activity of formulating, considering, weighing up, advising and deciding on issues is not interfered with. At the same time, the subsection seeks to uphold accountability by facilitating access to reasons for decisions and by requiring consideration of the public interest. 

3.1.1
Timing 

While records relating to a deliberative process may continue to be protected after the deliberative process is completed, FOI bodies would at that stage need to carefully weigh up the public interest considerations relevant to the record before making a decision to refuse a request.  Further guidance on consideration of the public interest is provided below.  
FOI Bodies should also consider whether the use of this section is a timing matter and consideration may be given to granting but delaying access to allow for elements of the deliberation process to be concluded. 
3.1.2
Material not covered by the exemption

This subsection may not be sought in respect of specified types of material, specifically:
(a) Matters such as rules, procedures, guidelines, interpretations and precedents used, or intended to be used, by an FOI body for the purpose of making decisions, determinations or recommendations
(b) factual information;
(c) the reasons for the making of a decision by an FOI body,

(d) a report of an investigation or analysis of the performance, efficiency or effectiveness of an FOI body in relation to the functions generally or a particular function of the body;
(e) a report , study or analysis of a scientific or technical expert relating to the subject of his or her expertise or a report containing opinions or advice of such an expert and not being a report used or commissioned for the purposes of a decision of an FOI body made pursuant to any enactment or scheme. 
Records which fall within (b), (d) or (e) cannot be withheld under subsection (1), however there may be a timing issue in relation to the release of these and the point at which the deliberative process may be at. An organisation may feel that release at this time would have some effect and therefore, where appropriate, consideration should be given to deferral of access under Section 16(1)(b).  
When considering these records other exemptions may also have relevance and should be considered when required. 

3.2 
When should you consider subsection (1)?

Subsection (1) may be considered where an FOI body wishes to withhold a record relating to the “thinking processes” of a public body.  This involves reviewing information from a variety of sources and weighing up carefully all of the facts obtained with a view to making a decision or reflecting upon the reasons for or against a particular choice. It would, for example, include weighing up or evaluating competing options or the consideration of proposals or various courses of action.
In appropriate circumstances this would constitute memoranda, minutes of meetings recording the deliberations and other material concerning:
 policy formulation

 advice and recommendations

 results of consultations, including those with bodies outside Government

 submissions to management

 advice to ministers

 briefing for the purposes of deliberations and decision making

 certain correspondence within and between public bodies

 non-scientific/technical material submitted by consultants 

 procurement of services
Once material in a document falls into any of the foregoing areas, the record may be withheld under subsection (1), subject to consideration of the public interest, and assuming that no other exemption is applicable. Guidance in relation to the public interest is set out later in this chapter.

It should be noted that, while the exemption can apply to policy records, it may also apply to deliberations for the purpose of other decision making functions. The exemption does not, however, apply to decision making in respect of routine procedural or narrow administrative functions of an FOI body. In other words, the exemption would not apply to records where the policy or practice is already well established and clear-cut and all the administrator has to do is to establish the facts and apply them to such arrangements. Such material would be expected to already be in the public domain by virtue of the publication scheme.
It should be noted that provided the body which is or was engaged in the deliberations is an FOI body, it does not have to be the FOI body making the decision on the request.
3.2.1
General application of subsection (1)
Subsection (1) broadly seeks:

· to protect against undue intrusion into the advisory and decision making processes of FOI bodies

· to create space for the FOI body to consider significant issues 
· to weigh the public interest factors for and against release 

Records relating to deliberative process broadly fall into two distinct phases – pre-decision stage and post decision stage. 

3.2.2
Deliberative/pre-decisional stage

While the public interest must be considered during this phase, the balance may reasonably be considered to favour protection in the period leading to a decision. Records created during this period are therefore likely to enjoy the protection of subsection (1). 
Decision makers looking at these records need to consider the timing of request and the process, it may be possible to advise a requester that decision is imminent and that some information may become available soon and to agree with the requester that the decision will be delayed. 
3.2.3
Post-decision stage

Records relating to the deliberative process may continue to be protected after a decision has been made provided the head is satisfied that the balance of public interest does not favour granting the request. The public interest arguments for and against the release of a record after a decision has been made should be carefully considered.  

It may of course arise that advice and recommendations are provided for the purposes of an ongoing process, or for events, rather than for the purposes of a single discernible decision. While exemption may be claimed under this subsection for such material it must be emphasised that the decision maker may need to regard each component of an ongoing wider process as distinct.  Careful consideration of the public interest arguments favouring the protection of the particular records and their relationship or impact on the wider process is recommended in such cases.  A decision maker would need to be able to show how the deliberative process is carried over beyond each distinct point and to show how someone accessing the details of one deliberative issue could impact on another. 
3.3
Elements of subsection (1)


This provision refers to records forming part of a public body’s deliberative processes, i.e. thinking processes.  “Deliberative process” has been described as the action of taking counsel, examining the merits of various courses, advising, weighing up or evaluating competing arguments or considerations which may have a bearing on one’s course of action.

“opinions” may be taken as one’s view on something, one’s estimate, a disputable belief.
“advice” has been described as statement of possible outcomes, opinions as to action, outcomes coupled with their relative desirability.

“recommendations” has been described as suggestions or in favour of, 
“results of consultations” essentially means the outcome of views or advice sought from third parties

It is clear from the foregoing that, for the purposes of this subsection, a record should relate to an FOI body’s thinking and advisory processes. The record should contain not just information, but also proposals, opinions, options which demonstrate the process that the body engaged in considering a decision. 

This refers to the fact that the documents need to have been used by those mentioned in the process of deliberations, and when applying this exemption the decision maker needs to be able to show that the records were part of the process. Records which do not form part of the process will not secure protection under this exemption. 
3.4
Deliberative process records to which this exemption does not apply
Subsection 2 sets out a number of records to which section 29 does not apply: 


The purpose of subsection (a) is to ensure that publication and access to material specified in the publication scheme is not in any way restricted or inhibited by this section.  Detail regarding how an FOI body makes decisions for example in relation to accessing a service should be freely publicly available. 

Subsection (b) provides that, insofar as a deliberative record contains factual information, such material cannot be protected by this section.  
Factual information is defined in section 2 of the FOI Act as: 
and would generally comprehend matters that are known to have occurred in the sense of being tangible facts and figures.

The separation of factual information and analyses thereof from other material, such as advice is not always readily achieved.

3.4.1 Precedent suggests two areas of critical overlap:

(i) Summaries of factual information which are of such a character as to disclose a process of selection involving opinion, advice or recommendation for the purpose of deliberations,
(ii) Statements of conclusions reached while apparently factually based, may sometimes involve opinions or advice.

Experience also confirms that in some circumstances factual material is “inextricably intertwined” with exempt records.  In such cases, where reasonable effort has been made by an FOI body to separate exempt from other material (consistent with section 18), exemption for information described at (i) and (ii) above may be claimed.  Alternatively, or in addition, other exemptions, such as section 30 or 32 might fall for consideration.  

Where there is information in the record(s) which falls within section 29(2)(b) and the timing of the release of the records is problematic, then the provisions of section 16(1)(b) may be considered by the FOI Body. 16(1)(b) is subject to a strong public interest test – the deferral of access is justified where disclosure on or before a certain date is contrary to the public interest.

This provision serves two broad purposes. 
 Firstly, it ensures that the right to reasons by individuals particularly affected by a decision of an FOI body under section 10, is not diminished by this section. Section 10 of the FOI Act requires an FOI body to provide a person who is affected by an act or decision of the body with a statement of the reasons for the act or decision and of any findings on any material issues of fact made for the purposes of the act or decision.

 Secondly, it provides that access by the public to decisions generally taken by FOI bodies is not impeded by section 29.  The provision of records to the public which explains and justifies decisions which affect them has been found to be a key element of access rights.

This subsection excludes reports on the performance, efficiency or effectiveness of an FOI body, or a particular function thereof, from the protection of this exemption.  Where an FOI body has such a report to hand and needs time to consider and act upon it, the provisions of section 16(1)(b) (Deferral of access) should be considered. 
In some circumstances consideration of section 30(1)(b) may also be appropriate.

This provision excludes scientific and technical reports from the scope of the exemption. However, where such reports arise for the purposes of a decision by an FOI body under a scheme or enactment such material may fall for consideration under this exemption. A decision of an FOI body made pursuant to an enactment or scheme is one where the FOI body is authorised to make that decision under a specific provision (e.g. an Inspector’s report on a proposed motorway scheme).
Where scientific or expert opinion is contributed in the course of, and for the purposes of the deliberative process itself, rather than as technical data, exemption may nevertheless be claimed.   
Where there is information in the record(s) which falls within section 29(2)(b) and the timing of the release of the records is problematic, then the provisions of section 16(1)(b) may be considered by the FOI Body.  16(1)(b) is subject to a strong public interest test – the deferral of access is justified where disclosure on or before a certain date is contrary to the public interest.
3.5
 The Public Interest

The public interest has been described as a term “embracing matters, among others, of standards of human conduct and of the functions of government and government instrumentalities, tacitly accepted and acknowledged to be for the good order of society and for the wellbeing of its members”.  It cannot be equated with material the public or the media may find interesting. Matters which have, or might, in the daily affairs of a community attract(ed) public attention may not necessarily be ones which are for the benefit (or of serious concern) of the public.
While the public interest will usually reside in more than one person, it is possible that the interests of one person may constitute a valid public interest factor which can be applied at a broader level.

In the context of the FOI Act, the public interest requires bodies handling requests to balance factors for and against disclosure in deciding whether a record should be disclosed. Learning to identify public interest factors for and against disclosure of a record, or part thereof, and properly weigh those interests is therefore essential.  

Public interest claims both for and against disclosure of deliberative documents may include some or all of the following:-

3.5.1 
Public interest claims for non-disclosure
· need to preserve confidentiality having regard to the subject matter and the circumstances of the communications,

· release of records would impair a future decision,

· premature release could contaminate the decision making process

· premature release of records would impair the integrity and viability of the decision making process to a significant or substantial degree without countervailing benefit to the public,

· broader community interests must be considered, as distinct from those of the applicant and the subject of the record,

· disclosure of records which do not fairly disclose the reasons for a decision may be unfair to the public body and prejudice the integrity of the decision making process,

· the need to avoid serious damage to the proper working of government at the highest level.

When invoking these arguments, the FOI body should set out a reasoned argument as to why they apply and what precisely the effect of disclosure would be. The foregoing list, which is merely indicative, does not include the public interest in non-disclosure of information explicitly protected by other exemptions e.g. security, defence etc.

Experience suggests that a public interest claim against disclosure of records, on the grounds that their release would inhibit frankness and candour in future pre-decisional communications, is only likely to succeed on a particular factual basis, and probably when supported by other arguments.
5.5.2
Public interest claims for disclosure

· the right of the public to have access to information, 

· disclosure will reveal reasons for decisions

· the accountability of administrators and scrutiny of decision making processes

· the need for the public to be better informed and more competent to comment on public affairs

· the information will make a valuable contribution to the public debate on an issue 

· the need to ensure democratic control to the greatest extent possible over the increasing regulation by public bodies of the affairs of the ordinary citizen. 

· accountability for the use of public funds.                                    

When considering the public interest, bodies should consider arguments both for and against release and give appropriate weighting to each. Such an approach is consistent with the public interest test in this section (and the general thrust of the Act) and is much more likely to withstand scrutiny in any subsequent review or appeal.  

The FOI Act provides in section 13(4) that, subject to the provisions of the Act, the reason why an applicant may be seeking access to government held information should be disregarded.  However, the purpose for which access is sought may often help identify a public interest factor which needs to be considered in deciding whether or not to release the records. The public interest test helps to maintain the Act's relevance over time as the factors for and against disclosure of records change. 
3.6
Central Policy Unit advises:

Subsection (1)
· While section 29(1) may be relevant to a wide range of documents held by FOI bodies, only material in such documents which concerns the “thinking processes” of an FOI body comes within its scope.

· For this reason, FOI bodies may frequently find that they:
· grant access to non-exempt material under section 18, and

· invoke section 29 and other exemptions to appropriately protect exempt material.

· This section is not intended to protect raw data or factual material upon which decisions are made. For this reason, section 30 may be of particular relevance. It offers protection against the release of, inter alia, such material where it could prejudice inquiries being conducted by an FOI body, or have significant adverse effect on the performance of any of its functions relating to management.

· Scientific and technical material falling outside consideration for exemption at section 29 will, where appropriate, be liable for protection by another exemption. Sections 30 and 32(1)(a)(ii) may be of relevance.

· Consideration needs to be given to the views of the Office of the Information Commissioner when considering this exemption:
· the policy and/or decision making process to which the records relate and the effect of disclosure on these and other policy and processes

· whether the concerns of the FOI body relates to the content of the record or the context in which it was generated/supplied,

· whether the records are still under consideration and, if not, what decisions have been made

· evidence presented to support the view that prejudice to the deliberative process/ public interest would arise.

· Section 29 is unlikely to exempt material, the disclosure of which would give rise to criticism or embarrassment of an FOI body.

· It is to be expected that a decision-maker will inform him/herself as to the likely consequences, if any, for other FOI bodies arising from the release of a record.   Section 29 can be invoked in respect of a record relating to the deliberative processes of another FOI body.  Consultation between the relevant decision-maker and the body whose deliberations may be affected is strongly recommended prior to a final decision being made in such a case.  While the views of any other FOI body with an interest in the record should be thoroughly considered, the FOI body in receipt of the request has the final say in relation to the decision. That body will also be responsible for handling any subsequent appeal and must therefore be satisfied that there are sufficient grounds in the Act to support the decision.  
Chapter 4 - Section 30
 Functions and Negotiations of FOI Bodies 

Text of Section 30

4.0
Introduction

Section 30 allows a decision maker to consider refusing access to a request if in the opinion of the decision maker the granting of the request would be expected to:

· prejudice examinations investigations etc., 
· or that it would have an adverse effect on the FOI body in performing its functions in relation to management; 
· or that release would disclose positions or plans in relation to negotiations.

This discretionary exemption based on any of these elements cannot be used if, on balance, the public interest would be better served by granting rather than refusing the request. 

4.1
When should Section 30 be considered?

Section 30 may be invoked to protect records where the release may prove prejudicial to the functions and negotiations of an FOI body.  It is likely to be considered when the decision maker is concerned that a record would damage the functions or negotiations of its own organisation or those of another FOI body.  Such functions would include:

· the conduct of tests or  examinations

· the conduct of investigations, audits or inquiries 

· the management of personnel or industrial relations matters

· the management of resources or of the operations of an FOI body

· the conduct of negotiations and the effectiveness of these negotiations
Section 30 does not apply if, in the opinion of the head "the public interest would, on balance, be better served by granting than by refusing to grant the request". 

4.2
KEY WORDS AND PHRASES
"could reasonably be expected to"  - this means that the decision maker needs to have regard to whether this is something which could actually happen or whether this an event which it is considered may happen. Decision makers should have regard to showing why they believe something will happen. 
"have a significant, adverse effect" -   In order for this condition to be met, the decision maker would have to identify what effect the release of the record would have on the point at issue.  The decision maker would then have to make a reasonable and sustainable argument that such an effect was both significant and adverse.

"the public interest"  -  Detailed in the Chapter on Section 29
4.3
ELEMENTS OF THE SECTION

The three conditions under which access may be refused under this section are:-

4.4
Functions and negotiations of FOI bodies
Section 30(1)(a) a harm-based provision, where an FOI body relies on section 30(1)(a) it should : 

· identify the potential harm in relation to the relevant function specified in paragraph (a) that might arise from disclosure and 

· having identified that harm, consider the reasonableness of any expectation that the harm will occur. 

The FOI body should explain how and why, in its opinion, release of the record(s) could reasonably be expected to give rise to the harm envisaged (i.e. the FOI body  should demonstrate the link between granting access to the record concerned and the harm identified). A claim for exemption under section 30(1)(a) must be made on its merits and in light of the contents of each particular record concerned and the relevant facts and circumstances of the case. A claim for exemption pursuant to section 30(1)(a) which is class-based is not sustainable e.g. a claim for exemption for ‘any’ draft report.
Section 30(1)(a) envisages two potential types of "prejudice" or harm and may be invoked where disclosure could reasonably be expected to prejudice the effectiveness of tests, examinations, investigations, inquiries or audits or the procedures or methods employed for their conduct.  
Examples of what could be included in these headings are set out below.
· tests, e.g. aptitude tests, product testing, psychological tests, facilities test etc.

· examinations e.g.  State examinations, recruitment competitions

· investigations, e.g. investigations of fraud or misconduct, investigations into adverse incidents or events, health and safety investigations
· audits, e.g. internal financial audits, taxation audits, efficiency audits, criteria for selection of persons or areas for audit, certain audit techniques or methods, etc.
· Inquiries e.g. internal disciplinary inquiries, preliminary inquiries carried out as a prelude into the conduct of an investigation. 
In considering whether to apply this exemption, the following issues may be of relevance: 

· the extent to which release would disclose information prejudicial to the effectiveness of the audit, investigation or examinations in question and whether there would be an impact from this release
· the extent to which disclosure would lead to inequity or unfairness

· the extent to which disclosure would divulge procedures or methods employed, or otherwise undermine the control functions of its own organisation or those of any FOI body

· the extent to which the disclosure could impact on further tests, audits or investigations and whether this could impact on how these would be carried out

· the stage of the process i.e. whether the investigation, inquiry, audit,  etc. is ongoing or has been completed

· the extent to which the information is generally known or is available from other sources e.g. past examination papers
· The test concerned must be a test conducted by or on behalf of an FOI body.
4.5
Section 30(1)(b)
This provision may be invoked if release would:

4.5.1 Significant adverse effect

This provision requires that release of the records in question must be liable to have a significant adverse effect on the performance by an FOI body of its management functions.  

The threshold for claiming this exemption is heightened by the requirement to demonstrate a significant adverse effect.  “Significant” in this context is likely to be given its ordinary meaning i.e. “important” or “noteworthy”.  When invoking this provision, the FOI body must make an assessment of the degree of importance or significance attaching to the adverse effects claimed.  In support of such claims, the decision-maker must show how those conclusions were derived and the sources of evidence to support the argument. Ideally when showing that there will be a significant adverse effect the FOI body should be able to point to some future event or issues which would be impacted and the effect that this would have. 
4.5.2
What are functions relating to management?
The purpose of this particular provision is to protect information where its disclosure could compromise the ability of management to effectively carry out its core functions.  These include management of the personnel/HR and industrial relations functions in FOI bodies, as well as functions relating to management of operational matters, financial resources, strategic planning, investigation of complaints against it or parties under contract to it or complaints about staff etc.  The performance of a statutory function does not equate to performance of a "functions relating to management".
This provision may be appropriate to protect sensitive information generated within an FOI body: e.g. where confidentiality is required for a specific purpose relating to effective management, such as where disclosure would prejudice the conduct or an internal or administrative investigation. 
4.5.3
 Information provided in confidence
Information provided in the course of an inquiry or investigation which  was given in confidence and may raise the issue as to whether release of that information under FOI could reasonably be expected to prejudice the effectiveness of the investigation or inquiry or to prejudice the procedures or methods used for its conduct as it may be argued that individuals might not cooperate in providing information or might be less frank in the information they provide, if the records containing that information were to be released. 

When deliberating on the issue of confidentiality each case must be considered on its merits. Persons giving information to an auditor are not always entitled to expect confidentiality. A number of factors may be relevant, such as, for example 

· whether there are procedures in place for the conduct of the inquiry / investigation and, if so, what those procedures provide for or require;

· the nature of the investigation / inquiry and whether it relates to an organisation or FOI body or to an individual; 

· whether assurances of confidentiality were given and relied on and, if so, whether they were appropriate; and, 

· the identity of the person(s) providing the information concerned.

4.5.4
What is the position in relation to personnel/HR records?

It is recommended that all personnel/HR records created from 1 January 1998, including assessments of performance, staff appraisals and promotion evaluations should be prepared on the basis of open access by staff.  Following from this, staff should be routinely able to access such material on request (CPU Notice No. 1 refers).

With regard to earlier records, access to personnel records created three years prior to the effective date of the FOI Act for the FOI body concerned may be requested.  In addition, earlier records may be sought where they are being used or are proposed to be used in a manner or for a purpose that affects, or may affect, adversely the interests of the person concerned.  They may also be requested when they are required to assist the requester in the understanding of other records. 
Where an FOI body believes it necessary to protect personnel records, sections 30(1)(b) and/or 37(3)&(4) may be relevant.  These provisions should only be considered in exceptional and specific circumstances where the release of the information in question would either have a clear and demonstrable adverse effect on the ability of management to effectively discharge their functions or the information might be prejudicial to the health, well-being or emotional condition of the requester.  In the case of the latter, the requester has the right to nominate a health professional with expertise in the subject matter of the record to whom access to the record must be offered.
4.6
Section 30(1)(c)
This provision may be invoked if release would:

This is a strong protection for negotiating positions, etc. as the only requirement for the exemption to be met is that release of records would disclose such positions, etc.  There is no requirement that disclosure would have an adverse effect on conduct by a body of its negotiations. Records relating to past, present or future negotiations may be protected. 

This exemption would, for example, apply to records relating to the conduct of pay negotiations.  Such negotiations clearly require confidentiality to enable parties to put forward options for a settlement, without revealing their bottom line position.  Records of this type enjoying protection may include background briefing material, position papers, evaluations of the proposals of the other parties, etc.

This exemption has other uses; negotiations regarding sale of assets or working conditions, funding etc. 
4.6.1
Public Interest (Section 30(2))
Subsection (2) provides that a head may decide to release records even when any or all of the above three conditions are met if, in his or her opinion, "the public interest would, on balance, be better served by granting than by refusing to grant the request".   

Application of the "public interest test" is set out in general terms in the part of this manual which deals with Section 29 of the Act.  In considering the public interest each FOI request should be looked at on its own merits, the records should be considered, the circumstances which are surrounding the records at the point in time when the request is made along with any other relevant factors.  
The following public interest factors may be relevant in relation to this exemption:

· protects the efficient and effective management of an FOI body

· ensuring FOI is not used to the detriment of the equitable treatment of individuals

· accountability and objectivity in the decision-making processes
· there may be a public interest, favouring disclosure, of particular matter to a particular applicant in a particular case, as opposed to disclosure to any person 

· there may need to be accountability in terms of the spending of public monies 

· there may be an issue regarding the thoroughness of investigations into events

As with all public interest considerations, there is no set formula or checklist of considerations. Each situation will have to be addressed on its merits, based on considerations that are relevant at the time the decision is made.

4.6.2
Records prejudicial to another public body’s functions

It is to be expected that a decision-maker will inform him/herself as to the likely consequences, if any, for the performance of functions in other FOI bodies arising from the release of a record.   
Section 30(1) can be invoked in respect of a record that a decision-maker considers to be prejudicial to the performance of the functions or negotiations of another public body.  
Consultation between the relevant decision-maker and the body whose functions/negotiations may be affected is strongly recommended prior to a final decision being made in such a case.  While the views of any other body with an interest in the record should be thoroughly considered, the FOI body in receipt of the request has the final say in relation to the decision. That body will also be responsible for handling any subsequent appeal and must therefore be satisfied that there are sufficient grounds in the Act to support a decision in relation to the record.

While the consultation is not required it is considered best practice and may provide insight which should be considered as part of the public interest consideration when looking at the request and the possibility of the application of Section 30.
Chapter 5 - Section 31
Parliamentary, Court and Certain Other Matters  

Text of Section 31


5.0
Introduction

Section (31(1) provides for the mandatory refusal (“shall”) of an FOI request for records where the material involved would be: 
· exempt from production in court because of legal professional privilege, or

· such that the head knows or ought to have reasonably known that its disclosure would constitute contempt of court, or

· private papers of an MEP, a member of a local authority, or 

· deliberations (opinions, advice, recommendations, or results of consultations) considered by certain persons for the purposes of proceedings in the Houses of the Oireachtas, or a committee of either or both such Houses.
While section (31(2) and 31(3)) also provides for the discretionary refusal (“may”) of records held by an FOI body relating to the appointment, proposed appointment, or the business or proceedings of:
· a tribunal to which the Tribunals of Inquiry (Evidence) Act 1921) or 

· any other tribunal or other body or individual appointed by the Government or a Minister to inquire into specified matters where at least one member or the sole member holds or had held judicial office or is a barrister or solicitor or

· any tribunal/body/person appointed by either or both Houses of the Oireachtas) 

This would include preparatory work related to the establishment of a tribunal.  However the discretionary exemption only applies where the request is made at the time of the appointment of the tribunal or where the work of the tribunal has not been completed.

Records relating to the general administration of such tribunals are not comprehended by this provision.

Section 31 has linkages with section 32(1)(a)(iv) and section 42. That section excludes from FOI access to any record held or created by the Office of the Attorney General other than one relating to the general administration of that Office. It also excludes from the scope of the Act a record relating to the private papers of a Member of either House as well as an official document of the Houses which is required by the rules or standing orders to be treated as confidential.  That section also excludes records relating to any private papers, confidential information, or official document, within the meaning of certain parts of the Houses of the Oireachtas (Inquiries, Privileges and Procedures) Act 2013, unless consent has been lawfully given for disclosure.
Section 31(1) is unlike most other exemptions in that:
· it is mandatory and must be applied where an FOI request seeks material coming within its parameters,

· there is no application of an injury test before it can be invoked

· there is no public interest override.

Section 31 also includes a 'neither confirm nor deny' provision. However, its application may be considered only where subsection (1)(a) - legal professional privilege - applies, or would apply if the record(s) existed.
While Section 31(2) is discretionary, there is no injury test and no public interest override.

5.1
When should you consider this section?
This exemption should be considered where a record contains material which may:
· attract legal professional privilege 
· concern a matter before the courts, or regarding which the courts have imposed restrictions, and its disclosure might constitute contempt of court, 

· consist of the private papers of a member of the European Parliament or a local authority

· consist of advice, consultations or recommendations etc. considered by the Ceann Comhairle, or the Leas Ceann Comhairle of the Dáil, the Cathaoirleach or the Leas Cathoirleach of the Seanad for the purposes of proceedings at a sitting of either House. Similar material considered by any other Member, or by a member of staff is also protected

· consist of advice, consultations or recommendations etc. considered by a committee of either House, or a joint committee, or a Member, or a member of staff, for the purposes of the proceedings at a meeting of such a committee

· relate to the appointment, proposed appointment, business or proceedings of a tribunal or inquiry as outlined above
5.2
ELEMENTS OF THE SECTION
5.2.1
Section 31(1)(a) - Legal Professional Privilege

To fall within this area material must constitute a record which was brought into existence in relation to -

(i) litigation or expected litigation or ‘litigation privilege’; 
(ii) for the purpose of seeking legal advice. 

In relation to litigation, the courts have applied “the dominant purpose test”. This means that legal privilege applies to communications where the dominant purpose of such communications is in contemplation of actual or expected litigation.  Communications do not necessarily need to be with legal advisers for them to be covered by litigation privilege. Rather, litigation privilege applies to documents which come into being for the purpose of contemplated or actual litigation. 

In order for records seeking legal advice to attract legal professional privilege, it is not necessary that the advice be in contemplation of litigation. The advice must, however, be given by a solicitor or barrister acting in a legal capacity. The record can include the seeking or giving of advice and it should reflect a professional relationship which secures to the advice an independent character (i.e. legal advice by a qualified person acting in his/her capacity as a professional legal adviser). The giving of the advice should be attended by the necessary degree of independence and the advice should be confidential. 

Other considerations relevant to “legal professional privilege”:-

 Once legal professional privilege attaches to a document that position is not changed by the passing of time.
 It promotes the public interest in that those in government bodies who bear responsibility for decision making have free and ready confidential access to their legal advisers.

 Legal professional privilege does not attach to documents brought into existence for the purpose of guiding or helping in the commission of a crime or fraud, or for the furtherance of an illegal purpose, including an abuse of statutory power,  

 Precedent abroad indicates that records created in contemplation of legal proceedings must have a dominant purpose of being produced for litigation and there must be reasonable prospect of litigation on their creation.

5.2.3
What material falls within the area of legal professional privilege?

Apart from the obvious records such as formal requests for legal advice, and the advice itself, draft letters and also notes of meetings between the legal adviser and his/her client that would disclose such communications or disclose such earlier communications would fall within this area. It is important to emphasise that the protection does not extend beyond documents exempt from production in court proceedings on the grounds of legal professional privilege. So, for example, policy records on a matter which is subject to court proceedings would not attract exemption under this subsection, while legal advice thereon would.

Legal professional privilege does not extend to records in which legal assistance alone is sought or given.

Precedent supports the view that an organisation can enjoy legal professional privilege in respect of independent legal advice obtained from its own salaried legal advisers.
5.2.4
When will this subsection apply?

This subsection offers protection for:
· communications between FOI bodies and their independent legal advisers concerning legal advice or in relation to legal proceedings, 

· such material held by an FOI body in respect of a third party. (This might arise in the case of a department gaining access to legal advice received by a state body under its aegis.)

· Very closely related material which would disclose the substance of such communications

A record held or created by the Attorney General or the Director of Public Prosecutions (DPP) or their offices is with limited exception (a record relating to general administration) excluded from the FOI Act by section 42.  
Legal advice received from the Attorney General Office including advice on the preparation of legislation, regulations, interpretations etc. is excluded. Hence it is not necessary to invoke Section 31 in relation to legal advice received from the Attorney General’s Office. However a department may hold its own records of a meeting with officials of the AG’s, or may hold copies of letters or drafts of letters seeking legal advice.  While these records would not fall within section 42, they may qualify for legal professional privilege under this section.

Note: The Chief State Solicitor’s Office and the Office of the Parliamentary Counsel are constituent parts of the Office of the Attorney General.)
5.2.4.1

Contempt of court


This subsection requires the refusal of records the disclosure of which would constitute contempt of court.  
Contempt of court has been described as:

“any conduct that tends to bring the authority or administration of the law into disrespect or disregard, or to interfere with or prejudice parties litigant or their witnesses during the litigation.” 

Aimed at maintaining public confidence in the administration of the judicial system and ensuring fair trials, the concept of contempt links with the provisions of section (32)(1)(a)(iv) - where a record can be refused where it could reasonably be expected to prejudice or impair the fairness of proceedings in a court or tribunal. Contempt can take the form of either disobedience to an order of the court, or breach of an undertaking given to the court. Contempt can also constitute words or conduct which militate against the fairness of a trial e.g. statements made out of court which might have the effect of improperly influencing the court on the matters of fact which the court has to determine.

In summary, such material would comprise records:
· likely to interfere with the conduct or outcome of an ongoing court case

· which are routinely prohibited court documents, 

· a court had prohibited public access to, and/or received an undertaking that such material would not disclosed.

Records likely to interfere with the conduct/outcome of an ongoing court case would be a relevant medical report on a health related case, or statements likely to influence a jury’s deliberations, or the outcome of a case.

Routinely prohibited court documents are those which are expressly confidential under court rules and should not be disclosed. An example is the content of notice of lodgment in litigation cases.

Obviously there are considerable records to which a court may prohibit public access, particularly during the currency of a case. An obvious example would be one which would disclose the identity of a child.

5.2.5
Records subject to Orders of Discovery

Under a decision of the High Court in April 2001 (E.H. and E.P.H. v the Information Commissioner) records held by an FOI body which have been the subject of an Order of Discovery must be refused under Section 31(1)(b) if access is sought by means of an FOI request. The willful release of such records would constitute contempt of court. This places an onus on FOI bodies to take reasonable steps to ascertain whether records sought under FOI have been discovered in the course of litigation.  CPU Guidance Notice 14 contains additional guidance in this area.
5.2.5.1
  In Camera Rule

It is a contempt of court for any person to disseminate information emanating or derived from proceedings held in camera without prior judicial authority. The in camera rule applies to proceedings where there is a statutory requirement such proceedings are held in private or otherwise than in public. It applies to certain proceedings including certain family law proceedings and certain proceedings involving minors. In many cases where the records might be connected with in camera proceedings, section 37 (personal information) may be relevant.
5.2.6
Section 31(1)(c)  consists of­


This subsection requires a request for a record, which constitutes the private papers of an MEP or a member of a local authority to be refused. This links with section 42(k) of the Act which protects the private papers of members of the Oireachtas. The concept and basis for the protection of “private papers” of Members of the Oireachtas is established under Article 15.10 of the Constitution. 

Pending further clarification through case precedents on the matter “private papers” should be taken to constitute records held by an MEP or a member of a local authority which constitute:
· correspondence with constituents which does not relate to an FOI body, or which are not submitted by the member to an FOI body for action 

· personal correspondence such as letters to/from family and friends and which does not concern the work of an FOI body 

· personal diary/memoirs of a member, or

· functions and activities of a person as a member of a political party,

Section 31 requires that where material falls into this category access must be refused to such records. Such material will frequently not be in the possession of officials in an FOI body, but rather be held by the member him/herself. 

Given these circumstances it may be desirable, if not essential, that requests for such material should fall to be directly considered by the member, rather than a member of staff acting under delegation under section 20. Officials may of course fully brief and advise a member as to the relevant provisions and application of the FOI Act in this area.

This subsection is to protect opinions, advice, consultations, etc. for the purposes of parliamentary proceedings which have been considered by the Ceann Comhairle, or the Leas Ceann Comhairle of the Dáil, the Cathaoirleach or the Leas Cathoirleach of the Seanad. Similar material considered by either House, an Oireachtas committee, any Member of the Houses, or by a member of staff is also protected where such material consists of advice, recommendations etc. on, or for the purposes of the proceedings of either House, a committee of either House, or a joint committee.

5.7
Restrictions

At the outset two restrictions in the exemption are worthy of note: firstly the material must consist of a record described above, rather than broadly relate to such matters. Secondly, before this exemption applies, the material involved must have been considered by one of the following:

· the Ceann Comhairle

· the Leas Ceann Comhairle

· the Cathaoirleach of the Seanad

· the Leas Cathaoirleach

· the Dáil or Seanad

· an Oireachtas committee

· a Member

· a member of staff of the Office of the Houses of the Oireachtas.

5.8
Material not yet considered
Where material consisting of advice etc. on proceedings has not been developed to the point of submitting it for consideration by the Ceann Comhairle, Clerk of the Dáil or Seanad etc., protection for such records can be sought under section 29 (Deliberations of FOI bodies).
5.9
Distinction between the Houses of the Oireachtas and its administrative support function

It should be noted that the Houses of the Oireachtas are not public bodies. On the other hand, the Houses of the Oireachtas Commission, which constitutes the administrative support function and is staffed by civil servants of the State etc., is a public body. It follows that advice, opinions etc. on parliamentary proceedings which are not held by the Houses of the Oireachtas Commission, (or another FOI body) do not come within the scope of the FOI Act.

5.10
Material to which this provision will most likely apply

Bearing in mind the particular focus of the subsection, this exemption will probably most frequently apply in respect of advice from the Houses Commission to the Ceann Comhairle, the Leas Ceann Comhairle, the Cathaoirleach and the Leas Cathaoirleach, and to the Chairpersons of Oireachtas committees regarding procedural matters.


This subsection upholds the independence and integrity of certain tribunals and inquiries and should be read in conjunction with section 42(a).  It provides for the discretionary refusal of records held by a public body relating to the appointment, proposed appointment, or the business or proceedings of certain tribunals or inquiries i.e.

a. to which the Tribunal of Inquiry (Evidence) Act applies
b. that is appointed by the Government or a Minister to inquiry into specified matters where at least one member holds/held judicial office or is a barrister or solicitor or
c. is appointed by either or both Houses of the Oireachtas to inquire into specified matters.

This subsection permits a decision-maker to exercise a certain amount of discretion.  For example, a decision maker may decide not to invoke this subsection to refuse records containing purely personal information relating to a requester notwithstanding the fact that a relationship might exist between the records and the business of a tribunal or inquiry.  

Section 31(3) provides that records relating to the general administration of the type of tribunal or inquiry specified in Section 31(2) are not comprehended by this exemption.


This provision requires a head to refuse to confirm or deny the existence of a record which would be exempt in a court on the grounds of legal professional privilege where the head is satisfied that disclosure of the existence or non-existence of the record would be contrary to the public interest.
This provision, which is subject to particular criteria, gives the FOI body the option of responding to a request in an equivocal fashion and thus not “giving the game away”. By not confirming that a record exists or does not exist, a requester can be prevented from drawing inferences which might otherwise be available. Such a response is justifiable on the grounds that disclosure of the existence or non-existence of the record would have the precise effect which the exemption seeks to avoid. 

These provisions are necessary because, in some instances, merely confirming the existence of information will directly or implicitly disclose sensitive information.  The following points should be noted in relation to such provisions:

· Their use will be justified only in rare situations

· It is not appropriate where it is the contents of the record rather than its existence that warrants protection

· Persons should always be advised of their rights of appeal when notifying them of  such a decision
A difficulty with such provisions is that their use can convey a signal that the body is alarmed about the request. There is also a danger that inferences may be drawn and the response could lose some or all of its value.  However, experience suggests that this can be tackled through a number of approaches.

Scenario 1.  A mix of records is sought
A requester seeks material which is a mix of records, some of which may be subject to the “confirm or deny” provision, and others which may not.  For example, a taxpayer seeks access to her tax files. Unknown to her these include records relating to an ongoing highly confidential investigation of serious tax fraud. In an instance such as this the FOI body may need to consider remaining entirely silent about the investigation. This is justified by section 13(5) of the Act which states that a statement of reasons need not include any information which is itself exempt. Such an approach should be employed only in cases of extreme sensitivity.

Scenario 2     The request is purely for the records subject to subsection (4)

A requester directly asks for extremely sensitive material the disclosure of which would have the effect of causing damage to matters which the exemption seeks to protect.  The options here are either the direct use, or a refusal to confirm or deny response in relation to the request, or a response on the lines of  “the organisation has no records which fall within the ambit of the Act” (6)  Depending on the circumstances, it may be equally beneficial to invoke upfront the neither confirm or deny provision  e.g. a request for records which seeks to ascertain whether a meeting between certain parties has taken place.                                                       

Scenario 3   Circumstances carry danger of implicitly betraying material which is properly exempt

A significant criminal investigation is underway and at a particularly sensitive stage. The subject matter suspects that an investigation is underway. He/she asks for the records and other matters relating to him/herself. Here the request for the other material should be treated as per normal. The refusal to confirm provision or a variation thereof, as set out at scenarios (1) and (2) above should be used as to request for the investigation records.
5.11
General Comments

This provision lessens the duty to provide reasons for the decision to the requester.  There is for example no obligation to provide details of the provision of the Act pursuant to which the request is refused.  Also excluded is the obligation to provide findings on material issues of fact and particulars of the public interest in cases where a refusal to confirm or deny provision is invoked (s 13(2)(d)(ii)).  However unless the material is such that it requires no acknowledgement whatever as to its existence, the relevant provision, in this case section 31(4), may be quoted in the statement of reasons required by the Act (section 13(2)(d), 18(3) and 21(5)(c)).  

This means that while the statement of reasons can be relatively more cursory it should usually refer at least to the refuse to confirm or deny provision itself and to the criteria considered by the decision maker and the reason for the conclusion reached.
Otherwise, the decision making process described in Part 1 of this manual must be followed. Decisions to refuse to confirm or deny constitute a refusal to give access to a record under the Act. Such decisions can of course be reviewed through internal and external review.  The reviewer will be able to look at the documents involved (if they exist) and form his or her own view about whether the invoking of the refusal to confirm or deny provision was appropriate.

In the case of a record which would be exempt because of legal professional privilege it should be feasible, for review purposes, to readily set out the public interest reasons why refusal to disclose of the existence or non-existence of the record arises.

5.12
Central Policy Unit advises:
 The provisions of this section must be read in conjunction with section 42(f), (k) and (l). 

 A person may waive legal professional privilege. However this cannot be done under FOI.  Where, exceptionally, such a course was adopted by an FOI body, it would have to be undertaken outside of this Act.

 The “refusal to confirm or deny” provision in this section only applies in respect of legal professional privilege.
Chapter 6 - Section 32
Law Enforcement and Public Safety 

                                    Text of Section 32


6.0
Introduction

This section is concerned with upholding the interests and safety of the community through the administration and enforcement of law. It serves to prevent the prejudicing of law enforcement measures to uphold the security of certain institutions, and to protect the life and safety of individuals and the public. Its provisions, where appropriate, have application to civil and criminal law.

Section 32 is a discretionary exemption. It is not a class based exemption and has a ‘neither confirm nor deny’ provision in 32(2).
6.1
When should you consider this section?

It is important to note at the outset that this section has potentially wide application to the operations of central and local government and beyond. It comprehends prevention of violation of any law, and the enforcement of law through civil and regulatory, as well as criminal proceedings. Following from this, the section may apply to health and safety matters, environmental protection, broadcasting, trade practices, consumer protection, taxation, social welfare etc.. This is in addition to the more obvious area of matters concerning criminal prosecutions.

6.2
KEY WORDS AND PHRASES
“could reasonably be expected to” - this requires a judgment to be made by the decision maker as to whether it is reasonable to expect a particular outcome, as distinct from something which is possible or purely speculative. The expectation must be reasonably based, i.e. expectations for the occurrence of which real and substantial grounds exist.
“prejudice or impair” - “prejudice” is described in the Oxford dictionary as including “detriment likely to befall”, while “impair” is described as to “damage or weaken”.  To invoke this term, an FOI body must be able, with a reasonable degree of clarity to specify the damage likely to occur as a result of disclosure of the information sought. Clearly this provision can only be invoked in respect of particular information being actually sought, rather than for classes of information. 

“lawful” - this is described in the dictionary as “permitted, or appointed, or qualified, or recognised by law”.  This qualification therefore does not provide a blanket protection for every method and procedure adopted by FOI bodies, but only those that are lawful.  
6.3
Elements of the Section

6.3.1 
Section 32(1)(a)(i)

Subsection 1(a)(i) is designed to protect information the disclosure of which could reasonably be expected to prejudice or impair key functions and activities in relation to law enforcement viz.:

There are two underlying aspects to this provision: 
· firstly it offers protection, where appropriate, for preventative measures and investigations and detections of actual offences; 

· secondly, it offers protection, where appropriate, for lawful methods, practices etc. used for this purpose.  

When invoking this provision FOI bodies are advised to set out whether the exemption is sought in anticipation of likely damage to the handling of a particular matter such as the investigation or detection of an offence, or damage to the processes used for prevention, detection or investigation of offences, or to both.  Sometimes, disclosure of the nature of such procedures or methods may be likely to prejudice their effectiveness.

6.3.1.2

Section 32(1)(a)(ii)

It should be noted here that “any law” means not just any criminal or civil law of the State, but also the law of another jurisdiction, or international law.  Also this provision comprehends a law which imposes a legal duty to do or refrain from doing something, even in circumstances where a breach does not attract a sanction of a penal nature.

The term “administration”, which is considerably wider than “enforcement” warrants comment.  It may also be taken to capture administrative and regulatory actions to uphold a law. Considerable areas of law can be enforced and administered within FOI bodies by means other than resort to the courts. For example a payment based on a statutory scheme can be withdrawn where the FOI body is satisfied that the entitlement no longer obtains.  Administration would also embrace preventative actions, as well as the collection of information so as to monitor whether a person is complying with the law.  In short, the term would appear to capture lawful arrangements within an FOI body which are part of a process of upholding or enforcing the law. 
6.3.2.2

Section 32(1)(a)(iii)

This provision has potential application across a wide range of areas. While it may apply to lawful measures to protect public safety generally, it may also apply to such measures to safeguard individuals, be they members of the public, or those discharging public business.  
6.3.2.3

Section 32(1)(a)(iv)

Precedent indicates that this provision can be interpreted by FOI bodies to serve the interests of the community, as well as the interests of an accused person.  However, it should be borne in mind that the prejudice must be to the fairness of the proceedings, not the likelihood of a successful prosecution.
6.3.2.4

Section 32(1)(a)(v) - (x)

These provisions offer protection against the release of information which if disclosed would be likely to prejudice the security of institutions such as prisons, and other places of detention.  The provision may be invoked where appropriate to prevent likely damage to a buildings security system by virtue of provision of access to information on that system.  In addition it offers protection for the security of communications systems of the Gardai, Revenue, the Defence Forces, a penal institution, and the Revenue Commissioners.

Protection is also offered, where appropriate, against access to information, the disclosure of which would be likely to prejudice the security of any building, or other structure, or vehicle etc. It should be noted that this subsection has application regardless of whether the property is in public or private ownership.
5.3.2.5

Section 32(1)(b)

This provision offers explicit protection for information which, if disclosed, would be likely to endanger the life or safety of any person, be they members of the public, or those discharging public business.  It must be emphasised that a decision to refuse access to information on these grounds is a sensitive matter and must be approached with great caution. An assessment of the expected consequences of releasing particular records in terms of endangering life or safety is required. It is not necessary, or indeed possible, to establish that such physical harm will occur, but the FOI body should show that there is reasonable expectation of this.
The inclusion in a notice of a decision of fears that the requester may inflict violence, or cause damage to property, may be as damaging as the release of the records in question. Where this is the case, reliance on the refusal to confirm or deny provision contained in subsection (2) may be more appropriate.   Consideration may also be given in cases of personal information to releasing the record to an appropriate health professional pursuant to sections 37(3) and 37(7) of the Act and relevant regulations.  
6.3.2.6

Section 32(1)(c)

This provision enables information to be withheld where its disclosure could reasonably be expected to facilitate an offence.  The OIC has found that the question is not whether such an offence will occur, but whether release of the information could make it easier to commit an offence. (Mr X and the Department of Foreign Affairs - Case 98190)

It links with (1)(a)(i) which protects, inter alia, information designed to prevent offences. When considering the application of this exemption, it is important to bear in mind that release of record(s) under FOI is regarded as release to the world at large. It is not a matter of forming the view that the applicant/ requester would be engaged in the commission of the offence.
Subsection (c) may be invoked by an FOI body where it can demonstrate that the information involved could reasonably be used to enable an offence to be committed.
6.3.2.7

Subsection 2: “Refusal to confirm or deny”

In seven exemptions, provisions exist that allow a public body to respond to requests or parts of requests on the basis of refusing to confirm or deny the existence of records - sections 28, 31, 33, 35, 36, 37,  and subsection (2) above refer.  
These provisions are necessary because, in some instances, merely confirming the existence of information will directly or implicitly disclose sensitive information.  
6.3.2.7.1
The following points should be noted in relation to such provisions:
· Their use will be justified only in rare situations

· It is not appropriate where it is the contents of the record rather than its existence that warrants protection

· Persons should always be advised of their rights of appeal when notifying them of  such a decision

This refusal to confirm or deny provision, which is subject to particular criteria, gives the FOI body the option of responding to a request in an equivocal fashion and thus not “giving the game away”. By not confirming that a record exists or does not exist, a requester can be prevented from drawing inferences which might otherwise be available. Such a response is justifiable in this section on the grounds that disclosure of the existence or non-existence of the record would have the precise adverse effect which this exemption seeks to avoid. 

A difficulty with these provisions is that their use can convey a signal that the body is alarmed about the request. There is also a danger that inferences may be drawn and the response could lose some or all of its value.  However, experience suggests that this can be tackled through a number of approaches.

Scenario 1.  A mix of records is sought
A requester seeks material which is a mix of records, some of which may be subject to the “confirm or deny” provision, and others which may not.  For example a taxpayer seeks access to her tax files. Unknown to her these include records relating to an ongoing highly confidential investigation of serious tax fraud. In an instance such as this the public body may need to consider remaining entirely silent about the investigation. This is justified by section 13(5) of the Act which states that a statement of reasons need not include any information which is itself exempt. The approach should be employed only in cases of extreme sensitivity.

Scenario 2     The request is purely for the records subject to subsection (2)

A requester directly asks for extremely sensitive material the disclosure of which would have the effect of causing damage to matters which the exemption seeks to protect.  The options here are either the direct use, or a refusal to confirm or deny response in relation to the request, or a response on the lines of “the department has no records which fall within the ambit of the Act”.  Depending on the circumstances, it may be equally beneficial to invoke upfront the ‘neither confirm nor deny’ provision e.g. a request for records which seeks to ascertain whether a meeting between certain parties has taken place.                                                       

Scenario 3   Circumstances carry danger of implicitly betraying material which is properly exempt

A significant criminal investigation is underway and at a particularly sensitive stage. The subject matter suspects that an investigation is underway. She asks for the records and other matters relating to herself. Here the request for the other material should be treated as per normal. The refusal to confirm provision or a variation thereof, as set out at scenarios (1) and (2) above, should be used to refuse a request for the investigation records.

6.4
General Comments
This provision lessens the duty to provide reasons for the decision to the requester.  There is for example no obligation to provide details of the provision of the Act pursuant to which the request is refused.  Also excluded is the obligation to provide findings on material issues of fact and particulars of the public interest in cases where a refusal to confirm or deny provision is invoked (section 13(2)(d)(ii)).  However unless the material is such that it requires no acknowledgement whatever as to its existence, as may be the case under Section 32(1)(b), the relevant provision, in this case section 31(2), may be quoted in the statement of reasons required by the Act (section 13(2)(d), 18(3) and 21(5)(c)).  

This means that while the statement of reasons can be relatively more cursory it should usually refer at least to the refuse to confirm or deny provision itself and to the criteria considered by the decision maker and the reason for the conclusion reached.

Otherwise, the decision making process described in Part 1 of this manual must be followed. Decisions to refuse to confirm or deny constitute a refusal to give access to a record under the Act. Such decisions can of course be reviewed through internal and external review.  The reviewer will be able to look at the documents involved (if they exist) and form his or her own view about whether the invoking of the refusal to confirm or deny provision was appropriate.
6.5
Limitations on the Exemption

The Act (32(3)) provides that the protections of this exemption do not apply, even when records come within subsection (1) where a record:-

In essence this provision relates to records disclosing:
· where an investigation for the purposes of law enforcement or relating to prosecution of offenders etc., is not authorised or contravenes any law, 

· how well an FOI body, whose functions include law enforcement or ensuring public safety, performs these,

· the success or otherwise of a law enforcement/ prevention/ detection programme.

It is however important to note that, even where a record fall within any of these areas above, it remains necessary for the public interest test to be also satisfied, before the protection of the exemption can be set aside. 

6.6
Public Interest
Section 32(3)(b) refers to the public interest which must be satisfied before records coming within subsection (3)(a) may be released :

6.6.1
In such circumstances factors in favour of release in the public interest could be:
· Ensuring the resources of the taxpayer are used efficiently and effectively.

· Enabling the public to assess the merits and shortcomings of policies, practices etc.

· The importance of the disclosure of records on issues affecting the community,

· The need to disclose where Government bodies have failed to act in a lawful and accountable way,

· The need for effective mechanisms to maintain public confidence in Government bodies by access to information on their performance of functions

6.6.2
Factors against release in the public interest could be:
· Vital interests of the community are served by effective law enforcement and administration,

· Damage to investigations, or processes etc. which might result,

· Importance of not disadvantaging Government bodies in their discharge of key responsibilities,

· Importance of not releasing information which would facilitate committing offences.
6.7
Central Policy Unit advises: 
· Section 32 should be read in conjunction with section 30 (Functions and negotiations of FOI bodies) and section 35 (Information in Confidence) 

· FOI bodies should bear in mind that records, the disclosure of which could reasonably be expected to lead to the revelation of the identity of a person who has provided information in confidence in relation to the enforcement of criminal law, are entirely outside the scope of the Act (S42(m)).

· The revelation in a decision of fears that the requester may inflict violence, or cause damage to property, may be as damaging as the release of the records in question. Reliance on the refusal to confirm or deny provision contained in subsection (2) may be more appropriate in such cases.  Consideration may also be given in appropriate cases to releasing the record to a health professional pursuant to sections 37(3) and 37(7) of the Act.
Chapter 7 - Section 33
 Security, Defence and International Relations 

Text of Section 33 



7.0
Introduction
This section is concerned with providing strong protections for records whose disclosure could reasonably be expected to damage 

· the security of the State 

· the defence of the State 

· matters relating to Northern Ireland or

· International relations. 

Traditionally the area of security, defence and international relations has attracted a high level of protection in Freedom of Information legislation.  This level of protection is reflected in the following aspects of the section:

· no public interest test 
· refusal to confirm or deny provision

· ministerial certificate (section 34)

· mandatory exemption for classes of records in part in subsection (2) and fully in subsection (3))
The strength of these protections do not relieve the decision maker of the obligation to assess the effects of disclosure in cases to which section 33(1) applies and to explain, where appropriate, how release of the records in question will adversely affect one of the interests outlined in that subsection.  It is to be expected that decisions on FOI requests relating to this type of material will only be taken at a senior level.

7.1
Elements of the Section 

Subsection (1) provides that information may be protected if it could reasonably be expected to affect adversely the security of the State, defence of the State, matters relating to Northern Ireland or international relations of the State.  It is a discretionary exemption so the decision maker must consider the harm that would arise in releasing records to which subsection (1) applies in assessing whether it would cause an adverse affect.   
This exemption is designed to protect records such as:-

· contacts between the Government or its representatives and parties or persons either within or outside of Northern Ireland on matters relating to Northern Ireland

· confidential information received

· intelligence information relating to security and defence matters and international relations

Subsection (2) is split with certain classes of records (communications) enjoying a discretionary protection and being subject to release unless it is determined that their release would adversely affect any the areas listed in subsection (1).  
Records in this section [(2)(b)(i)] refer to the most commonly understood meaning of international relations and concerns communications between Governments and their representatives. It refers to communication between the Government and its own embassies and consular posts abroad.  It would also include correspondence or communications between the Government and the diplomatic representatives of another country in this State e.g. a foreign embassy or consular post.  
Where a discretionary exemption applies, a harm test must be applied.  In considering release, the decision maker should consider whether disclosure could:

· create difficulty in the conduct of relations between this country and other States.
· disclose positions or plans which could impede or weaken its negotiating strategy with other States or organisations of States.

· substantially impair good working relationships between this country and another State, thereby prejudicing the future supply of information required for the effective conduct of our foreign policy.

A mandatory refusal applies to some classes of communications as outlined in (b)(i) and (ii), namely where the information:- 
· was communicated in confidence, 
· relates to international negotiations or is information the release of which is prohibited by another state; 
· contains analysis, opinions, advice or recommendations and the decision maker considers that the release of such information could reasonably be expected to adversely affect the international relations of the state.   


The following classes of record must be considered exempt in accordance with subsection (3)(a) or (b):
· A record containing information that was obtained or prepared for the purposes of intelligence or the security or defence of the State;

· A record that relates to the detection, prevention, or suppression of activities calculated or tending to undermine the public order or authority of the State (which expression has the same meaning as in section 2 of the Offences against the State Act 1939) 

As such, records which fall into the above categories must be refused.  

In relation to other records which may impact on the security or defence of the state, where the risk or damage may not be obvious to those who work outside of the security area, a decision maker must take care to identify what particular interests, if any, would be put at risk by disclosure.  Of course it may not be feasible on occasion to disclose such interests to the requester.  Nevertheless, such factors must always be clearly recorded, if only for the purposes of any subsequent review.

The importance of balancing the security interests of the State and the interests of the individual has been considered by the Supreme Court.  In Heaney-v-Ireland, which dealt with the curtailment of the right to silence, the Supreme Court said “on the one hand constitutional rights must be construed in such a way as to give life and reality to what is being guaranteed.  On the other hand, the interest of the State in maintaining public order must be respected and protected”.  This balancing of rights has also been considered by the Courts abroad which have held that it was ‘the essence of a free society that a balance is struck between the security that is desirable to protect society as a whole and the safeguards that are necessary to ensure individual liberty’. 
7.1.1
Section (3)(c)(i)

The following classes of record must be considered exempt in accordance with subsection (3)(c):
This provision protects information communicated in confidence whose disclosure would adversely affect any of the interests referred to in subsection (1). The information must be inherently confidential and imparted in circumstances importing an obligation of confidence (please refer to section 35 for a more detailed discussion on the obligation of confidence). In addition, this section also protects information communicated in confidence relating to the protection of human rights.  

7.1.2
Section (3)(c)(ii)

This provision applies to information:

· communicated in confidence to or within an international organisation of states or a subsidiary organ of such an organisation, 

· communicated in confidence to or within an institution or body of the European Union, or

· relates to negotiations between the State and such an organisation, organ, institution or body or within or in relation to such an organisation, organ, institution or body,
· refers to information which is prohibited from disclosure by any of the international organisations referred to above.
The elements of confidence referred to above in relation to paragraph (c)(i) also apply to confidential information coming within this subsection. 

7.2
What constitutes an international organisation of States?

The phrase suggests that the participants are representing their Governments and would include such international organisations of States as the UN and its subsidiaries. Transnational federations, sporting, cultural or educational organisations may not come within this definition unless all the members are representative of and appointed by the Governments of the various States involved. 

7.3
Information Relating to the EU

Where the information in question is a record of the EU, and is being withheld on these grounds, the person in question should be advised of his or her right to seek access to EU information directly from the EU Commission, Council or Parliament.   

7.3.1.1 Section (3)(c)(iii)

The section is designed to protect information communicated in confidence relating to positions or plans for handling threats (e.g. cyber) or incidents to networks and information security.

While a record falling within one or other category in part in subsection (2) or falls within subsection (3) attracts mandatory exemption, it must be remembered that this list is not exhaustive and that subsection (1) may apply to other records.

7.4
Particular duty of the Information Commissioner in relation to sensitive records
Section 25 specifically requires the Commissioner and the Courts to take appropriate precautions to guard against any disclosure of sensitive information during the course of an investigation or proceedings.
7.5
Refusal to Confirm or Deny Provision

In seven exemptions, provisions exist that allow a public body to respond to requests or parts of requests on the basis of refusing to confirm or deny the existence of records - sections 28, 31, 32, 35, 36, 37,  and subsection (4) above refer.  These provisions are necessary because, in some instances, merely confirming the existence of information will directly or implicitly disclose sensitive information.  The following points should be noted in relation to such provisions:

· Their use will be justified only in rare situations

· It is not appropriate where it is the contents of the record rather than its existence that warrants protection

· Persons should always be advised of their rights of appeal when notifying them of  such a decision
This refusal to confirm or deny provision, which is subject to particular criteria, gives the FOI body the option of responding to a request in an equivocal fashion and thus not “giving the game away”. By not confirming that a record exists or does not exist, a requester can be prevented from drawing inferences which might otherwise be available. Such a response is justifiable in this section on the grounds that disclosure of the existence or non-existence of the record would have the precise adverse effect which this exemption seeks to avoid. 

A difficulty with these provisions is that their use can convey a signal that the body is alarmed about the request. There is also a danger that inferences may be drawn and the response could lose some or all of its value.  However, experience suggests that this can be tackled through a number of approaches.

Scenario 1.  A mix of records is sought
A requester seeks material which is a mix of records, some of which may be subject to the “confirm or deny” provision, and others which may not.  For example a taxpayer seeks access to her tax files. Unknown to her these include records relating to an ongoing highly confidential investigation of a serious criminal matter.  In an instance such as this the public body may need to consider remaining entirely silent about the investigation. This is justified by section 13(5) of the Act which states that a statement of reasons need not include any information which is itself exempt. The approach should be employed only in cases of extreme sensitivity.

Scenario 2   The request is purely for the records subject to subsection (2)

A requester directly asks for extremely sensitive material the disclosure of which would have the effect of causing damage to matters which the exemption seeks to protect.  The options here are either the direct use, or a refusal to confirm or deny response in relation to the request, or a response on the lines of “the department has no records which fall within the ambit of the Act”.   Depending on the circumstances, it may be equally beneficial to invoke upfront the neither confirm nor deny provision e.g. a request for records which seeks to ascertain whether a meeting between certain parties has taken place.                                                       

Scenario 3   Circumstances carry danger of implicitly betraying material which is properly exempt

A significant criminal investigation is underway and at a particularly sensitive stage. The subject matter suspects that an investigation is underway. He/she asks for the records and other matters relating to him/herself. Here the request for the other material should be treated as per normal. The refusal to confirm provision or a variation thereof, as set out at scenarios (1) and (2) above, should be used to refuse a request for the investigation records.
7.6
General Comments
This provision lessens the duty to provide reasons for the decision to the requester.  There is for example no obligation to provide details of the provision of the Act pursuant to which the request is refused.  Also excluded is the obligation to provide findings on material issues of fact and particulars of the public interest in cases where a refusal to confirm or deny provision is invoked (s 13(2)(d)(ii)).  However unless the material is such that it requires no acknowledgement whatever as to its existence, the relevant provision, in this case section 33(4), may be quoted in the statement of reasons required by the Act (section 13(2)(d), 18(3) and 21(5)(c)).  
This means that while the statement of reasons can be relatively more cursory it should usually refer at least to the refuse to confirm or deny provision itself and to the criteria considered by the decision maker and the reason for the conclusion reached.

Otherwise, the decision making process described in Part 1 of this manual must be followed. Decisions to refuse to confirm or deny constitute a refusal to give access to a record under the Act. Such decisions can of course be reviewed through internal and external review.  The reviewer will be able to look at the documents involved (if they exist) and form his or her own view about whether the invoking of the refusal to confirm or deny provision was appropriate.

7.7
Central Policy Unit advises:
· A separate CPU Guidance Note 13 should be reviewed in tandem with this section of the manual in considering records which relate to security, defence and international relations.

· Section 20 provides for delegation of decision-making on FOI requests.  It is strongly recommended that FOI decisions on sensitive material likely to fall under this section should be taken only at a senior level.  Delegations under section 20 should provide accordingly.

· This section should be read in conjunction with section 42(m) which excludes from the Act material which discloses the identity of a confidential source of information in relation to the enforcement or administration of the law. 

· Where release of information is likely to have consequences for State security, defence or international relations or Northern Ireland matters or where a decision maker is unsure if a record is one to which a mandatory exemption under subsection (2) or subsection (3) applies, informal consultations with the public body having principal responsibility in that area should be undertaken e.g. if disclosure of a document is likely to affect international relations, the decision maker should seek the views of the Department of Foreign Affairs and Trade.  

· Section 34 outlines a Ministerial Certificate procedure which may be considered where the records in question are of such seriousness or sensitivity to warrant doing so.  
· Where sensitive information requires protection, consideration should be given to invoking the ‘refusal to confirm or deny’ provision in preference to a Certificate.  The issue of a Certificate may attract attention to the existence of sensitive material.
· Section 33 should be read in conjunction with section 35 (Information obtained in confidence).

Chapter 8 - Section 34
Ministerial 

Certificates 

Text of Section 34




8.0
Introduction
This Section provides, in strictly limited circumstances, for the declaration by a Minister, in a certificate, that a record is exempt. Essentially, for such circumstances to obtain:-

 (i)  the Minister or head of an FOI body must be satisfied that the record is exempt by virtue of section 32 or 33 and

 (ii)  the Minister must personally, in addition, be satisfied that the record is of sufficient sensitivity or seriousness to justify him/her putting the material beyond the scope of the normal procedures of the Act, including review by the Information Commissioner. 

Where a certificate is in place, no internal appeal under section 21, or appeal to the Information Commissioner can be made.  Instead review of the matter can be undertaken by certain other members of the Government, or separately, by the High Court

The section sets out the arrangements under which certificates are issued, authenticated, appealed, reviewed and revoked.  

8.1
When should section 34 be considered?
Section 34 should be considered in rare and exceptional circumstances.  A certificate represents a ministerial decision to effectively take certain records out of the scope of the review provisions of the Act on the basis of the extreme sensitivity or seriousness of the records involved. Such a decision can only be taken where it is clear that the Act’s other provisions are not sufficient having regard to the sensitivity or seriousness of records exempt under section 32 or 33. 

In this context, it should be borne in mind that the normal provisions of the Act ensure no less than four levels of defence against access to exempt records: 

(i) Where exempt information is the subject of an FOI request, an FOI body can directly refuse access to

        (a)  the initial request, and 

        (b)  any subsequent internal appeal.  

(ii) In the event of a further appeal to the Information Commissioner the FOI body is entitled under section 22 to make submissions on the matter, and the Commissioner is legally obliged to take such submissions into account in his/her review. 

(iii) In the event of the review going against an FOI body, it can appeal to the courts against the Commissioner’s decision. 

Hence the use of a certificate simply to guard against access by a requester to an exempt record is not justified, or indeed permitted, by the Act. Instead, a certificate would arise because the exempt record is of such seriousness or sensitivity that it cannot even be exposed to the normal review processes. Particular care should be taken that recourse is not made to a certificate only because of unfamiliarity and uncertainty with the exemptions themselves and the normal review process.

In the rare circumstances where the issuing of a certificate is under consideration, Departments are advised to alert Ministers to the disadvantages that may accrue. These include drawing attention to sensitive material, attracting likely sustained media criticism, and generating political controversy on the matter.  

Experience has been that the use of exemptions, and, the appropriate use of the "refuse to confirm or deny" provision is far more effective in protecting sensitive material, without drawing attention to the matter.

8.2
KEY WORDS AND PHRASES
“Minister of the Government" This means only a Minister who is a member of the Government. It does not include a Minister of State. The effect of this term is that only a Minister can issue a certificate.

"is satisfied"  The Oxford dictionary describes this in terms of "adequately meet, convince, "be content  that"

"of sufficient sensitivity or seriousness" . The dictionary description of "sufficient" is "enough of".  "Sensitivity" means liability to be acutely affected by external sources, highly responsive to slight change, or requiring a level of deftness, subtlety or carefulness. “Seriousness" can be taken to mean of such gravity or weightiness. Essentially, this phrase can be taken to mean a record must be of enough gravity, or require such a level of carefulness in its handling. 

"to justify him or her so doing so"  The dictionary description of the word "justify" includes "be adequate ground for" or "warrant".  The effect of the phrase in this section is that a Minister must be satisfied that level of sensitivity or seriousness of a record warrant it being taken out of the normal procedures of the Act.

8.3
ELEMENTS OF THE SECTION 
8.3.1
Section 34(1) - Requirements to be met

This subsection sets out the circumstances and procedures under which certificates would be issued by Ministers of the Government for their Departments or other FOI bodies under their aegis.  

A series of key requirements must be met for a certificate to be validly issued in respect of an FOI request:

(i) The Minister, or the head of an FOI body (in the case of a body which is not a Government department) must be satisfied that the record is exempt under section 32 or 33 of the Act. This requires appropriate examination of the record involved, its careful assessment against the relevant provision of either of those sections, and a well-founded conclusion that the record is indeed exempt.
(ii) The exempt record must be of sufficient sensitivity or seriousness to justify taking it out of the normal procedures of the Act,  Essentially, this means that a record must be of enough gravity, or require such a level of carefulness in its handling, that it warrants being removed from the normal processes of the Act. 
8.3.2
Section 34(2) - Timing of issue of a certificate


(iii) The Minister must be personally satisfied that (ii) applies, both in relation to a record of his/her own department, or that of an FOI body in relation to which s/he exercises functions. In the case of the latter, a Minister can only issue a certificate where s/he has been actually requested in writing (or such other form as may be determined) to do so by the head of the FOI body concerned.
(iv) The Minister must personally issue the certificate.  
Arising from subsection (2) a certificate can be issued at any time from:

· when an FOI request is received until 
· the end of the period for giving a decision under internal review. 

This affords an FOI body a considerable timeframe within which to consider the issues before resorting to a certificate. It enables a public body to issue a refusal under section 13 without the need for a certificate. It facilitates further consideration of the issues involved over a three week period in the event of an internal review 

A certificate cannot be issued in respect of a record later than three weeks after receipt of a request for internal review of a decision to refuse access thereto. Following from this a certificate cannot be issued in respect of a record which has been appealed to the Information Commissioner in accordance with section 22.  
8.3.3.
Section 34(3) - The effect of a certificate

This subsection provides that, while a certificate is in force, the record to which it relates shall be deemed conclusively to be an exempt record. No internal review under section 21, or review by the Information Commissioner of the decision to refuse access to the record is admissible while such a certificate is in force.
8.3.4
Section 34(4) -Proof of authenticity of a certificate

This is a standard provision. It asserts that the signature of a Minister on a document purporting to be a certificate shall be sufficient proof that the certificate is that of the Minister for court proceedings or for internal or Information Commissioner review. The essential purpose of this provision is to avoid the need for a Minister to personally have to present him/herself to a court to formally confirm that a certificate is his/hers. 
8.3.5
Section 34(5) - What should be set out in a certificate

This provision details the items to be listed i.e. 

 (i)
the original request;

 (ii)
the specific exemption provision by which the record is exempt (the particular subsection of section 32 or 33, as appropriate, should be quoted);

 (iii)
the date on which the certificate is signed by the Minister and the date on which it will expire;

(v) the name of the requester, and
(vi) the issuing Minister's signature.
8.3.6 Section 34(6) - What action should be taken on the issue of a certificate

This subsection provides that a Minister who issues a certificate must arrange for a copy to be given at once to the person who sought the record to which the certificate relates.  The Minister must also supply the Taoiseach (and/or other Government Ministers as may be prescribed), with a copy of the certificate and written reasons as to:

 (i)  why the record which is the subject of the certificate is an exempt record, and

 (ii) why the Minister regards the record to be of sufficient seriousness and sensitivity as to justify issuing the certificate.

8.3.7
Section 34(7) - Ongoing periodic review of certificates issued

Subsection (a) provides that the Taoiseach (with such other Government Ministers as may be prescribed) must periodically review the issuing of certificates. Following the completion of the last review provided for under the 2014 Act, such reviews take place in respect of subsequent periods of 12 months (or longer periods up to 24 months as may be prescribed).  
Subsection (b) prohibits a Minister from taking part in a review of a certificate which s/he has issued. S/he may however make submissions on the matter to the other Ministers undertaking the review. 

Subsection (d) provides that a Minister undertaking a review can, for the purposes of the review, examine all relevant records held by or on behalf of, or under the control of another Minister or head of a public body.

Subsection (c) provides that where, following a review, the Ministers concerned are not satisfied either:

 (i) that a record to which the certificate concerned relates is an exempt record, or 

 (ii) that any of the information contained in the record is of sufficient sensitivity or seriousness to justify the continuance in force of the certificate

 they must request the Minister who issued the certificate to revoke it.

8.3.8
Section 34(8) - Ad-hoc reviews by Taoiseach

This subsection provides that the Taoiseach can at any time review the issuing of certificates insofar as it relates to any particular Minister, or in relation to a particular certificate.  S/he is entitled to seek all records relevant for the purposes of the review. Where s/he is not satisfied that

 (i) a record to which the certificate concerned relates is an exempt record, or that 

(ii) any of the information contained in the record is of sufficient sensitivity or seriousness to justify the continuance in force of the certificate,

 s/he must request the Minister who issued the certificate to have it revoked.  
8.9.9
Section 34(9) - Obligation to revoke a certificate and related matters 


This subsection requires a Minister to revoke a certificate when requested to do so by either the Taoiseach (or the Taoiseach acting with reviewing Ministers) following a review. A minister may on his/her own initiative also revoke a certificate.

Where a Minister revokes a certificate s/he must arrange that a copy of the instrument revoking the certificate be at once provided to the original requester. 
8.3.10
Section 34(10) - Expiry of a certificate following intervention by High Court

It should be noted that section 24 provides for appeal on a point of law to the High Court against the issue of a certificate on the grounds that:

 (i) the issuing of a certificate was not justified or

 (ii) the record the subject of the certificate is not exempt.

Subsection (10) provides that a certificate must expire if either the certificate itself or the decision to exempt the record to which the certificate relates is annulled by the High Court.
8.3.11
Section 34(11) - Annual reporting to Commissioner on usage of certificates

This subsection obliges each Minister who has issued a certificate to annually advise the Information Commissioner of the number of certificates issued by him/her in the preceding year. The notice to the Commissioner must specify the particular provisions which were invoked to exempt the record to which the certificate relates.  All notices to the Commissioner will be appended to the Commissioner's annual report to be prepared and published under section 47. 
8.3.12 Section 34(12) - Right of review where a certificate is revoked or expired

This subsection provides that a person, whose request led to issuing of a certificate, can apply for internal or Information Commissioner review of the decision to refuse the request within 28 days of the relevant certificate having been revoked, expired or being annulled by the High Court. Clearly, however, where a Ministerial level review, or the High Court has found that the record was not in fact exempt, a public body should release the record forthwith to the requester.

8.3.13
Section 34(13) Certificates - Duration and renewal 

8.3.13.1
Duration
This subsection provides that a certificate will remain in force for 2 years from the date on which it is signed by a Minister, unless in the meantime it is revoked by the Minister him/herself, or following review by the Taoiseach and/or other Ministers, or annulled by the High Court.  

8.3.13.2
Renewal
A Minister can renew a certificate at any time provided that the decision to exempt the records which led to issuing of the certificate was not reversed in the meantime at internal or Information Commissioner review or in the High Court. Internal review or Commissioner review might arise where, during an interval in which a certificate had lapsed, the record had been the subject of appeal in either such fora.

8.4
Central Policy Unit advises:

· Ministerial certificates should rarely be used. Given the strength of the protections in section 32 and 33, Departments are strongly advised that this provision should fall to be considered for usage only in most exceptional circumstances.

· Instead, where exempt records of particular seriousness or sensitivity are the subject of an FOI request, departments are urged instead to consider the appropriate use of the "refusal to confirm or deny" provision.

· No delegation arrangements may apply in respect of the issue of a certificate.

Chapter 9 - Section 35
Information Obtained in Confidence 

Text of Section 35

9.0
Introduction
Section 35 is a mandatory exemption concerned with the protection of information received in confidence by a public body where:

(i) there is a reasonable expectation of confidence, or

(ii) such information is subject to a legal duty of confidence

This is one of three linked sections relating to information provided to an FOI body by a third party.  The other provisions are section 36 (commercially sensitive information) and section 37 (personal information).  All three sections must be subject to the consultation procedures under section 38 where disclosure of information is contemplated in the public interest.

9.1
When should you consider this section?

This section should be considered when a record contains confidential information. 

9.1.1
Such records might include:

 information from confidential sources relating to investigations, ongoing negotiations, etc.  

 referee reports on applicants for positions with the body

 information of a personal nature received in confidence (section 37 may also apply)

 information of a commercially sensitive nature received in confidence (section 36 may also apply)

9.2
Elements of the Section 

Section 35(1)

Section 35(1) comprises two distinct and separate exemption provisions, although there will be overlap in their consideration. 
9.3
Section 35(1)(a) 

There are four cumulative elements that must be satisfied before a record may be considered as coming within section 35(1)(a):

1. the record concerned contains information given to an FOI body in confidence


and

2. on the understanding that it would be treated as confidential (including such information as aforesaid that a person was, or could have been, required by law to provide)
and 
3. in the opinion of the head, its disclosure would be likely to prejudice the giving to the body of further similar information from the same person or other persons


and 
4. it is of importance to  a  body that such further similar information should continue to be provided 


The information must have been given and received in confidence i.e. a mutuality of confidence exists.  The fact that a party asserts that information was supplied in confidence is not conclusive; it must be shown also that the recipient knew or ought to have known of the confidential nature of the information 

Information may be subject to an obligation of confidence from the circumstances surrounding the receipt of the information.  An obligation of confidence arises in circumstances such that a reasonable person standing in the shoes of the recipient would have realised, upon reasonable grounds that the information was being given in confidence.

An obligation of confidence may also arise because of the nature of the relationship between the confider and the recipient, the circumstances in which the information came into the hands of the recipient and the nature of the information itself 

The following factors may also be relevant to determine the existence of confidentiality and its scope:

· whether the information was supplied gratuitously or for a consideration; 

· whether there is any past practice of such a kind as to give rise to an understanding; 

· whether the confider expressly warned the receiver of the information against a particular disclosure or use of the information


This requires the decision maker to exercise judgement as to the likely consequences of disclosure.  The effects of disclosure should be assessed irrespective of whether the person is required to supply the information (i.e. to obtain some benefit) or voluntarily offers the information.  The test should be applied not only by reference to whether the particular persons would be willing to supply future information but also whether disclosure would be likely to prejudice future supply of such information from other sources available to the public body.  


Having established that the information is confidential and having considered the likely effects of disclosure, the decision maker must then assess the importance to the body that such further similar information should continue to be provided.  This will naturally depend on the nature of the information in question and the extent to which its continued receipt is necessary for the effective discharge of the body’s functions.
Section 42(m) provides that the FOI Act does not apply to records relating to information whose disclosure could reasonably be expected to reveal or lead to the revelation of the identity of a person who has provided information in confidence in relation to the enforcement or administration of the law. 

9.4 
Section 35(1)(b) 

Information that has been communicated in confidence to an FOI body may be protected under section 35(1)(b) if disclosure would found an action for a breach of confidence:

9.4.1 
Criteria for a duty of confidence to exist

This provision upholds legal duties of confidence which arise under statute, by legally binding agreements, or otherwise from common law.  In order for a duty to obtain, there must be reasonable evidence of the existence of a contract or an agreement in the nature of a contract.  A confidentiality clause in a settlement or action would constitute such a duty of confidence as would similar clauses in other written agreements.

9.4.2
Reference to Third Schedule

The Third Schedule to the Act lists general or catch-all secrecy provision in other legislation.  Such secrecy provisions may not be used to protect information under section 35(1)(b). 
9.4.3
Third party recipients of information 
A department/office may come under an obligation of confidence although it may have received the information from a source other than the original confider.  The obligation of confidence applies to third party recipients of confidential information who have actual knowledge that the information was communicated to them in breach of confidence by the direct recipient. A third party recipient who receives confidential information without knowledge of a breach of confidence will be subject to the duty of confidence from the time he or she is advised of the breach.

9.4.4
Information relevant to other public bodies

It is to be expected that a decision-maker will inform him/herself as to the likely consequences, if any, for other public bodies arising from the release of a record.   

Section 35(1) can be invoked in respect of a record that a decision-maker considers would reveal information obtained in confidence by another public body.   Consultation between the relevant decision-maker and the body that obtained the information is strongly recommended prior to a final decision being made in such a case.  While the views of any other body with an interest in the record should be thoroughly considered, the public body in receipt of the request has the final say in relation to the decision. That body will also be responsible for handling any subsequent appeal and must therefore be satisfied that there are sufficient grounds in the Act to support a decision in relation to the record.

9.4.5
Limitations on the Exemption 

Section 35(2) states that the protections of this exemption shall not apply to the following to communications between officials of FOI bodies: 

subsection (1) shall not apply to a record: 
which is prepared by the head or an official of an FOI body, or a service provider (as defined in section 2 of the Act) in the course of the performance of his or her functions
unless
disclosure of the information concerned would constitute a breach of duty of confidence that is provided for by an agreement or statute or otherwise by law 
and 
is owed to a person other than a public body or head or an official of a public body, or a person who is providing or provided a service for a public body under a contract for services.
The effect of this provision is to exclude a potentially large body of records from the scope of section 35.  Records prepared by officials of FOI bodies will not be regarded as confidential information for the purposes of this section unless disclosure would found an action for a breach of confidence owed to someone other than a Minister or official of one’s own organisation or a Minister or official of another FOI body within the scope of the FOI Act. 
9.4.6
The Public Interest
Section 35(3) provides for release of information regarded as confidential under section 35(1)(a)  on public interest grounds, subject to the consultation requirements of section 38.  There is no public interest override for information which would constitute a breach of a duty of confidence under section 35(1)(b).

The relevant public interest factors will change depending on the facts of each case.  However, there have been a number of decisions of the Information Commissioner and abroad which have considered various public interest factors for and against disclosure of confidential information.  These factors include:

· a public interest in the rights of individuals to have access to records - not only records that may relate more broadly to the affairs of government, but also to documents that relate quite narrowly to the affairs of the individual who made the request,
· there is a public interest in members of the community being given ways to ensure the accuracy of personal affairs information held by government,
· there is a public interest in individuals receiving fair treatment in accordance with the law in their dealings with government, as this is an interest common to all members of the community. 
9.5.1 Refusal to Confirm or Deny Provision 


In seven exemptions, the Act allows public bodies to respond to requests or parts of requests by refusing to confirm or deny the existence of records - sections 28, 31, 32, 33, 35, 36, 37.  These provisions are necessary because, in some instances, merely confirming the existence of information will directly or implicitly disclose extremely sensitive information.  The following points should be noted in relation to this provision:

· The use of the provision will be justified only in rare situations

· It is not appropriate where it is the contents of the record rather than its existence that warrants protection

· Persons should always be advised of their rights of appeal when notifying them of  such a decision

The refusal to confirm or deny provision, which is subject to particular criteria, gives the public body the option of responding to a request in an equivocal fashion and thus not “giving the game away”. By not confirming that a record even exists, a requester can be prevented from drawing inferences which might otherwise be available. Such a response is justifiable in this section on the grounds that the disclosure of the existence or non-existence of the record would have the effects specified in subsection (1) and the record is not one to which subsections (2) and (3) apply (or would not, if the record existed, apply). 

A difficulty with ‘refusal to confirm or deny’ provisions is that their use can convey a signal that the body is alarmed about the request. Bodies will not tend, or will not be able, to use the refuse to confirm or deny response routinely, so that when they do use the response, inferences may be drawn and the response could lose some or all of its value.  However, this can be tackled through a number of approaches. These are outlined in the section of the manual concerning sections 31-33.
9.5.2
Central Policy Unit advises:
Physical Handling of the information:  The fact that a document is marked ‘personal and confidential’ does not necessarily indicate that the information is to be regarded as confidential.   The conduct of both the department / office and the supplier of the information towards preserving its secrecy will be relevant in supporting any claim of confidentiality.  In this regard, where your department or office holds confidential information, the following practical steps should be considered so as to respect its confidential nature:

· when receiving information from individuals, make explicit that such information will be held on an understanding of confidence, subject to the requirements of the FOI Act or other legal requirements

· ensure the physical handling of the information respects its confidential nature i.e.
· restrict circulation strictly to those who need to see the 

information 

· indicate clearly on the file cover the confidential nature of 

the contents

· ensure hard copies are physically secure in locked cabinets 

or drawers

· ensure electronically held records are adequately password 

protected, etc.
9.5.3
The Decision 

In summary, the decision maker is required to make a decision following:

 a careful inspection of the contents of the records to determine if they contain information obtained in confidence by your Department or by any other public body within the scope of the FOI Act,
 an assessment as to whether the limits of subsection (2) will apply or whether disclosure might result in an action for a breach of confidence owed to someone other than a Minister or official of your own FOI body or a Minister or official of another body within the scope of the FOI Act,
 an assessment as to whether the information falls within section 35(1)(b) i.e. would disclosure of the information constitute a breach of a duty of confidence provided for by a provision of an agreement or enactment or otherwise by law,
 an assessment as to whether the information falls within section 35(1)(a) i.e. 

1.
the record concerned contains information given to an FOI body in confidence


and

2.
on the understanding that it would be treated as confidential (including such information as aforesaid that a person was, or could have been, required by law to provide)


and 

3.
in the opinion of the head, its disclosure would be likely to prejudice the giving to  a body of further similar information from the same person or other persons


and 
4.
it is of importance to a body that such further similar information should continue to be provided.

 an assessment as to whether consultation with relevant third parties is necessary before forming a decision to release or withhold the records, 

 a critical analysis of any views received from persons consulted under section 38,
 an objective assessment of the likely effects of disclosure, 

 consideration as to whether deletion of parts of the information may be possible in accordance with section 18,
 the results of any other enquiries to ascertain the public interests in disclosing or withholding the information, 
 careful consideration as to whether to confirm or deny provision is appropriate as it should be used only in rare situations.

Key Judgement: The Governors and Guardians of the Hospital for the Relief of Poor Lying-In Women v The Information Commissioner [2011] IESC 26; [2013] 1 I.R. 1; [2012] 1 I.L.R.M. 301 (referred to as “the Rotunda case”).
Chapter 10 - Section 36
Commercially Sensitive Information 

Text of Section 36

10.0
Introduction
This section is concerned with preventing unwarranted commercial disadvantage to persons carrying on a commercial activity. The protection of this section applies to bodies and organisations both in the private and public sector.  (Section 40 also relates to the commercial activities of the State and public bodies).   

This is one of three linked section relating to information provided to an FOI body by a third party.  The other provisions are section 35 (information obtained in confidence) and section 37 (personal information).  All three sections are subject to the consultation procedure under section 38 where disclosure of information is contemplated in the public interest.
10.1
When should you consider this section?
This exemption should be considered where a record contains:
· trade secrets
· financial, commercial, scientific or technical information which could -
· information which could prejudice the conduct of outcome of negotiations 
Much of the information covered by this section will not have been created by your department or office; rather it will have been sent to you in support of an application for a benefit, approval, etc. or as part of a submission to influence policy.  Such records might include details of a company’s, sole trader’s or professional’s:
· financial affairs

· output, profit margin, etc.
· pricing structure

· product details, design or constituent elements

· manufacturing techniques

· expansion plans, marketing strategy

· customer information  

These types of information may be found in files or records relating to:
· licence applications 

· grant applications, evaluations, etc...
· tender documents

· applications relating product approval

· export/import of goods

· trade statistics

· certain tax records

· state sponsored bodies under the aegis of the department (see also section 31)

· submissions to the department from business interests on policy matters

· negotiations with business or commercial interests, etc.
10.2
Elements of the Section 

10.2.1
Section 36(1)(a) - Trade Secrets
Subsection 1(a) is designed to protect the trade secrets of a person or organisation. An FOI body shall refuse to grant an FOI request if the record contains trade secrets of a person other than the requester concerned.

The term “trade secret” is not defined precisely in the Act because of the wide range of material to which the term may be applied.   However, some guidance is available from the decisions of the Information Commissioner and of similar appellate bodies abroad as to the issues or criteria that might be relevant in establishing that information constitutes a trade secret.   For example, a trade secret may be confidential information of a commercial character such that it constitutes an economic asset of the business concerned.  
The most commonly quoted reference from American law refers to 

‘any formula, pattern, device or compilation of information which gives an advantage over competitors who do not know or use it’
It goes on to set out six relevant considerations:

· the extent to which the information is known outside the business

· the extent to which it is known to employees and others involved in the business

· the protective measures taken to safeguard continued secrecy

· the value of the information to the owner and the owner’s competitors

· the amount of effort or money expended to develop the information

· the relative ease or difficulty with which the information could be properly acquired or duplicated by others

The English courts have been less restrictive and have described trade secrets in the following terms: “trade secrets are not restricted to secret formulas for the manufacture of products but can include highly confidential information of a non-technical or non-scientific nature such as customers names which if disclosed to a competitor would cause real or significant harm to the owner and which the owner is entitled to have protected”.

A number of other elements may also warrant consideration in determining whether information could be regarded as a trade secret:

· technicality is not a requirement, but the more technical the information is, the more likely it is that, as a matter of fact, the information will be classed as a trade secret

· the necessity for secrecy, including the taking of steps to confine dissemination of the relevant information to those who need to know for the purposes of the business, or to persons pledged to observe confidentiality

· that information, originally secret, may lose its secret character with the passage of time

· that the relevant information be used in, or useable in, a trade or business

· that the relevant information would be to the advantage of trade rivals to obtain

· that trade secrets can include not only secret formulae for the manufacture of products, but also contain information concerning customers and their needs

A trade secret that has lost its relevance or usefulness may no longer be considered as meeting these criteria, although it might still be protected as confidential under section 35 of the Act.

Using these guides, Decision Makers may wish to consider the following information as constituting a trade secret:
· the formulae for making the plastic in certain therapeutic goods  

· the recipe for the dye in a product

· a customer mailing list 

· data on previous customer purchases.
10.2.2
Section 36(1)(b) 

For information to be exemption under section 36(1)(b) it must satisfy two conditions:

1. It must contain financial, commercial, scientific, technical or other information 


and

2. It must be information whose disclosure could reasonably be expected to result in a material financial loss or gain to the person to whom the information relates, or
whose disclosure could prejudice the competitive position of that person in the conduct of his or her profession or business or otherwise in his or her occupation 

The phrase “financial, commercial, scientific, technical or other information”
The phrase financial, commercial, scientific, technical or other information is clearly not intended, because of the substantial overlap between them, to establish distinct and exclusive categories, but rather the phrase is intended to cover, in a compendious way, all forms of commercial activity.
The common link is to activities carried on for the purpose of generating income or profit.
The following are examples of information that may, based on experience come within the definition of “financial, commercial, scientific or other information”:

· statements of financial information containing audited balance sheets and profit and loss accounts of companies, information on costs of production, revenue earned, etc...
· information as to a company’s pricing structure 

· information in the nature of operating and financial information, future strategies, expected export market movements, selling prices and overseas customers

· a report provided to an FOI body by a firm of property consultants which had analysed tenders received for a property development program.

Whose disclosure could reasonably be expected to result in a material financial loss or gain
Could reasonably be expected to
The application of the above phrase needs to be considered before a detailed look at the other particular requirements of section 36(1)(b).  Appellate bodies overseas have advised that the words ‘could reasonably be expected to’ are intended to receive their ordinary meaning:

· they require a judgement to be made by the decision maker as to whether it is reasonable, as distinct from something that it irrational, absurd or ridiculous 

· on an objective view of the evidence, there must be real and substantial grounds for expecting certain consequences to follow from disclosure of the documents  

· feelings and unsupported assumptions are not sufficient reasons 

· the words call for the decision-maker... to discriminate between unreasonable expectations, between what is merely possible (e.g. merely speculative/conjectural “expectations”) and expectations which are reasonably based 
10.2.3
To result in a material financial loss or gain (36(1)(b))
In considering whether a person or business will suffer a material financial loss or gain, it is necessary to consider 

· whether the information in the record has value. 

· whether the value is material i.e.. be able to be measured and not be so slight as to be insignificant. The Shorter Oxford English Dictionary defines ‘material’ as of much consequence: important ...of such significance as to be likely to influence the determination of a cause.

Some categories of information, such as current client lists, production costs, hourly rates to be charged by a contractor or statistical information relevant to licensing applications, have been identified by appellate bodies abroad as having a financial value.  Even in such instances, however, what such value is, how it is to be defined and whether it will still exist after disclosure must be considered.

In considering whether a material financial loss or gain is likely to result from disclosure the following factors may be of relevance:

· does the information have a financial value?  Whilst it need not have great value, its value must not be insignificant or so little as to be worthless. 
· the age and continuing value of the information
· if the information is publicly available, will disclosure adversely affect its financial value?  
· if competitors would pay to obtain the information.  It would follow that the market value of that information would be lost or diminished if it could be obtained through disclosure under the FOI Act, from the government body that has come into possession of it.
· information which was costly to produce may not necessarily have financial value.  
· Where information has been found to have continuing financial value, it is necessary to be satisfied that there would be a loss (or gain) in such value were the information to be disclosed

· Although the information itself has little or no financial value, would its release result in the person or business incurring a financial loss. For example, the knowledge in the market place that a particular business is thinking of diversifying, may cause the price of its shares to drop.

Where the records or information fall within this aspect of s36(1)(b) it will still be necessary for the decision-maker to be satisfied that there is a reasonable expectation that such a result will occur. The decision-maker must distinguish between what is merely possible (e.g. merely speculative/conjectural “expectations”) and expectations which are reasonably based, i.e. expectations for the occurrence of which real and substantial grounds exist. 

It should also be noted that section 36(1)(b) exempts information the disclosure of which would result in a material financial gain to the third party.

10.2.4
Prejudice competitive position (36(1)(b))

There are many circumstances in which disclosure of records or information could prejudice the competitive position of a person or business. The following decisions illustrate a range of situations:
· information on the production costs and market share in an industry could be used by competitors in conjunction with what was already known, to advance their position in the marketplace.
· disclosure of the date of the licensing application would reveal at what stage in the production and marketing of a product, the company was. Competitors seeking to copy the product once available for sale, would be advantaged by being prepared ahead of time.
· were a competitor to know the details of a company’s transfer pricing or its profit margins, that information could be used to prejudice that company’s position in the market place.
10.2.5
The meaning of ‘Profession’ (36 (1)(b))
The use of the term profession in paragraph 36(1)(b) as part of the phrase could prejudice the competitive position of that person in the conduct of his or her profession or business or otherwise in his or her occupation, would seem to indicate that the word is to be given its usual (dictionary) meaning.  The ordinary dictionary definition of a profession is a ‘vocation in which a professed knowledge of some department of learning is used in its application to the affairs of others, esp. one of the three learned professions of divinity, law and medicine’ (Shorter Oxford Dictionary). 

The term ‘profession’ is not one which is rigid or static in its signification; it is undoubtedly progressive with the general progress of the community.  This view is reinforced when it is seen that the term is used in juxtaposition with the terms ‘business’ and ‘occupation’. 

The following paragraphs summarise relevant findings from other jurisdictions:

· The word ‘profession’ is related to ‘business’ and ‘occupation’, i.e. it refers to affairs relating to the running of a professional practice for the purpose of generating income from fees charged for the provision of professional services.
· The use of the word ‘profession’ is intended to cover the work activities of a person who is admitted to a recognised profession, and who ordinarily offers professional services to the community at large for a fee, i.e. it refers to the running of a professional practice for the purpose of generating income. 
· In relation to the position of civil servants it is virtually certain that they will not be accepted as members of a profession for the purposes of section 36(1)(b).  
10.3
Section 36(1)(c) - Contractual and Other Negotiations
Could prejudice the outcome of contractual or other negotiations of the person to whom the information relates

In applying section 36(1)(c) the primary consideration will be whether the disclosure of the information could prejudice the outcome of contractual or other negotiations of the person to whom the information relates.  It will be applied mainly to business contacts and negotiations concerning persons outside government.  

It is not the most appropriate exemption to seek to protect the negotiating position of your own organisation.  Section 30(1)(c) and section 40 have particular application in this area.

10.4
Public Interest
10.4.1
Section 36(3) provides:

(3) Subject to section 38, subsection (1) does not apply in relation to a case in which, in the opinion of the head concerned, the public interest would on balance be better served by granting than by refusing to grant the FOI request concerned
As identified in relation to other exemptions, the categories of public interest are not closed and will vary depending on the circumstances of each individual case.  Below are some of the factors which may be considered in determining where the public interest lies:

10.4.2
Factors in favour of release in the public interest:
· there is serious interest by community - not just curiosity  

· there is a public interest consideration in enhancing the accountability of government

· maximum openness, transparency, accountability and value for money in the use of public funds

· there is a public interest in the operations of the Government and FOI bodies being transparent - a person from whom the government is negotiating to purchase land for public purposes being aware of the valuation obtained by the government. It is not in the public interest for negotiations of this nature to be conducted “in mutual half-light” 

· the information will assist the requester as a researcher, to reach a valid conclusion to be included in a report which is to be published and thereby the public will receive accurate comprehensive information.  

· there is a public interest in ensuring that state and local government agencies are accountable to the public for the decisions that they make 

· there is a general public interest in the disclosure of documents which relate to issues affecting the wider community and enable proper scrutiny of the processes of decision-making and which would fully inform the public of the facts 

· if the relevant information showed that a business practice or product posed a threat to public safety or involved serious criminality, a judgement might be made that it was not unreasonable to inflict that result though the effect on the person concerned would be serious

10.4.3
Factors favouring withholding records in the Public Interest
· that the person or company concerned not be unduly impeded in the effective pursuit of its business 

· there is a public interest in an agency being able to make informed decisions in the course of carrying out its functions and in being able to maintain the confidentiality of their deliberative process in some circumstances, particularly where those deliberative processes relate to ongoing negotiations. 
10.4.4
Weighing the Public Interest
In FOI legislation, consideration of the public interest requires the application of a balancing test so that any number of relevant public interests may be weighed one against the other.  When an exemption in the FOI Act is limited by a public interest test, which involves the exercise of a judgement as to where the balance lies.
10.4.5
Consultation Procedures
The duty to consult under section 38 arises when the body has reached a preliminary conclusion that the document attracts exemption under section 36 of the Act, but, exceptionally, the decision-maker is considering that on balance, the public interest would be better served by granting access.  Section 38 requires the FOI body to notify certain third parties where it proposes to grant the request in the public interest.  That third party may make a submission which will be considered by the decision maker before deciding whether to grant or refuse the request.
(The Section of this manual dealing with Section 38 - Consultation procedures and CPU Guidance Notice No. 8 refer.)

10.5
Onus of Proof 

Section 22(12)(a) of the Act provides that where the decision of the FOI body was to grant access, that decision is presumed to have been justified unless the third party shows to the satisfaction of the Commissioner that the decision was not justified. While section 22(12)(b) of the Act provides that where the decision of the FOI body to refuse to grant an FOI request shall be presumed not to have been justified unless the head concerned shows to the satisfaction of the Commissioner that the decision was justified.
10.6
Section 36 (4) Refusal to Confirm or Deny Provision 


In seven exemptions only, the Act allows public bodies to respond to requests or parts of requests on the basis of refusing to confirm or deny the existence of such records - sections 28, 31, 32, 33, 35, 37 and subsection (4) above refer.  These provisions are necessary because, in some instances, merely confirming the existence of information will directly or implicitly disclose sensitive information.  The following points should be noted in relation to this provision:
· The use of the provision will be justified only in rare situations

· It is not appropriate where it is the contents of the record rather than its existence that warrants protection

· Persons should always be advised of their rights of appeal when notifying them of  such a decision

This refusal to confirm or deny provision, which is subject to particular criteria, gives the FOI body the option of responding to a request in an equivocal fashion and thus not “giving the game away”. By not confirming that a record even exists, a requester can be prevented from drawing inferences which might otherwise be available. Such a response is justifiable in this section on the grounds that the disclosure of the existence or non-existence of the record would have the effects specified in subsection (1) and the record is not one to which subsections (2) and (3) apply, (or would not, if the record existed, apply). 

A difficulty with ‘refusal to confirm or deny’ provisions is that their use can convey a signal that the body is alarmed about the request. Bodies will not tend, or will not be able, to use the refuse to confirm or deny response routinely, so that when they do use the response, inferences may be drawn and the response could lose some or all of its value.  However, this can be tackled through a number of approaches. These are outlined in the section of the manual concerning sections 31-33.

10.7
Limitations on the Exemption

Section 36(2) lists five circumstances in which the exemption shall not apply: 
10.7.1
The person consents


If the person to whom the information relates (i.e. the third party) agrees to disclosure of the information to the requester concerned, the exemption at 36(1) may not be used to protect the information.

10.7.1.1
Proof of identity

Section 36(2) requires a public body to verify to the identity of the third party consenting to the release of his or her commercially sensitive information to another person. The decision maker must satisfy him or herself on a case by case basis as to proof of identity. 
If the consent to release is in writing this information can be compared with information in the body's possession e.g. handwriting, signature, address and telephone number, spelling of names, etc.  The body may seek to verify the identity of the third party by making telephone contact with the person and asking for a copy of a driver's licence, identity card, passport etc. Departments and offices can consider, having regard to the information they hold, what particular proof of identification would best satisfy them.  
10.7.2
Information is generally available


The types of circumstances in which this exception might apply would include:

 if the FOI body has an existing policy of making this type of information routinely available e.g. where it is the policy of an FOI body to make known certain details of successful licence or grant applications

 the information or the substance of the information is generally known 

 the information is publicly accessible (in that case the provisions of section 15(1)(d) may also apply to exclude the records in question from the scope of the Act) 
“a class of persons of significant size” the purpose of this phrase is to ensure that the non-application of the protections of this exemption is not selectively applied by FOI bodies.  It can only be relied upon where similar information is publicly available in respect of persons generally or a significant number or persons.  However, in determining “significant size”, it is likely that the group or class will be large enough for decision makers firstly, to be aware or its existence and secondly, to be of sufficient size that their awareness of this or similar information amounts to public availability of the information.

10.7.3 Information about the Requester


The effect of this provision is to ensure that section 36(1) does not prevent an applicant from having access to information about his or her own affairs.   However, decision makers will need to consider whether the nature or sensitivity of the information might suggest other exemptions to be considered.
10.7.3.1
Proof of identity

Section 36(2) requires a public body to verify to the identity of the third party consenting to the release of his or her commercially sensitive information to another person. The decision maker must satisfy him or herself on a case by case basis as to proof of identity. 

If the consent to release is in writing this information can be compared with information in the body's possession e.g. handwriting, signature, address and telephone number, spelling of names, etc.  The body may seek to verify the identity of the third party by making telephone contact with the person and asking for a copy of a driver's licence, identity card, passport etc. Departments and offices can consider, having regard to the information they hold, what particular proof of identification would best satisfy them.  
It should be noted that this provision applies when the record relates only to the requester.  If the record contains joint information about the requester and other person(s), it will be necessary to consider whether the information relating to the requester can be extracted from the record (section 18 refers).  Otherwise, it may be necessary to consider whether consultation with the other persons mentioned may be required.  In that case the provisions of section 38 will apply (Section 12.1.1. page 124 refers). 
10.7.4 Person previously informed of possibility of disclosure


This limitation can be used by FOI bodies to reduce significantly the work involved in consulting with third parties on FOI requests.  

10.7.5   Danger to health or the environment

While the FOI Act provides that the motives of the requester should not be considered, there may be circumstances in which the interests of the applicant may be relevant in considering the application of subsection (e) e.g. whether disclosure of the information to a particular person may avoid imminent danger to that person.
10.8
Protection for commercial activities of a public body

Records relating to the commercial activities of a public body may be considered in the context of Section 40 -Financial and economic interests of the State.

10.8
Central Policy Unit advises:

10.8.1
Informing persons of the possibility of disclosure:

FOI bodies can reduce the work involved in consulting with third parties on FOI requests by alerting persons in advance to the existence of FOI and the possibility of release of the information.  The following practical steps should be considered by public bodies:
· inform companies submitting tenders for government contracts that, if successful, access may be given under FOI to particular aspects of their tender

· when seeking information from business or commercial concerns, ask the company to inform you, at the time of submitting the information, which parts of it may be disclosed and which parts they regard as being commercially sensitive and why.
The following standard statement is suggested for inclusion in:
· tender documents

· invitations for submissions 

· standard forms requiring information to be supplied

“The FOI body undertakes to use its best endeavours to hold confidential, any information provided by you in this (tender / form / submission, etc.). Subject to the organisation’s obligations under law, including under the Freedom of Information Act 2014. Should you wish that any of the information supplied by you in this tender / form / submission should not be disclosed because of its sensitivity, you should, when providing the information, identify the same and specify the reasons for its sensitivity.  The organisation will consult with you about this sensitive information before making a decision on any Freedom of Information request received”.

You might also be specific that if no information is identified as sensitive, with supporting reasons, then it is likely to be released in response to an FOI request
Refer to CPU Guidance Notice 5 – FOI and public procurement, for additional information 

10.9
The Decision

In summary, the decision maker is required to make a decision following:

1. a careful inspection of the contents of the records involved to determine if they come within section 36(1)(a), (b) or (c);

2. the application of any of the limits on exemption in section 36(2);

3. determining to your satisfaction the identity of the requester or a third party

4. an assessment as to whether the records under consideration concern the interests of a third party

5. an assessment as to whether consultation with relevant third parties is desirable or necessary before forming a decision to release or withhold the records

6. a critical analysis of any views received from persons or businesses consulted under section 38;

7. an objective assessment of the likely effects of disclosure including consideration of whether disclosure of the existence or non-existence of the record would have an effect specified in section 36(1);

8. consideration as to whether deletion of parts of the information may be possible in accordance with section 18
9. the results of any other enquires to ascertain the public interests in disclosing or withholding the information; and

10.  weighing of the various public interests.

11. careful consideration as to whether to confirm or deny provision is appropriate.
Chapter 11 - Section 37
Personal Information 

Text of Section 37


11.0
Introduction
This section is concerned with protecting the privacy of individuals about whom information is held by government departments and bodies.

This is one of three linked sections relating to information provided to a public body by a third party.  The other provisions are section 35 (information obtained in confidence) and section 36 (commercially sensitive information).  All three sections are subject to the consultation procedures under section 38 where disclosure of information is contemplated in the public interest.

11.1
When should you consider this section?

The Act gives some guidance as to the definition of personal information (section 2 refers):  

''personal information" is information about an identifiable individual that­

(a) would, in the ordinary course of events, be known only to the individual or members of the family, or friends, of the individual, or

(b) is held by an FOI body on the understanding that it would be treated by it as confidential,

11.2
Key words and phrases

“identifiable” - the word identifiable can be given its ordinary meaning.  If the decision maker is not able to identify an individual from the relevant information, or from reasonable enquiries, then the information may not constitute personal information under the Act.  The decision- maker should bear in mind, however, that information which may not identify the individual to the decision maker may be obvious to the requester and others.  Therefore consultation with colleagues or the individual concerned may be required to prevent unintended invasion of privacy.

“known only to the individual or members of the family, or friends” - whether information would in the ordinary course be known only to family or friends is a matter on which the decision maker must exercise judgement, having regard to the nature of the information.  The wording of the provision suggests that the information in question is more likely to be of a private nature e.g. medical history, domestic arrangements, financial position, blood type, etc.  

“on the understanding that it would be treated by it as confidential” - this phrase implies an understanding on behalf of both parties i.e. the individual concerned and the FOI body, that the information would be treated as confidential.  This category might cover two types of information: firstly, material provided on an agreed basis of confidence to an FOI body and, secondly, material created by the FOI body about an identifiable individual where that individual could reasonably expect that such information would not be routinely disclosed to third parties.
11.3
What specifically does the definition cover?

The definition of personal information goes on to list categories of information that may come within the definition of personal information.  These include:

· information  relating to the educational, medical, psychiatric or psychological history of the individual,

· information relating to the financial affairs of the individual,

· information relating to the employment or employment history of the individual,
· information contained in a personnel record (falling within section 11 (6) (a)) relating to: 

· the competence or ability of the individual in his or her capacity as a member of staff of a public body, or 

· his or her employment or employment history, or 

· an evaluation of the performance of his or her functions generally or a particular such function as such member,
· information relating to the criminal history of the individual,
· information relating to the religion, age, sexual orientation or marital status of the individual,
· a number, letter, symbol, word, mark or other thing assigned to the individual by an FOI body for the purpose of identification or any mark or other thing used for that purpose,
· information relating to, or required for the purposes of establishing an individual’s entitlements under the Social Welfare Acts
· information required for the purpose of assessing the liability of the individual in respect of a tax or duty or other payment owed or payable to the State or to a public body

· the name of the individual where it appears with other personal information relating to the individual or where the disclosure of the name would, or would be likely to, establish that any personal information held by the public body concerned relates to the individual,

· information relating to property of the individual (including the nature of the individual's title to any property), and

· the views or opinions of another person about the individual,

This list of records that may come within the category of personal information is not exhaustive.  It is an indicative list only to give some guidance to the decision maker as to the type of information that may properly be considered as personal.
However, it is important to note that the definition of personal information does not include: 
11.3.1 Information of a public servant acting in his or her official capacity:

  in a case where the individual holds or held office as a director, or occupies or occupied a position as a member of the staff of, or any other office, or any other position, remunerated from public funds in an FOI body: 
· the name of the individual or 

· information relating to the office or position or its functions or 

· the terms upon and subject to which the individual holds or held that office or occupies or occupied that position or 

· anything written or recorded in any form by the individual in the course of and for the purpose of the performance of the functions aforesaid,

11.3.2
Information of an individual providing a service under contract to a public body:

 in a case where the individual is or was providing a service for an FOI body as a service provider under a contract for services with the body including under an administrative arrangement:
· the name of the individual or 

· information relating to the service or the terms of the contract or 

· anything written or recorded in any form by the individual in the course of and for the purposes of the provision of the service, or

11.3.3 The views or opinions of an individual about an FOI body, its business or performance:
· the views or opinions of the individual in relation to a public body, the staff of a public body or the business or the performance of the functions of a public body;
11.4
Elements of the Section 

Section 37(1) Privacy Protection 

Section 37(1) provides that an FOI body must refuse to grant an FOI request if access to the record concerned would involve the disclosure of personal information (including personal information relating to a deceased person).

This exemption is designed to protect the personal privacy of individuals.  This provision, together with the other provisions of section 37, puts in place controls to prevent the inappropriate release of personal information about individuals.  Where, exceptionally it is proposed to release such material, prior consultation with the person concerned must be undertaken unless the matter is accessible under subsection (2).
11.4.1
Section 37(3) and (4) - Medical, Psychiatric or Social Work Records

Section 37(3) outlines alternative access arrangements where a record relates to medical, psychiatric or social work matters and the disclosure of the information concerned to the requester might be prejudicial to his or her health, well-being or emotional condition, the request may be refused.  The public body must instead offer to make the record available to a health professional nominated by the requester, having expertise in the area concerned.  

The Act does not specify what information, if any, the nominated health professional is required to disclose to the requester.  Discretion in this matter rests with the health professional.

The following approach been suggested by the Information Commissioner (Case Number 99189) as appropriate when considering the application of similar provisions:

· does the record or records in question contain information of a medical, psychiatric or social work nature concerning the requester?
· if the information were disclosed direct to the requester is there a real and tangible possibility as distinct from a fanciful, remote or far-fetched possibility of prejudice to the physical or mental health, well-being or emotional condition of the requester? 
· “well being” has a wide import and in the context of the provision indicates that a broad approach is to be taken.  The general health, welfare and good of the person are to be considered.
· if there is a real and tangible possibility of such prejudice, the decision maker is called upon to exercise his or her discretion as to whether direct access to the requester should be refused and instead offered to a nominated health professional.  In the exercise of such discretion, the decision-maker has to carefully consider the possibility of prejudice, the gravity of possible consequences, etc. and to balance the relevant factors.

11.5 Who should pay the costs of the nominated health professional?

The Act does not impose any requirement on an FOI body to cover the costs of the nominated health professional. The FOI body may, at its discretion, decide if it wishes to meet any of the expenses involved but is under no statutory obligation to do so under the Act.  

11.6 Who is a health professional?
Section 37(9) states that a health professional means a medical practitioner, a registered dentist or a member of any other class of health worker or social worker standing prescribed by regulation.
11.6.1
Persons holding:  

S.I. 137 of 2011 added the following class:

· education programmes approved by the Social Workers Registration Board attesting to the standard of proficiency required for registration for Social Workers.
S.I. No. 368 of 2001 added the following class:  

· a qualification in clinical psychology recognised by the Minister for Health where the person concerned has been practising as a clinical psychologist for a minimum of three out of the last five years following the award of the qualification concerned.
11.7
Public Interest

Section 37(5) provides that release of personal information on public interest grounds, subject to the consultation requirements of section 38 where:


The relevant public interest factors will change depending on the facts of each case.  However, there have been decisions taken by the Information Commissioner and several decisions abroad which have considered various public interest factors for and against disclosure of personal information.  These factors include:

· the public interest in protecting privacy

· the entitlement of members of the public to a degree of personal privacy when they have dealing with government

· the public interest in maintaining personal privacy of third parties

· the public interest in a person being given access to documents which contain personal information about that person 

· the public interest in the requester exercising rights of access under the FOI Act

· the public interest in ensuring that personal information held by FOI bodies is accurate, complete and up-to-date and not misleading, and in the subject of that information being able to access and correct such information where it can be shown to be inaccurate, incomplete, out of date or misleading (section 9 refers)

· the public interest in the accountability of officials

·  the public interest in persons being informed of the basic substance of allegations made against them to FOI bodies

· the public interest in citizens being able to exercise their rights at law where the facts establish a cause of action

· the public interest in maintaining the ability of a body to investigate breaches of the law

11.7.1
Weighing the public interest factors

The Act requires balancing of the public and private interests.  The same approach to this balancing or weighing should be taken in all instances where there is a need to determine where the public interest lies.  There is an obligation on the FOI body to make such enquiries as are necessary to make a proper decision and to be able to justify that decision on external review.  The wording of section 37(5) does not require a decision maker to lean towards the disclosure or exemption of personal information when considering public interest factors for and against disclosure. 
11.8
Consultation Procedures 

The duty to consult under section 38 arises when the body has reached a preliminary conclusion that the record attracts exemption under section 37(1) of the Act, but exceptionally, the decision maker is considering that on balance, the public interest would be better served by granting access. (The Section of this manual dealing with Section 38 - Consultation procedures and CPU Notice No. 8 refer.)

Note that in relation to parts of seven exemptions only, the Act allows FOI bodies to respond to requests or parts of requests on the basis of refusing to confirm or deny the existence of such records – sections 28, 31, 32, 33, 35, 36 and 37.  These provisions are necessary because, in some instances, merely confirming the existence of information will directly or implicitly disclose sensitive information.  
The following points should be noted in relation to this provision:

· The use of the provision will be justified only in rare situations

· It is not appropriate where it is the contents of the record rather than its existence that warrants protection

· Persons should always be advised of their rights of appeal when notifying them of  such a decision

The refusal to confirm or deny provision, which is subject to particular criteria, gives the FOI body the option of responding to a request in an equivocal fashion and thus not “giving the game away”. By not confirming that a record even exists, a requester can be prevented from drawing inferences which might otherwise be available. Such a response is justifiable in this section on the grounds that the disclosure of the existence or non-existence of the record would have the effects specified in subsection (1) and the record is not one to which subsections (2) and (5) apply (or would not, if the record existed, apply). 

A difficulty with ‘refusal to confirm or deny’ provisions is that their use can convey a signal that the body is alarmed about the request. Bodies will not tend, or will not be able, to use the refuse to confirm or deny response routinely, so that when they do use the response, inferences may be drawn and the response could lose some or all of its value.  However, this can be tackled through a number of approaches. These are outlined in the section of the manual concerning sections 31-33.


This subsection relates to requests for records containing joint personal information i.e. records containing personal information about the person making the request under FOI and the personal information of a third party.  In the case of such a request, third party information must, subject to the public interest or other provisions in the Act, remain protected.  This section protects the privacy rights of third parties in cases of joint information while ensuring that there are no restrictions on the provision of personal information relating solely to the requester.  Section 37(7) provides that a public body must refuse to grant access to a record if its release would involve the disclosure of personal information of a third party. 

11.9
Section 37(8) - Special Provisions for Access

11.9.1
Access by parents or guardians 

The Act sets no age at which a person is held to be capable of understanding the FOI process, making an application or participating in the consultation process.  However, under section 37(8) of the Act the Minister for Public Expenditure and Reform S.I. No. 218 of 2016 allowing for access by parents or guardians to the personal information of:
· minors; or 

· persons with a mental condition, incapacity or severe physical disability which means that they are incapable of exercising their rights under the Act.

In deciding to grant access to parents or guardians as above, the decision maker should have regard to all the circumstances and to Guidance Notes approved by the FOI Interdepartmental Working Group. In applying these notes, decision makers should have due regard to the best interests of the person to whom the information relates. 

11.9.2
Access to records of deceased persons

Section 37(1) protects the right to privacy of deceased persons.  However, under section 37(8) of the Act, Regulation S.I. No. 218 of 2016 allowing for access to the records of deceased persons by:

· a personal representative of the individual acting in due course of administration of his or her estate or any person acting with the personal representative’s consent,
· a person on whom a function is conferred by law in relation to the individual or his or her estate acting in the course of the performance of the function, and 
· the spouse or a next of kin of the individual or such other person or persons as the decision maker considers appropriate having regard to all the circumstances.  
11.9.4
Limitations on the Exemption
Section 37(2) lists 5 circumstances in which the exemption shall not apply:

11.9.4.1
Information about the requester


The effect of this provision is to ensure that section 37(1) does not prevent a requester from having access to information about his or her own affairs (subject to the limitation in subsection (3) regarding medical records). In such circumstances, the decision maker should satisfy him or herself of the identity of the person giving the consent before access is granted.  (See below re: proof of identity)

The decision maker will also need to consider whether the nature or sensitivity of the information requires other exemptions to be considered.

Joint Personal Information:  If the record contains joint personal information about the requester and other person(s), it will be necessary to consider whether the information relating to the requester is in discrete clearly identifiable form and can be extracted from the record (section 18 refers).  If the information of the requester is inextricably linked with that of other persons, the privacy protection of section 37(1) will apply to the personal information of those other persons.  If despite this, the decision maker is of the view that the information sought should be released, he or she must first undertake consultation with the third parties involved in accordance with section 38. 
11.9.4.2
The person consents

If the individual to whom the information relates (i.e. the third party) agrees to disclosure of the information to the requester concerned, the exemption at 37(1) may not be used to refuse the information.  This provision would normally apply where the requester has received the consent of the person concerned to the release of the information and supplies the department or office with proof of such consent.  In such circumstances, the decision maker should satisfy him or herself of the identity of the person giving the consent before access is granted.  (See below re: section 11.10 - Proof of Identity)

11.9.4.3
Similar information is generally available


This limitation is intended to allow routine information to be made available without the need for consultation where similar information is already, to some degree, in the public domain.  
The types of circumstances in which this exception might apply would include:
· if the FOI body has an existing policy of making this type of information routinely available 

· the information or the substance of the information is generally known

· the information is publicly accessible (in that case the provisions of section 42(2) may also apply to exclude the records in question from the scope of the Act).
“a class of persons of significant size” the purpose of this phrase is to ensure that the non-application of the protections of this exemption is approached with consistency by FOI bodies.  It can only be relied upon where similar information is publicly available in respect of persons generally or a significant number of persons.  However, in determining “significant size”, it is likely that the group or class will be large enough for decision makers firstly, to be aware of its existence and secondly, to be of sufficient size that their awareness of this or similar information amounts to public availability of the information.

11.9.4.

 Person previously informed of possibility of disclosure

This provision can be used by FOI bodies to reduce significantly the work involved in consulting with third parties on FOI requests for non-sensitive information e.g. a public body may advise job applicants that the policy of the body is to make known certain employment or educational details of successful applicants.

11.9.5

 Danger to life or health 

While the FOI Act provides that, in general, the motive of the requester should not be considered that is subject to the Act and there may be circumstances in which the interests of the applicant may be relevant in considering the application of subsection (e) e.g. whether disclosure of the information to a particular person may avoid a serious and imminent danger to the life or health of an individual.

11.10 
Proof of Identity

Section 37(2) requires an FOI body to verify the identity of a person seeking access to his or her own personal information or consenting to the release of information about him or herself to another person.  The decision maker must satisfy him or herself on a case by case basis as to proof of identity.  This can be done by various means depending on whether contact with the person concerned is by way of written communication or in person.  If communication is on a written basis, identifying information on the written request can be compared with information in the body’s possession e.g. handwriting, signature, address and telephone number, spelling of names, etc.  If the requester wishes to have a copy of the personal information posted to him or her, the body may seek to verify the identity of the requester by making telephone contact with the person in advance.

If the requester visits your department or office in person, identification may be verified by asking for a copy of a driver’s licence, identity card, passport, student card, etc.  Departments and offices can consider, having regard to the information they hold, what particular proof of identification would best satisfy them.  

11.11
Central Policy Unit advises:
Where an FOI body holds sensitive information about individuals and wishes it to come within the definition of personal information, the following practical steps should be considered:

· when collecting information from individuals, make explicit that such information will be held on an understanding of confidence, subject to the requirements of the FOI Act or other legal requirements

· ensure the physical handling of the information respects its confidential nature i.e.
· restrict circulation strictly to those who need to see the information 

· indicate clearly on the file cover the confidential nature of the contents

· ensure hard copies are physically secure in locked cabinets or drawers

· ensure electronically held records are adequately password protected, etc.

11.12    The Decision

In summary, the decision maker is required to make a decision following:
· a careful inspection of the contents of the records involved to determine if they contain personal information

· the application of any of the limits on the exemption in section 37(2)

· determining to your satisfaction the identity of the requester

· consideration as to whether any of the records under consideration contain information of a medical, psychiatric or social work nature and an assessment as to possible effects of disclosure of such records directly to the requester

· an assessment as to whether the records under consideration concern the interests of a third party or contain joint personal information 

· an assessment as to whether consultation with relevant third parties is necessary before forming a decision to release or withhold the records

· a critical analysis of any views received from persons consulted under section 38
· an objective assessment of the likely effects of disclosure including consideration of whether disclosure of the existence or non-existence of the record would have an affect specified in section 37(1)
· consideration as to whether deletion of parts of the information may be possible in accordance with section 18
· the results of any other enquiries to ascertain the public interests in disclosing or withholding the information, and 

· a weighing of the various public and private interests involved

· careful consideration as to whether the confirm or deny provision is appropriate
Chapter 12 - Section 38
Consultation Procedures

Text of Section 38


12.0
Introduction 

The duty to consult under section 38 arises where a decision maker has made a preliminary conclusion that the document attracts exemption under: 

· section 35(1)(a)
 -
information received in confidence, or
· section 36(1)
 -
commercially sensitive information, or
· section 37(1) 
 -
personal information

but, exceptionally, the decision maker is considering that, on balance, the public interest would be better served by granting access.

21.1
Elements of the Section 

38(1) - What this section refers to
Section 38(1) states that a ‘request to which this section applies’ means a request to which the following provisions of the Act apply:

section 35(3) - release of confidential information in the public interest

section 36(3) - release of commercially sensitive information in the public interest

section 37(5) - release of personal information in the public interest or where the grant of the request would benefit the individual concerned

38(2) - Procedures for consultation 

12.1.1
When should you consult?

a) Consultation procedures required under the Act

The Act requires consultation with relevant third parties where the decision maker is considering that, on balance, the public interest would be better served by granting access to a record relating to:

· information obtained in confidence (within the meaning of section 35(1)(a))
· commercially sensitive information (within the meaning of section 36(1)), or 

· personal information (within the meaning of section 2 and section 37(1))

b) Consultation in other circumstances

While the Act does not require consultation in other circumstances, it is generally recommended that informal consultation takes place even where the decision maker forms a preliminary view to refuse access.  
Consultation in these circumstances will have the following advantages:

· it ensures that the decision maker has made all the enquiries necessary to reach an objective assessment of the effects of disclosure 

· if the requester seeks internal review of the decision to refuse access, the consultation will most likely have to be done at internal review stage

· it may be that the third party consulted has no objection to the release of all or part of the information

 if the third party does object to disclosure, he or she may identify some other valid reason for exemption which is not known to the decision maker.  This will strengthen the exemption claim on internal review or review by the Commissioner
12.1.2
What steps must you take when complying with section 38(2)?
The FOI body, shall, within 10 working days of receipt of the request, notify any relevant third parties (i.e. the person to whom the information relates or the person who supplied the information) of the following:

· details of the request (Copies of records sought or extracts of same should be enclosed where possible).  
· that the FOI body is considering release of the information in the public interest - details of the public interest criteria should also be included.  Details of the exemption under consideration should also be explained including any terms or phrases whose meaning may be unclear to those unfamiliar with the Act.
· that the person may make submissions in relation to the request
· that such submissions should be made not later than 15 working days from the receipt of the notification

· that the FOI body will consider such submissions before deciding whether to grant or refuse the request

· that the person will be notified of the ultimate decision made

· that if the decision is to grant the request, against the wishes of the person being consulted, that person shall have the right to seek independent review of the decision by the Information Commissioner before any information is released.
12.1.3
Extension of time limit for initiating consultation 

In some circumstances it may be difficult to consult individually with all relevant third parties due to their very large number or there may be such a significant amount of records involved that compliance with the initial ten day period for initiating all consultation is not reasonably possible.  In such instances, the Decision Maker may extend the initial 10 working day period by a further 10 working days to facilitate such consultation.   The requester must be informed of such extension and the reasons therefor prior to the expiry of the initial ten day period.
12.1.4
Making the Decision 

12.1.4.1
How much time do you have?

Section 38(3) provides that a decision maker shall make a decision whether to grant or refuse the request:

not later than 10 working days after the receipt of submissions from the third parties consulted

or
not later than 10 working days after the expiration of the time available to the third party for making of submissions (Please note that the third party has 15 working days from receipt of the notification to make submissions (1 or 2 additional days should be allowed for postal delivery of the notification)

12.1.4.2
Analysis of responses
· A decision on access must not be made until the decision maker has had regard to any submissions made by the persons consulted.  

· The person consulted has no power of veto - even though he or she may strongly oppose release, the decision maker must make his or her own judgment having regard to the submissions and any other enquiries made.  

· Any submissions received must be fully and fairly considered.  One cannot simply unquestioningly accept the views or arguments of the third party, but must equip oneself with sufficient knowledge of the issues concerned to make an objective assessment of the matter.  The issues to be considered will, of course, vary depending on whether the material in question falls within the scope of section 35, 36 or 37.  The elements of the relevant exemption in each case and associated public interest considerations should be carefully considered and balanced against the arguments put forward by the person consulted.

12.1.4.3
Having made the decision 

· Once the decision is made, the person consulted should be advised of the decision.

· Should the decision maker decide to disclose a record against the wishes of the person consulted, that person must be also be advised of
· his or her right to seek review of the decision by the Information Commissioner before the record is released

· the procedures governing the exercise of that right

· the time limit governing such exercise i.e. not later than 10 working days after the notification of the decision to the person (section 22)(4)(a) refers) and

· the amount of the fee applicable to such a review application – currently €50.

· The requester should also be advised of the decision made.  If the decision is to grant the request, he or she should be advised that access cannot be offered for at least a further 10 working days: until the time for appeal available to the third party has lapsed.

12.1.4.4
Inability to consult
In some rare and exceptional circumstances, the decision maker will be permitted to make a final decision to release without having consulted with the third party to which the information relates.  This is allowed where:

· the body is unable to consult has taken all reasonable steps to do so, and 

· the Commissioner consents to the decision  maker making a decision in those circumstances

This will most likely arise where the balance of the public interest requires release and the public body has been unable to determine the third party’s whereabouts.  What will amount to reasonable steps will be ultimately be determined by the Information Commissioner but it is expected that the decision maker will have:

· checked all relevant records in their own body to determine a contact address or phone number 

· consulted all relevant personnel in their own body, or elsewhere, who may have access to up to date information 

· checked all publicly available sources e.g. phone book

The nature and degree of sensitivity of the information will also be important factors in determining whether reasonable steps have been taken in a particular case.  

The maximum time limit for making a decision in these circumstances is not later than 35 working days after the receipt of the request or, in exceptional cases, 45 working days (i.e. if the request is one in which compliance with the initial 10 working day period for initiating consultation with third parties is not reasonably possible).

If the Information Commissioner is not satisfied that all reasonable steps have been taken to contact the persons concerned, he or she is empowered to direct a body to take certain further steps within a specified period.  If having taken those steps, the body is still unable to comply with the consultation requirements, the decision maker may then make a decision whether to grant or refuse the request.

12.1.4.5
Can you consult at internal review stage?

Internal Review does not apply to a request to which section 38 applies i.e. there is a direct right of appeal to the Information Commissioner by the third party where it is proposed to release information or by the requester where the decision, following consultation, is to refuse the request.   Where an internal reviewer considers that the original decision-maker erred in not following the section 38 procedure, h/she may consult with third parties but the Act does not allow any additional time for such consultation or for the receipt of submissions i.e. the internal review must be completed within the 15 working day time limit set out in section 21.  Any necessary consultations should therefore be carried out by the initial decision maker. 
See Guidance Note 8 Third Party Consultation for additional guidance in relation to third party consultation procedure.
12.1.4.5
Onus of proof on third party 

In general, when a decision of a public body under the FOI Act, is appealed to the Commissioner, the onus of proof rests with the FOI body.  However, where a third party has been consulted in accordance with section 38, the onus is on that person consulted to show to the satisfaction of the Commissioner that the decision of the FOI body was not justified (Section 22)(12)(b)refers).

12.2
Central Policy Unit advises:
FOI bodies can substantially reduce the requirement to consult where they have put strategies in place at the outset to advise persons submitting information (which may be of a confidential, personal or commercially sensitive nature) to the body:

· that it will come within the scope of the Freedom of Information Act

· to indicate when submitting the information whether any of the information is sensitive and to state clearly the reasons for its sensitivity

It is particularly important that this approach is adopted where a large quantity of information is likely to be received and is likely to be of interest to the public e.g. a request for submissions in relation to a proposed policy change, etc.

The following standard statement is suggested for inclusion in:

· tender documents

· invitations for submissions 

· standard forms requiring information to be supplied

“The FOI body undertakes to use its best endeavors to hold confidential, any information provided by you in this (tender/form/submission, etc.). subject to the organisations obligations under law, including the Freedom of Information Act 2014.   Should you wish that any of the information supplied by you in this tender/form/ submission should not be disclosed because of its sensitivity, you should, when providing the information, identify the same and specify the reasons for its sensitivity.  
The organization will consult with you about sensitive information before making a decision on any Freedom of Information request received”.

12.3
The Consultation Process in Summary
 a careful inspection of the contents of the records involved to determine if they concern the interests of a third party 

 an initial assessment as to whether disclosure in the public interest may be considered

 if the initial assessment tends towards disclosure in the public interest, identification of the third parties with whom consultation is required in accordance with section 38.

 if the initial assessment tends towards refusal, consideration of consultation with relevant third parties to determine if they have views on release or disclosure which may not have formed part of your initial decision making.

 take all reasonable steps to locate and make contact with relevant third parties

 within 10 working days (or exceptionally 20 working days), notify them in writing of -
· the request (but not necessarily the name of the requester) and enclosing copies of the records concerned, where possible
· that the decision maker is considering a preliminary decision to disclose the information and details of the public interest criteria under consideration.  Details of the exemption under consideration should also be explained.
· the third party’s right to make a submission within 15 working days
· that any submission will be carefully considered before the final decision is made, and
· the third party will be advised of any decision to release the information 
· that if the decision is to grant the request against the wishes of the person consulted, that person shall have the right to seek independent review of the decision by the Commissioner before any information is released
 within 10 working days of receipt of submissions (or within 10 working days of the expiration of the time limit available to the third party) critically analyses the submissions received in the light of the relevant exemption provision and public interest considerations

 if unable to consult, request the permission of the Commissioner to proceed to a decision

 objectively assess the likely effects of disclosure 

 consider the results of any other enquiries made to ascertain the public interest in disclosing or withholding the information 

 weigh the various public and private interests involved

 inform the third party and the requester of the decision. If the decision is to grant the request, advise:-
(1) the third party of his or her rights of appeal and 

(2) the requester that the information must be withheld until the time for appeal to the Commissioner has expired.

Chapter 13 - Section 39
Research and Natural Resources 

Text of Section 39

13.0
Introduction
The purpose of this section is to protect 

1) incomplete or proposed research where disclosure of the information would expose the public body, the person undertaking the research or the subject of the research to serious disadvantage.

2) a cultural, heritage or natural resource or species, or the habitat of a species or flora or fauna by enabling refusal of the information where disclosure could be prejudicial to their wellbeing.

13.1
Elements of the Section 

Section 39(1)(b) - Research

Part (1)(a) of the section relates to information in relation to research.   In order to qualify for the exemption, the record must meet the two tests set out in subsection 1(a):

the record must contain information in relation to research being or to be carried out by or on behalf of an FOI body

and

disclosure of the information, or its disclosure before completion of the research, would be likely to expose:

 the FOI body, or 
 any person who is (or will be) carrying out the research on behalf of the body, or 

 the subject matter of the research 
to serious disadvantage.

The term “research” is not defined in the Act.  In general, where no definition is included in legislation, words are to be given their ordinary meaning.  The Oxford English Dictionary defines research as 

“a search or investigation undertaken to discover facts and reach new conclusions by the critical study of a subject or by a course of scientific enquiry”

The words of section 39(1)(A) do not limit the section to research of a particular kind.  However, it is necessary for there to be a belief that the disclosure of the information would be likely to expose the public body, the person engaged in the research or the subject matter of the research to serious disadvantage.
The term “serious disadvantage” - the term serious suggests something which would not only, on the evidence, need to be a definite prospect to occur, but would also likely need to be of profound concern.

13.2
Informal Consultation 

While this section does not require formal consultation when this provision is under consideration, it may be advisable to consult with the persons engaged in the research or the subject of the research to determine their views on disclosure.  Consultation in these circumstances will have the following advantages:

· it ensures that the decision maker has made all the enquiries necessary to reach an objective assessment of the effects of disclosure 

· it may be that the persons consulted will have no objection to the release of all or part of the information

· if the persons consulted do object to disclosure, they may identify some other valid reason for exemption which is not known to the decision maker.  This will strengthen the exemption claim on internal review or review by the Commissioner

13.2.1
Section 39(1)(b) - Natural Resources

Part (1)(b) of the section relates to information in natural resources.   In order to qualify for the exemption, the FOI body must be satisfied that disclosure of information contained in the record could reasonably be expected to prejudice the wellbeing of a cultural, heritage or natural resource or a species, or the habitat of a species, of flora or fauna.

13.3
Could reasonably be expected to
The application of the above phrase needs to be considered before a detailed look at the other particular requirements of section 36(1)(b).  Appellate bodies overseas have advised that the words ‘could reasonably be expected to’ are intended to receive their ordinary meaning:

· they require a judgement to be made by the decision maker as to whether it is reasonable, as distinct from something that it irrational, absurd or ridiculous 
· on an objective view of the evidence, there must be real and substantial grounds for expecting certain consequences to follow from disclosure of the documents 
· Feelings and unsupported assumptions are not sufficient reasons
· The words call for the decision-maker... to discriminate between unreasonable expectations, between what is merely possible (e.g. merely speculative/conjectural “expectations”) and expectations which are reasonably based 
13.4
Public Interest
Section 39(2) provides for the release of information where the public interest would, on balance, be better served by granting rather than by withholding it.

The public interest factors to be considered will depend on the circumstances of each individual case. There is little guidance available from FOI appellate jurisdictions elsewhere as similar provisions in other legislation have seldom been the subject of appeal.

13.5
The Decision

In summary, the decision maker is required to make a decision following:

· a careful assessment of the contents of the record to determine if they come within:
· section 39(1)(a) - research 

· section 39(1)(b) - culture, heritage or natural resources
· if the request relates to research matters, an objective assessment as to whether disclosure would be likely to expose the relevant parties to serious disadvantage
· if the request relates to cultural, heritage or natural resource matters, an objective assessment as to whether disclosure of the information could reasonably be expected to prejudice any of those interests.
· consideration as to whether persons engaged in the research or the subject of the research should be informally consulted to determine their views on disclosure of the information.
· the results of any enquiries to ascertain the public interest in disclosing or withholding the information
· a weighing of the public interest factors involved

Chapter 14 - Section 40
 Economic & Financial Interests of an FOI Body 

Text of Section 40


14.0
Introduction
This section protects the financial and economic interests of the State, those of public bodies and the conduct of business generally.  

Government acts in the nation’s economic life in three quite distinct ways: as manager/regulator; as planner; and as participant in the economy.  Following from this, protection for related records is pitched at three levels:

14.1
 National economy and financial interests of the State
Records can be withheld where their disclosure could reasonably be expected to have serious adverse effect on the financial interests of the State or on the ability of the Government to manage the economy.  This subsection is most likely to relate to records concerning macroeconomic policy.

14.2
Premature access to records liable to disturb business

The provision authorises the head to refuse to grant access where its premature disclosure could reasonably be expected to cause undue disturbance of the ordinary course of business generally, or any particular class of business in the State. This provision will apply only to information whose sensitivity is clearly time bound and will in due course diminish.
14.3
Access to records could reasonably be expected to have a negative impact in investment 

 The head can refuse to grant access where release of records could have a negative impact on investment, expansion, or research activities of enterprises, or on the effectiveness of the industrial development strategy of the State or strategies of other states.

14.5
General level
The head of a public body can refuse to grant access to a record which could reasonably be expected to result in an unwarranted benefit or loss to a person or a class of persons.  This provision has potentially very wide application. FOI is not a means by which a requester can gain unjustified benefit at the expense of the State or a public body.

Clearly there is scope for overlap between these provisions. In subsection (2) eighteen categories of records are listed to which the exemption may apply if any of the requirements above are met.

In exceptional circumstances the head may set aside the exemption, where, on balance s/he is of the view that the public interest would be better served by granting the request.

14.6
When should you consider using this section?
This section has relevance to a wide range of financial and economic records held by FOI bodies such as those relating to:

· policy on interest rates
· borrowings 
· budgetary matters 
· taxation 
· property 
· incomes and prices control
· inward investment
· strategy or finances of public body

Section 40 can be invoked to protect such records where their disclosure could be reasonably likely to:

a. have serious adverse effect on the financial interests of the State, or the   ability of the Government to manage the economy
b.  be premature and such disclosure could cause undue disturbance in the conduct of business, or
c. have a negative impact in investment or expansion in the State, in      research activities  or the industrial development strategy of State or the strategies of other states
d. access to the record could reasonably be expected to result in an unwarranted benefit or loss to a person or class of persons.
There is no protection for such records where their release would not have the adverse effects specified.  Accordingly, before invoking this provision a decision maker must be satisfied that two conditions are met:

· That the records sought relate to the broad categories set out in subsection (1) or the particular classes listed in subsection (2), and,  
·  that release of the records  would have an adverse effect specified.

As part of compliance with the mandate of the Act as set out in the Long Title, and subsection (3), a decision maker should also evidence consideration of other public interest factors both for and against release.

Other exemption provisions may also have relevance to material relating to financial and economic interests of the State and public bodies. In particular, sections 29 (deliberations of FOI bodies) and 30 (investigations, inquiries or audits) and 32 (enforcement and administration of law) may be of interest.  

14.7
Features of Section 40
· the exemption is discretionary, not mandatory.  
· there is a harm test i.e. specific adverse consequences have to be likely to occur before the provision can be invoked 
· no formal consultation procedure is required before applying this exemption 
· the circumstances in which the exemption may apply is open ended.  While a list of matters is set out in subsection 40(2), this is without prejudice to the possible application of the exemption to other matters which may be comprehended by subsection (1).
· in exceptional circumstances the head may set aside the exemption, where, on balance s/he is of the view that the public interest would be better served by granting the request.

14.8
KEY WORDS AND PHRASES

“without prejudice to the generality otherwise of this subsection:  This means that references occurring after this phrase are not exhaustive, i.e.  the provision in question may apply to matters referred to in the text but is not limited to these.

“could reasonably be expected to:  This means that the decision maker could, at the time of release of records, reasonably conclude that release might lead to a particular consequence. The concept of reasonable expectation means that adverse effect must not be merely speculative. To satisfy the requirement one must demonstrate, by reference to the actual context of a specific disclosure that clear and acceptable reasons exist as to the basis on which to reasonably expect that the give detriment will indeed arise.  

"serious adverse effect"  This means that the effect must not be slight or negligible The effect must be significant and adverse.  
“the financial interests of the State”. This is a remarkably broad term. The State has financial interests across vast areas of the public and private sectors including foreign borrowings, bonds, debts, investments, assets and income, liabilities to the State, holdings in public bodies etc.. For this reason it may not be feasible to invoke this phrase to protect a single financial interest of the State. Rather, it may only apply where many of the financial interests of the State were liable to be adversely affected by disclosure of records.  Nevertheless, a single interest such as control of inflation, or the currency of the State could, in itself justify invoking this subsection.
“Invest, expand, research strategy”. This means that if the decision maker concludes that release of records would have a negative impact on decisions by enterprises to invest or expand in the state, or if research activities, development strategies of the state or strategies of other states could be compromised then s/he can invoke this section.

“premature”:  The dictionary definition of this term is "occurring or done before the right or usual time".  Therefore, the issue would be one of timing - the phrasing of the subsection implies that timely release of the same information would not have the same negative impact as premature disclosure.  

“unwarranted”:  This can be taken to mean “unjustified” or not legitimate. In the context of the section this term is designed to ensure that FOI is not misused by individuals to gain unjustified benefit at the cost of the State, or a public body. On the other hand, where an individual has been wrongfully treated by a public body, and the release of particular information could reasonably be expected to help redress that wrong, the resulting benefit could well be warranted.
14.9
ELEMENTS OF THE SECTION
14.9.1
Subsection 40(1)(a)


For this provision to apply, release would have to have both a serious and adverse affect, i.e. a minor adverse or a beneficial effect would not warrant a claim for exemption under this provision.  

As noted above, release must also have broad adverse application (i.e. serious adverse affect on the financial interests of a single public body would not appropriate). In short, this provision may only be invoked when disclosure is likely to have serious adverse across a range of the State’s financial interests or the ability of the Government to manage the economy. This provision has potential application at this broad level only.

14.9.2
Section 40(1)(b):

There are two elements to this provision:  premature disclosure of information, and undue disturbance of the ordinary course of business.  It is only premature disclosure at which this subsection is designed to strike. 
Furthermore, the provision may only be invoked where potential disruption of the ordinary course of business generally, or any particular class of business in the State could result from such premature disclosure.  Both elements must be satisfied before the subsection can apply.  

If the release of records would have the effect of unduly disturbing business regardless of timing, then this subsection is not the appropriate one to be invoked.  Instead subsection (1)(c) of this section, and sections 29, 32(a)(ii) and 36(1)(b) should be considered. 

It should be noted that premature disclosure of information also has relevance to section 29(1)(b) (Deliberations of FOI bodies) and section 39 (Research and natural resources).
14.9.3
Section 40(1)(c);

14.9.4
Section 40(1)(d):

This has potentially wide application and may serve to justify refusal of much material of value held by FOI bodies.  While the exemption imposes no threshold as to the amount of the benefit, it is not advisable to invoke this provision in respect of a minor benefit. 

Legal advice indicates that “person” throughout most of the Act means “member of the public”. However given the particular nature of this provision, it appears reasonable to assert that “person” here also comprehends “FOI body”.  Hence the disclosure of records that could reasonably give rise to an unwarranted loss to a public body may be refused - (m) & (n) of subsection 2 refers. In addition, a public body may, where appropriate, seek exemption under section 36 in respect of commercially sensitive information.
It would not appear appropriate to extend “person” to include “private company” in section 40(1)(d), however where a company or a group of companies are likely to secure unwarranted benefit from the disclosure of information, this would benefit individual directors, shareholders etc. and, on this basis, release of the record may be refused. 

14.10
Subsection 40(2)

This subsection lists a wide range of records relating to the economic and financial activities/interests of the State and of public bodies to which this section may, subject to subsection (1), apply. The range of records listed in not exhaustive:

(a)
rates of exchange or the currency of the State. This provision would include records relating to the euro.  With the advent of the euro section 24 (international relations) may also be relevant to certain records.
(b)
taxes, revenue duties or other sources of income for the State, a local authority or any other public body.  Relevant records could include those relating to tax collection or policy formulation, or the raising/collection of revenue by any sector of the State.

(c)
interest rates.  Records could include related deliberations in the Department of Public Expenditure & Reform, consultations with the Central Bank, or the European Central Bank etc.

(d)
borrowing by or on behalf of the State or a public body.  This could comprehend certain records relating to NTMA, the national debt or to other borrowing or lending activities/agencies.

(e)
the regulation or supervision by or on behalf of the State or a public body of the business of banking or insurance or the lending of money or of other financial business or of institutions or other persons carrying on any of the businesses aforesaid. Records covered by this subsection could include the regulation of the activities of players in the financial marketplace.

(f)
dealings in securities or foreign currency.  Certain records relating to NTMA/lending institutions in this context would be relevant.

(g)
the regulation or control by or on behalf of the State or a public body of wages, salaries or prices.  Records on incomes policy and price controls would be relevant here. (See also section 30(1)(c)).

(h)
proposals in relation to expenditure by or on behalf of the State or a public body including the control, restriction or prohibition of any such expenditure.  Relevant records could include those relating to the annual estimates process as well as requests by Departments in relation to staffing/expenditure.

(i)
property or other assets held by or on behalf of the State or a public body and transactions or proposed or contemplated transactions involving such property or assets.  This provision applies not only to records relating to land/property or other assets of the State or a public body, or disposal of same, but also any such acquisitions or disposals under contemplation. 

(j)
foreign investment in enterprises in the State.  Records relating to foreign direct investment projects, (and other inward investment schemes) and analyses of related proposals etc. would be comprehended by this provision
(k)
industrial development in the State.  

(l)
trade between persons in the State and persons outside the State.  

(m)
trade secrets or financial, commercial, industrial, scientific or technical information belonging to the State or a public body and is of substantial value or is reasonably likely to be of substantial value.  This provision imposes quite stringent requirements on the State or a public body before it may be appropriately invoked by virtue of reference to the term “substantial”. Public bodies may also wish to consider section 36(1)(b) when seeking to protect information of this nature.

(n)
information the disclosure of which could reasonably be expected to affect adversely the competitive position of a public body in relation to activities carried on by it on a commercial basis.  The records referred to here concern those of a commercial State body, or a public body whose activities include those undertaken on a commercial basis. 

(o)
the economic or financial circumstances of a public body.  The range of records covered by this subsection is remarkably wide. However the provision does not apply to such records which already come into the public domain. Also, its application in the context of subsection (1) may only infrequently arise.  
(p)       investment or provision of financial support by or on behalf of the State or a 

            public body.  This could comprehend for example records relating to the ID or
            the NTMA/lending institutions. 
(q)       liabilities of the State or a public body

(r)       advising on or managing public infrastructure projects, including public private
           partnership arrangements (within the meaning of the State Authorities (Public Private Partnership Arrangements) Act 2002). Certain records relating to NTMA in this context could be relevant.
In general terms, the categories (a)-(r) above cover many of the functions carried out by public bodies. However, protection for such material may only be appropriately sought where an injury or outcome specified at subsection (1) is reasonably likely to arise.
14.11
Subsection 40(3):  

This provision requires decision makers, when considering this exemption, to give full consideration to public interest factors both for and against release of the material sought. Clearly, protection/avoidance of matters specified at subsection (1) is, of itself, a key public interest. However, other relevant public interest factors should also be considered. Occasionally the decision maker may set aside the protections of the exemption, where, on balance, s/he is of the view that the public interest would be better served by granting the request.

In all cases s/he must evidence that s/he has considered public interest factors both for and against release.

14.12
Central Policy Unit advises:
14.12.1
The protections of section 32(1)(a)(ii) may also be relevant where a department/public body undertakes work relating to the financial interests of the State etc. under statute.
14.12.2
Similarly, section 30(1)(b) may be of relevance for a public body concerned that disclosure of a financial record may have a significant adverse effect on its performance of any functions relating to management.

Chapter 15 - Section 41
Enactments relating to Non-disclosure of Records

Text of Section 41


15.0
Introduction 
The purposes of this section are:

· to provide for the secrecy provisions of certain enactments to be set aside for the purposes of FOI by their listing at the Third Schedule to this Act

· to uphold the protection of specific information the disclosure of which is prohibited or the non-disclosure  of which is authorized  by other enactments

· to provide for review of secrecy provisions in such enactments by a joint committee of the Oireachtas
15.1
When should you consider this section?

This section must be considered when information under consideration is likely to enjoy or qualify for the protections of a secrecy provision in an enactment other than the FOI Act.

15.2
Elements of the Section  
Section 41 (1)

This subsection provides that a public body shall refuse to grant a request in two circumstances:
 firstly, if disclosure of the record concerned is prohibited under European law or by any other enactment or,

 secondly, if non-disclosure is allowed by another enactment in certain circumstances, and the head would refuse to disclose it 

Enactment provisions listed in the Third Schedule to the FOI Act cannot, however, be considered for the purposes of this section.

5.2
Elements to be satisfied:

5.2.1     the secrecy provision in the other enactment must:


(i) prohibit the release of the information or
(ii) allow the withholding of the information in certain circumstances.  

An example of such a secrecy provision is contained in the Statistics Act, 1993:

Statistics Act, 1993
33(1) No information obtained in any way under this Act or the repealed enactments which can be related to an identifiable person or undertaking shall, except with the written consent of that person or undertaking or the personal representative or next-of-kin of a deceased person, be disseminated, shown or communicated to any person or body except as follows-

(a) for the purposes of a prosecution for an offence under this Act;

(b) to officers of statistics in the course of their duties under this Act;

(c) for the purposes of recording such information solely for the use of the Office in such form an manner as is provided for by a contract in writing made by the Director General which protects its confidentiality to his satisfaction.

5.2.3
 The information contained in the record must equate to that subject to the secrecy provision

The records under consideration must come within the scope of a secrecy provision in other legislation.  For example, the Mergers, Take-overs and Monopolies (Control) Act provides protection specifically for information emanating from investigations:

Section 16 of Mergers, Take-overs and Monopolies (Control) Act, 1978

Table 8(1)- “No person shall disclose information available to him through being present at an investigation held by the Examiner under section 14 [of the Act of 1972] or under the Mergers, Take-overs and Monopolies (Control) Act, 1978.”

5.2.4
Where the secrecy provision in question outlines particular circumstances or conditions to be met, these circumstances or conditions must apply in the case under consideration

If a secrecy provision sets out any specific conditions, the decision-maker must ensure that these conditions have been met in relation to the particular records under consideration.  For example the Genetically Modified Organisms Regulations, 1994 (S.I. No. 345 of 1994) set out particular conditions regarding the treatment of information as confidential:
Genetically Modified Organisms Regulations, 1994 (S.I. No. 345 of 1994)

9(1) Where a person gives a notification or otherwise provides information in pursuance of these Regulations and requests that certain information should be treated by the Agency as confidential information, full justification for that request shall be given with the notification.

(2) Where a request is made under sub-article (1), the Agency shall, following consultation with the notifier, decide which information (if any) shall be treated as confidential information and shall inform the notifier of its decision.

5.2.5
Where a secrecy provision outlines exceptions to the protection, the decision-maker consider whether the exceptions apply in the particular case. 
Some secrecy provisions contain specified exceptions when the secrecy rule will not apply. In such cases, the provision cannot be relied upon to protect the records under consideration.  For example the Central Bank Act, 1989 contains a prohibition on the disclosure of information, but also contains a number of exceptions to this rule:

Central Bank Act, 1989 - Extracts from section 16

16(1) A person, who at the commencement of this section is, or at any time thereafter is appointed, Governor or a Director, officer or servant of the Bank or who is employed by the Bank in any other capacity, shall not disclose, during his term of office or employment or at any time thereafter any information concerning-

(a) the business of any person or body (whether corporate or unincorporated) which came to his knowledge by virtue of his office or employment, or

(b) the Bank’s activities in respect of the protection of the integrity of the currency or the control of credit, unless such disclosure is to enable the Bank to carry out its functions under the Central bank Acts, 1942 to 1989, or under any enactment amending those Acts.

(2) The provisions as to non-disclosure contained in subsection (1) shall not apply to any disclosure -

(a) required by a court in connection with any criminal proceedings,

(b) made with the consent of the person to whom the information relates and, where not the same person, of the person from whom that information was obtained,

(c) where the Bank is acting or has acted in the capacity of an agent for a person, made to the person in respect of that capacity,

...................

and the provisions as to non-disclosure contained in paragraphs (a) and (b) of subsection (1) shall not apply to any disclosure - 

(i) in the case of the said paragraph (a), which, in the opinion of the Bank, is necessary for the protection of depositors of money with any person carrying on the business of banking or any business to which section 7(4)(a)(ii) of the Act of 1971 (as amended by this Act) or regulations under section 26 relate or to safeguard the interests of the Bank,

(ii) in the case of the said paragraph (b), made with the consent of the Bank or where the disclosure is not prejudicial to -

(I) the operations of the Bank in any financial market, or

(II) the issue by the Bank of legal tender, or

(III) the integrity of the currency.

15.2.6
The secrecy provision must not be listed in the Third Schedule to the Act
The Third Schedule contains a list of general or “catch-all” secrecy provisions which cannot be relied on to protect information under the FOI Act.  These provisions are set aside for the purposes of the FOI Act because they are so broad in their scope as to potentially capture large areas of information held by FOI bodies, whether sensitive or not.  

Where an FOI request relates to information encompassed by a secrecy provision listed in the Third Schedule, the exemptions of FOI must be considered instead, and applied if appropriate, to protect the information.  The secrecy provision in the other enactment is set aside by virtue of the Third Schedule.  

An example of such a general secrecy provision is contained in the Bord Glas Act, 1990:

Bord Glas Act, 1990

23(1) - A person shall not, without the consent of the Board, disclose any information obtained by him while performing (or as a result of having performed) duties as a member, or a member of staff of, or an adviser or consultant to, the Board.

15.3
What is the effect of the Third Schedule?

· General or catch-all secrecy provisions listed in the Schedule may not be relied upon to protect information requested under the FOI act

· These general secrecy provisions are set aside for the purposes of FOI only

· The secrecy provisions outlined in the Schedule may continue to be relied upon for handling information requests outside of FOI 

· Many of the enactments listed in the Schedule refer to state bodies which were not within the scope of the FOI Act at the time. In practice therefore, a number of the provisions of the third schedule will become relevant for consideration under the 2014 Act unless the body in question has an exemption or if application of the FOI Act is restricted under s42.

· Where a parent department holds information relating to a state body, not currently within the scope of the FOI Act, such information may come within the scope of the Act.  In considering exemption of such information, the secrecy provisions listed in the Schedule may not be relied upon.
15.4
Powers of the Commissioner in relation to Decisions under this section 

The Commissioner will be entitled to review decisions made in relation to section 41 to determine if the secrecy provision in question, and any discretions allowed under it, were properly applied in the circumstances of the particular case.

15.5
Review of Secrecy Provisions

Section 41 sets out a mechanism for review by the Oireachtas of secrecy provisions in all other legislation.  The purpose of this review is to ensure that secrecy provisions in other legislation serve to protect genuinely sensitive information only and are in line with the purpose and spirit of the FOI Act.

15.6
Mechanism for Review 

15.6.1
Role of the Oireachtas Committee
A  joint committee of both Houses of the Oireachtas, shall, (if authorised by both Houses to do so), carry out a review of existing secrecy provisions with a view to recommending their retention, repeal, revision or inclusion in the Third Schedule to the FOI Act.  

The Committee is then required to prepare and furnish to the Dáil and Seanad a report of its findings.  This report may include recommendations in relation to the amendment, repeal, retention of any of the provisions or their inclusion in the Third Schedule to the FOI Act 

15.7
Responsibilities of Each Minister

Each Minister is obliged to prepare and send a report to the Oireachtas Committee on secrecy provisions under his or her aegis.

15.7.1 Contents of Report 

The Minister’s report should give the following information:

a. identify any provisions that authorise or require the nondisclosure of a record (contained in any enactments that confer functions on that Minister or on an FOI body under his or her aegis)

b. the opinion of the Minister (and FOI body, where appropriate) as to whether any of the provisions identified should be amended, repealed or retained or if a reference to any provision should be included in the Third Schedule to the Act.  Such opinion should be formed having regard to the provisions, purposes and spirit of the FOI Act

c. the reasons in support of the opinion put forward
15.7.2 Circulation of Report
Each Minister is required to send a copy of the report to the Information Commissioner and to lay a copy before each House of the Oireachtas.

15.7.3. Timing of Report

Each Minister is required to provide the Committee with the first report under the 2014 Act not later than 30 days after the fifth anniversary of the day on which the last previous report, under section 32(3) of the Act of 1997, was furnished by him/her to the committee. Subsequent reports should be furnished to the Committee not later than 30 days after the fifth anniversary of the day the last report was furnished. 
15.8
Role of the Commissioner 
The Commissioner may give his/her views or opinions to the Committee on:

· any reports sent to him by individual Ministers 

· any matter arising out of such a report 

· any matter relating to or arising out of the operation of this section generally

To assist the Committee in carrying out its review, it may also require the Commissioner to furnish his or her views on these matters.

15.9
Central Policy Unit advises:
That decision-makers identify:
· Departments recently undertook a comprehensive review of their secrecy provisions for the relevant Oireachtas Committee.  This material should be revisited and updated for the purpose of this section.
· All secrecy provisions in enactments under the aegis of the organisation or related to the functions or activities of the body 

· Those general or ‘catch-all’ provisions in the Third Schedule contained in enactments under their organisation’s aegis

Decision-makers should familiarise themselves with the circumstances in which it is appropriate to use these provisions and any conditions or exceptions applying.
Meetings of the Government





28. (1) A head may refuse to grant an FOI request if the record concerned—





 has been, or is proposed to be, submitted to the Government for its consideration by a Minister of the Government or the Attorney General and was created for that purpose,





 is a record of the Government other than a record by which a decision of the Government is published to the general public by or on behalf of the Government, or





 contains information (including advice) for a member of the Government, the Attorney General, a Minister of State, the Secretary General to the Government for use by him or her solely for the purpose of the transaction of any business of the Government at a meeting of the Government.





(2) A head shall refuse to grant an FOI request if the record concerned—





 contains the whole or part of a statement made at a meeting of the Government or information that reveals, or from which may be inferred, the substance of the whole or part of such a statement, and





 is not a record—





referred to in paragraph (a) or (c) of subsection (1), or





 by which a decision of the Government is published to the general public by or on behalf of the Government.








(3) Subject to this Act, subsection (1) does not apply to a record referred to in that subsection—





if and in so far as it contains factual information relating to a decision of the Government that has been published to the general public, or





if the record relates to a decision of the Government that was made more than 5 years before the receipt by the head concerned of the FOI request concerned

















(4) A decision to grant an FOI request in respect of a record to which paragraph (a) or (b) of subsection (1) applies shall not be made unless, in so far as it is practicable to do so, the head concerned has, prior to the making of the decision, consulted in relation to the request with—





 the leader of each political party to which belonged a member of the Government that made any decision to which the record relates, and	





 any member of the Government aforesaid who was not a member of a political party.








(5) Where an FOI request relates to a record to which subsection (1) applies, or would, if the record existed, apply, and the head concerned is satisfied that the disclosure of the existence or non-existence of the record would be contrary to the public interest, he or she shall refuse to grant the request and shall not disclose to the requester concerned whether or not the record exists.





(6) In this section—





“decision of the Government” includes the noting or approving by the Government of a record submitted to them;


“record” includes a preliminary or other draft of the whole or part of the material contained in the record;


‘‘Government’’ includes a committee of the Government, that is to say, a committee appointed by the Government whose membership consists of—





(a) members of the Government, or





one or more members of the Government together with either or both of the following:





(i) one or more Ministers of State;





(ii) the Attorney General.








Deliberations of FOI bodies





29. (1) A head may refuse to grant an FOI request—





if the record concerned contains matter relating to the deliberative processes of an FOI body (including opinions, advice, recommendations, and the results of consultations, considered by the body, the head of the body, or a member of the body or of the staff of the body for the purpose of those processes), and





the granting of the request would, in the opinion of the head, be contrary to the public interest,





and, without prejudice to the generality of paragraph (b), the head shall, in determining whether to grant or refuse to grant the request, consider whether the grant thereof would be contrary to the public interest by reason of the fact that the requester concerned would thereby become aware of a significant decision that the body proposes to make.





(2) Subsection (1) does not apply to a record if and in so far as it contains any or all of the following:





matter such as rules, procedures, guidelines, interpretations and precedents used, or intended to be used, by an FOI body for the purpose of making decisions, determinations or recommendations;





factual information;





the reasons for the making of a decision by an FOI body;





a report of an investigation or analysis of the performance, efficiency or effectiveness of an FOI body in relation to the functions generally or a particular function of the body;





(e) a report, study or analysis of a scientific or technical expert relating to the subject of his or her expertise or a report containing opinions or advice of such an expert and not being a report used or commissioned for the purposes of a decision of an FOI body made pursuant to any enactment or scheme.











The exemption has two requirements:





the record must contain matters relating to the deliberative process, and


disclosure must be contrary to the public interest.





Both requirements have to be met








“if the record concerned contains matter relating to the deliberative processes of an FOI body (including opinions, advice, recommendations, and the results of consultations”.











“considered by the body, the head of the body, or a member of the body, or of the staff of the body for the purpose of those processes”











“Matter such as rules, procedures, guidelines, interpretations and precedents used, or intended to be used by an FOI body for the purpose of making decisions, determinations or recommendations











(b)  factual information;

















(b)  factual information;














“includes information of a statistical, financial, econometric or empirical nature together with any analysis thereof” 

















(b)  factual information;














 (c)  the reasons for the making of a decision by an FOI body,























(b)  factual information;














(d)  a report of an investigation or analysis of the performance, efficiency or effectiveness of an FOI body in relation to the functions generally or a particular function of the body;























(b)  factual information;














(e)  a report , study or analysis of a scientific or technical expert relating to the subject of his or her expertise or a report containing opinions or advice of such an expert and not being a report used or commissioned for the purposes of a decision of an FOI body made pursuant to any enactment or scheme. 


























(b)  factual information;














Functions and negotiations of FOI bodies





30. (1) A head may refuse to grant an FOI request if access to the record concerned could, in the opinion of the head, reasonably be expected to—





prejudice the effectiveness of tests, examinations, investigations, inquiries or audits conducted by or on behalf of an FOI body or the procedures or methods employed for the conduct thereof,





have a significant, adverse effect on the performance by an FOI body of any of its functions relating to management (including industrial relations and management of its staff), or





disclose positions taken, or to be taken, or plans, procedures, criteria or instructions used or followed, or to be used or followed, for the purpose of any negotiations carried on or being, or to be, carried on by or on behalf of the Government or an FOI body.





(2) Subsection (1) shall not apply in relation to a case in which in the opinion of the head concerned, the public interest would, on balance, be better served by granting than by refusing to grant the FOI request concerned.











30. (1) A head may refuse to grant an FOI request if access to the record concerned could, in the opinion of the head, reasonably be expected to—





(a) prejudice the effectiveness of tests, examinations, investigations, inquiries or audits conducted by or on behalf of an FOI body or the procedures or methods employed for the conduct thereof,











(b) have a significant, adverse effect on the performance by an FOI body of any of its functions relating to management (including industrial relations and management of its staff), or











(c) disclose positions taken, or to be taken, or plans, procedures, criteria or instructions used or followed, or to be used or followed, for the purpose of any negotiations carried on or being, or to be, carried on by or on behalf of the Government or an FOI body.











Parliamentary, court and certain other matters





31. (1) A head shall refuse to grant an FOI request if the record concerned—





would be exempt from production in proceedings in a court on the ground of legal professional privilege,





is such that the head knows or ought reasonably to have known that its disclosure would constitute contempt of court, or


consists of—





the private papers of a member of the European Parliament or a member of a local authority, or





opinions, advice, recommendations, or the results of consultations, considered by—





either House of the Oireachtas or the Chairman or Deputy Chairman or any other member of either such House or a member of the staff of the Houses of the Oireachtas Service for the purposes of the proceedings at a sitting of either such House, or





a committee appointed by either such House or jointly by both such Houses and consisting of members of either or both of such Houses or a member of such a committee or a member of the staff of the Houses of the Oireachtas Service for the purposes of the proceedings at a meeting of such a committee.





(2) A head may refuse to grant an FOI request if the record concerned relates to the appointment or proposed appointment, or the business or proceedings, of—





a tribunal to which the � HYPERLINK "http://www.irishstatutebook.ie/1921/en/act/pub/0007/print.html" �Tribunals of Inquiry (Evidence) Act 1921� applies,





any other tribunal or other body or individual appointed by the Government or a Minister of the Government to inquire into specified matters at least one member, or the sole member, of which holds or has held judicial office or is a barrister or a solicitor, or





any tribunal or other body or individual appointed by either or both of the Houses of the Oireachtas to inquire into specified matters,





and the request is made at a time when it is proposed to appoint the tribunal, body or individual or at a time when the performance of the functions of the tribunal, body or individual has not been completed.




















(3) Subsection (2) does not apply to a record in so far as it relates to the general administration of, or of any offices of, a tribunal or other body or an individual specified in that subsection.





(4) Where an FOI request relates to a record to which subsection (1)(a) applies, or would, if the record existed, apply, and the head concerned is satisfied that the disclosure of the existence or non-existence of the record would be contrary to the public interest, he or she shall refuse to grant the request and shall not disclose to the requester concerned whether or not the record exists.











“Would be exempt from production in proceedings in a court on the ground of legal professional privilege”














Section 31(1)(b) “is such that the head knows or ought reasonably to have known that its disclosure would constitute contempt of court”











          (i)  the private papers of a representative in the European Parliament or a member of a local authority, or














(ii) opinions, advice, recommendations, or the results of consultations, considered by—





either House of the Oireachtas or the Chairman or Deputy Chairman or any other member of either such House or a member of the staff of the Houses of the Oireachtas Service for the purposes of the proceedings at a sitting of either such House, or


(II) a committee appointed by either such House or jointly by both such Houses and consisting of members of either or both of such Houses or a member of such a committee or a member of the staff of the Houses of the Oireachtas Service for the purposes of the proceedings at a meeting of such a committee.








Section 31(2)





(2) A head may refuse to grant an FOI request if the record concerned relates to the appointment or proposed appointment, or the business or proceedings, of—





a tribunal to which the � HYPERLINK "http://www.irishstatutebook.ie/1921/en/act/pub/0007/print.html" �Tribunals of Inquiry (Evidence) Act 1921� applies,





any other tribunal or other body or individual appointed by the Government or a Minister of the Government to inquire into specified matters at least one member, or the sole member, of which holds or has held judicial office or is a barrister or a solicitor, or





any tribunal or other body or individual appointed by either or both of the Houses of the Oireachtas to inquire into specified matters,





and the request is made at a time when it is proposed to appoint the tribunal, body or individual or at a time when the performance of the functions of the tribunal, body or individual has not been completed.














Section 31 (4) - Refusal to confirm or deny  





(4) Where an FOI request relates to a record to which subsection (1)(a) applies, or would, if the record existed, apply, and the head concerned is satisfied that the disclosure of the existence or non-existence of the record would be contrary to the public interest, he or she shall refuse to grant the request and shall not disclose to the requester concerned whether or not the record exists.











                                                                                                                       


Law enforcement and public safety





32. (1) A head may refuse to grant an FOI request if access to the record concerned could, in the opinion of the head, reasonably be expected to—





prejudice or impair—





the prevention, detection or investigation of offences, the apprehension or prosecution of offenders or the effectiveness of lawful methods, systems, plans or procedures employed for the purposes of the matters aforesaid,





the enforcement of, compliance with or administration of any law,





lawful methods, systems, plans or procedures for ensuring the safety of the public and the safety or security of persons and property,





the fairness of criminal proceedings in a court or of civil proceedings in a court or other tribunal,





the security of a penal institution,





the security of a children detention school within the meaning of � HYPERLINK "http://www.irishstatutebook.ie/2001/en/act/pub/0024/sec0003.html" \l "sec3" �section 3� of the � HYPERLINK "http://www.irishstatutebook.ie/2001/en/act/pub/0024/index.html" �Children Act 2001�,





the security of a remand centre designated under � HYPERLINK "http://www.irishstatutebook.ie/2001/en/act/pub/0024/sec0088.html" \l "sec88" �section 88� of the � HYPERLINK "http://www.irishstatutebook.ie/2001/en/act/pub/0024/index.html" �Children Act 2001�,





the security of the Central Mental Hospital,





the security of a building or other structure or a vehicle, ship, boat or aircraft, or





the security of any system of communications, whether internal or external, of the Garda Síochána, the Defence Forces, the Revenue Commissioners or a penal institution,





endanger the life or safety of any person, or





facilitate the commission of an offence





(2) Where an FOI request relates to a record to which subsection (1) applies, or would, if the record existed, apply, and the head concerned is satisfied that the disclosure of the existence or non-existence of the record would have an effect specified in paragraph (a), (b) or (c) of that subsection, he or she shall refuse to grant the request and shall not disclose to the requester concerned whether or not the record exists.














(3) Subsection (1) does not apply to a record—





(a) if it—





discloses that an investigation for the purpose of the enforcement of any law, or anything done in the course of such an investigation or for the purposes of the prevention or detection of offences or the apprehension or prosecution of offenders, is not authorised by law or contravenes any law, or





contains information concerning—





the performance of the functions of an FOI body whose functions include functions relating to the enforcement of law or the ensuring of the safety of the public (including the effectiveness and efficiency of such performance), or





the merits or otherwise or the success or otherwise of any programme, scheme or policy of an FOI body for preventing, detecting or investigating contraventions of the law or the effectiveness or efficiency of the implementation of any such programme, scheme or policy by an FOI body,


and





(b) in the opinion of the head concerned, the public interest would, on balance, be better served by granting than by refusing to grant the request concerned.





(4) For the purposes of subsection (1) “penal institution” means any or all of the following:





(a) a place to which the Prisons Acts 1826 to 2007 apply;





(b) a military prison or detention barrack within the meaning, in each case, of the � HYPERLINK "http://www.irishstatutebook.ie/1954/en/act/pub/0018/index.html" �Defence Act 1954�;





(c) Saint Patrick’s Institution.














(i) the prevention, detection or investigation of offences, the apprehension or prosecution of offenders or the effectiveness of lawful methods, systems, plans or procedures employed for the purposes of the matters aforesaid,











(ii) the enforcement of, compliance with or administration of any law,














(iii) lawful methods, systems, plans or procedures for ensuring the safety of the public and the safety or security of persons and property,

















(iv) the fairness of criminal proceedings in a court or of civil proceedings in a court or other tribunal,














(v) the security of a penal institution,





(vi) the security of a children detention school within the meaning of � HYPERLINK "http://www.irishstatutebook.ie/2001/en/act/pub/0024/sec0003.html" \l "sec3" �section 3� of the � HYPERLINK "http://www.irishstatutebook.ie/2001/en/act/pub/0024/index.html" �Children Act 2001�,





(vii) the security of a remand centre designated under � HYPERLINK "http://www.irishstatutebook.ie/2001/en/act/pub/0024/sec0088.html" \l "sec88" �section 88� of the � HYPERLINK "http://www.irishstatutebook.ie/2001/en/act/pub/0024/index.html" �Children Act 2001�,





(viii) the security of the Central Mental Hospital,





(ix) the security of a building or other structure or a vehicle, ship, boat or aircraft, or





(x) the security of any system of communications, whether internal or external, of the Garda Síochána, the Defence Forces, the Revenue Commissioners or a penal institution,











	(b) endanger the life or safety of any person, or














(c) facilitate the commission of an offence.














(2)  Where an FOI request relates to a record to which subsection (1) applies, or would, if the record existed, apply, and the head concerned is satisfied that the disclosure of the existence or non-existence of the record would have an effect specified in paragraph (a), (b) or (c) of that subsection, he or she shall refuse to grant the request and shall not disclose to the requester concerned whether or not the record exists.








32(3) (a)If it –


(i) discloses that an investigation for the purpose of the enforcement of any law, or anything done in the course of such an investigation or for the purposes of the prevention or detection of offences or the apprehension or prosecution of offenders, is not authorised by law or contravenes any law, or





(ii) contains information concerning­





the performance of the functions of an FOI body whose functions include functions relating to the enforcement of law or the ensuring of the safety of the public (including the effectiveness and efficiency of such performance), or


the merits or otherwise or the success or  otherwise of any programme, scheme or policy of an FOI body for preventing, detecting or investigating contraventions of the law or the effectiveness or efficiency of the implementation of any such programme, scheme or policy by an FOI body,











(b)  in the opinion of the head concerned, the public interest would, on balance, be better served by granting than by refusing to grant  the request concerned.











Security, defence and international relations


33.­(1)  A head may refuse to grant a FOI request in relation to a record (and in particular but without prejudice to the generality otherwise of this subsection, to a record to which subsection (2) applies if, in the opinion of the head, access to it could reasonably be expected to affect adversely­





(a)	the security of the State,





(b)	the defence of the State,





(c)	matters relating to Northern Ireland, or 





(d)    the international relations of the State.








(2)  This subsection applies to a record that –





contains information that relates to the tactics, strategy or operations of the Defence Forces in or outside the State, or





containts a communication between a Minister of the Government or his or her Department or Office and a diplomatic mission or consular post in the State or of the State or a communication between the Government or an officer of a Minister of the Government or another person acting on behalf of such a Minister and another government or a person acting on behalf of another government – 





other than where such information was communicated in confidence or relates to negotiations between the State and the other state in question or in relation to such a state, or is a record of that other state containing information the disclosure of which is prohibited by that state, or





other than a record containing analysis, opinions, advice, recommendations and the results of consultations or information the release of which, in the opinion of the head, could reasonably be expected to affect adversely the international relations of the State,





in which case (that is to say, either of the cases falling within subparagraph (i) or (ii), the request shall be refused.











(3) A head shall refuse to grant an FOI request if the record concerned -  





contains information that was obtained or prepared for the purpose of intelligence in respect of the security or defence of the State, 





contains information that relates to the detection, prevention or suppression of activities calculated or tending to undermine the public order or the authority of the State (which expression has the same meaning as in section 2 of the Offences against the State Act 1939), or





contains information communicated in confidence –





to any person in or outside the State from any person in or outside the State (including any law enforcement agency) and relating to a matter referred to in subsection (1), or to the protection of human rights and expressed by the latter person to be confidential or to be communicated in confidence,





from, to, or within an international organisation of states or a subsidiary organ of such an organisation or an institution or body of the European Union, or relates to negotiations between the State and such an organisation, organ, institution or within or in relation to such an organisation, organ, institution or body, or is a record of such a body containing information the disclosure of which is prohibited by the organisation, organ, institution or body, or





(iii)	(whether generated in the State or elsewhere) in the possession of a public body in relation to planning for, or responses to, threats or incidents in respect of network and information security.





(4)  Where an FOI request relates to a record to which subsection (1) applies, or


would, if the record existed, apply, and the head concerned is satisfied that the disclosure of the existence or non-existence of the record would prejudice a matter referred to in that subsection, he or she shall refuse to grant the request and shall not disclose to the requester concerned whether or not the record exists.








33.­(1)  A head may refuse to grant a FOI request in relation to a record (and in particular but without prejudice to the generality otherwise of this subsection, to a record to which subsection (2) applies if, in the opinion of the head, access to it could reasonably be expected to affect adversely­





(a)	the security of the State,





(b)	the defence of the State,





(c)	matters relating to Northern Ireland, or 





(d)    the international relations of the State.











(2)  This subsection applies to a record that –





contains information that relates to the tactics, strategy or operations of the Defence Forces in or outside the State, or





contains a communication between a Minister of the Government or his or her Department or Office and a diplomatic mission or consular post in the State or of the State or a communication between the Government or an officer of a Minister of the Government or another person acting on behalf of such a Minister and another government or a person acting on behalf of another government – 





other than where such information was communicated in confidence or relates to negotiations between the State and the other state in question or in relation to such a state, or is a record of that other state containing information the disclosure of which is prohibited by that state, or





(ii)	other than a record containing analysis, opinions, advice, recommendations and the results of consultations or information the release of which, in the opinion of the head, could reasonably be expected to affect adversely the international relations of the State,





in which case (that is to say, either of the cases falling within subparagraph (i) or (ii), the request shall be refused.











(3) A head shall refuse to grant an FOI request if the record concerned -  





contains information that was obtained or prepared for the purpose of intelligence in respect of the security or defence of the State, 





contains information that relates to the detection, prevention or suppression of activities calculated or tending to undermine the public order or the authority of the State (which expression has the same meaning as in section 2 of the Offences against the State Act 1939), or





contains information communicated in confidence –





to any person in or outside the State from any person in or outside the State (including any law enforcement agency) and relating to a matter referred to in subsection (1), or to the protection of human rights and expressed by the latter person to be confidential or to be communicated in confidence,





from, to, or within an international organisation of states or a subsidiary organ of such an organisation or an institution or body of the European Union, or relates to negotiations between the State and such an organisation, organ, institution or within or in relation to such an organisation, organ, institution or body, or is a record of such a body containing information the disclosure of which is prohibited by the organisation, organ, institution or body, or





(iii)	(whether generated in the State or elsewhere) in the possession of a public body in relation to planning for, or responses to, threats or incidents in respect of network and information security.











information communicated in confidence to any person in or outside the State from any person in or outside the State (including a law enforcement agency) and relating to a matter referred to in subsection (1), or to the protection of human rights and expressed by the latter person to be confidential or to be communicated in confidence 











Information communicated in confidence from, to, or within an international organisation of states or a subsidiary organ of such an organisation or an institution or body of the European Union, or relates to negotiations between the State and such an organisation, organ, institution or within or in relation to such an organisation, organ, institution or body, or is a record of such a body containing information the disclosure of which is prohibited by the organisation, organ, institution or body











Information communicated in confidence (whether generated in the State or elsewhere) in the possession of a public body in relation to planning for, or responses to, threats or incidents in respect of network and information security. 








33 (4) Where an FOI request relates to a record to which subsection (1) applies, or would, if the record existed, apply, and the head concerned is satisfied that the disclosure of the existence or non-existence of the record would prejudice a matter referred to in that subsection, he or she shall refuse to grant the request and shall not disclose to the requester concerned whether or not the record exists.














Conclusiveness of certain decisions pursuant to sections 32 and 33





34.­ (1) (a)  Subject to paragraph (b), where­


 


(i)	a Minister of the Government or the head of an FOI body (other than a Department of State) in relation to which functions stand conferred on that Minister of the Government­


 


 (I)	pursuant to section 13, refuses to grant an FOI request to him or her, or


 


 (II)	pursuant to section 21, upholds a decision, or decides, to refuse to grant an FOI request,  because he or she is satisfied that, by virtue of section 32 or 33, the record concerned is an exempt record, and


 


 (ii)	the Minister of the Government is satisfied, that the record is of sufficient sensitivity or seriousness to justify his or her doing so the Minister of the Government may declare, in a certificate issued by him or her (''a certificate"), that the record is, by virtue of section 32, or 33, an exempt record.


 


   (b)	A Minister of the Government shall not issue a certificate in respect of a record the subject of a decision referred to in clause (I) or (II) of paragraph (a)(i) by the head of an FOI body (other than a Department of State) unless he or she has been requested by the head, in writing or such other form as may be determined, to do so.


 


 (2)  Where an application is made to a head for the review under section 21 of a decision to refuse to grant an FOI request, a certificate shall not be issued in respect of the record concerned more than 3 weeks after the date of the receipt of the application by that head.





(3)    While a certificate is in force­


 


     (a)	the record to which it relates shall, subject to this Act, be deemed conclusively to be an exempt record, and





     (b)	an application for a review under section 21 or 22, as may be appropriate, of the decision concerned under section 13 or 21 in relation to the record shall not lie.


 











(4) A document purporting to be a certificate and to be signed by a Minister of the Government shall, unless the contrary is proved, be deemed to be a certificate of that Minister of the Government and to be in force and shall be received in any proceedings in a court or under section 21 or 22 without further proof.


 


(5)  A certificate shall specify­


 


     (a)	the FOI request concerned,


 


     (b)	the provisions of section 32 or 33, as may be appropriate, by reference to which the record to which it relates is an exempt record,


 


     (c)	the date on which the certificate is signed by the Minister of the Government concerned and the date of its expiration, and


 


     (d)	the name of the requester,


 


 and shall be signed by the Minister of the Government by whom it is issued.


 


(6)  Upon the issue of a certificate, the Minister of the Government concerned shall cause­


 


 	   (a)	a copy of the certificate to be furnished forthwith to the requester concerned, and


 


    (b)	a copy of the certificate and a statement in writing of the reasons why the record to which it relates is an exempt record and of the matter by reference to which the Minister of the Government is satisfied that subsection (1)(a)(ii) applies to the record to be furnished forthwith to the Taoiseach and such other Ministers of the Government as may be prescribed.





(7) (a) Subject to paragraph (b), the Taoiseach, jointly with any other Ministers of the Government standing prescribed under subsection (6), shall – 


			


			(i) as soon as may be after 1 January 2015, review the operation of subsection (1), and





(ii)on the expiration of each period of 12 months (or such other period not exceeding 24 months in length as may be prescribed) from that date, review the operation of subsection(1) during that period.








      











(b) A Minister of the Government shall not take part in a review under this subsection in so far as it relates to a certificate issued by him or her but may make submissions to the other Ministers of the Government concerned in relation to the part of such a review in which he or she is precluded as aforesaid from taking part.


 


(c) If, following a review under this subsection, the Ministers of the Government concerned are not satisfied­ 





that a record to which the certificate concerned relates is an exempt record, or





 that any of the information contained in the record is of sufficient sensitivity or seriousness to justify the continuance in force of the certificate,


 


		they shall request the Minister of the Government concerned to revoke the certificate.


 


(d)	 A Minister of the Government may, for the purposes of a review by that Minister of the Government under this subsection, examine all relevant records held by or on behalf of or under the control of another head.


 


 


(8)      (a)	The Taoiseach may, at any time, review the operation of subsection (1) in so far as it relates to any other Minister of the Government or the issue of a particular certificate by another Minister of the Government.


 


 (b) Paragraphs (c) and (d) of subsection (7) shall have effect in relation to a review under this subsection with the necessary modifications.


 


(9)  A Minister of the Government may, and shall, if so requested pursuant to subsection (7)(c), by instrument signed by him or her, revoke a certificate issued by that Minister of the Government and, if he or she does so, he or she shall cause the requester concerned to be furnished forthwith with a copy of the instrument.





 (10)  If a certificate or the decision concerned under section 13 or 21 in relation to a record to which a certificate relates is annulled by the High Court under section 24, the certificate shall thereupon expire.





 











(11)  A Minister of the Government shall, in each year after the year in which this section comes into operation, cause to be prepared and furnished to the Commissioner a report in writing specifying the number of certificates issued by him or her in the preceding year and the provisions of section 32 or 33, as may be appropriate, by virtue of which, pursuant to section 13, the grant of the FOI request concerned was refused, or, pursuant to section 21, a decision to uphold a decision to refuse to grant, the FOI request concerned was made.





(12)  Where a certificate is revoked or has expired and another certificate is not in force in relation to the record concerned or the certificate is annulled under section 24, the requester concerned may make an application for a review under section 21 or 22, as may be appropriate, of the decision concerned under section 13 or 21 not later than 28 days after the date of the revocation, expiration or annulment, as the case may be.


 





 (13) Subject to subsections (9) and (10), a certificate shall remain in force for a period of 2 years after the date on which it is signed by the Minister of the Government concerned and shall then expire, but a Minister of the Government may, at any time, issue a certificate under this section in respect of a record in relation to which a certificate had previously been issued unless pursuant to­


 


    	(a)	a decision (which has not been reversed) following a review under section 21 or 22, or


 


    	(b)	a decision under section 24 on an appeal to the High Court,


 


 the record is not an exempt record.














�






34. ­(1) (a)  Subject to paragraph (b), where­


 


 (i)	a Minister of the Government or the head of an FOI body (other than a Department of State) in relation to which functions stand conferred on that Minister of the Government­


 


 (I)	pursuant to section 13, refuses to grant an FOI request to him or her, or


 


 (II)	pursuant to section 21, upholds a decision, or decides, to refuse to grant an FOI request,


 


because he or she is satisfied that, by virtue of section 32 or 33, the record concerned is an exempt record, and


 


 (ii) the Minister of the Government is satisfied, that the record is of sufficient sensitivity or seriousness to justify his or her doing so,


 


the Minister of the Government may declare, in a certificate issued by him or her (''a certificate"), that the record is, by virtue of section 32 or 33, an exempt record





(b) A Minister of the Government shall not issue a certificate in respect of a record the subject of a decision referred to in clause (I) or (II) of paragraph (a)(i) by the head of an FOI body (other than a Department of State) unless he or she has been requested by the head, in writing or such other form as may be determined, to do so.











�









(2)  Where an application is made to a head for the review under section 21 of a decision to refuse to grant an FOI request, a certificate shall not be issued in respect of the record concerned more than 3 weeks after the date of the receipt of the application by that head.








(3)  While a certificate is in force­


 


     (a)	the record to which it relates shall, subject to the provisions of this Act, be deemed conclusively to be an exempt record, and





     (b)	an application for a review under section 21 or 22, as may be appropriate, of the decision concerned under section 13 or 21 in relation to the record shall not lie.








(4) A document purporting to be a certificate and to be signed by a Minister of the Government shall, unless the contrary is proved, be deemed to be a certificate of that Minister of the Government and to be in force and shall be received in any proceedings in a court or under section 21 or 22 without further proof.











(5)  A certificate shall specify­


 


     (a)	the FOI request concerned,


     (b)	the provisions of section 32 or 33, as may be appropriate, by reference to which the record to which it relates is an exempt record,


     (c)	the date on which the certificate is signed by the Minister of the Government concerned and the date of its expiration, and


     (d)	the name of the requester,


 


 and shall be signed by the Minister of the Government by whom it is issued.








(6)  Upon the issue of a certificate, the Minister of the Government concerned shall cause­


 


 	   (a)	a copy of the certificate to be furnished forthwith to the requester concerned, and


(b)	a copy of the certificate and a statement in writing of the reasons why the record to which it relates is an exempt record and of the matter by reference to which the Minister of the Government is satisfied that subsection (1)(a)(ii) applies to the record to be furnished forthwith to the Taoiseach and such other Ministers of the Government as may be prescribed.











(7) (a) Subject to paragraph (b), the Taoiseach, jointly with any other Ministers of the Government standing prescribed under subsection (6), shall – 


			


as soon as may be after 1 January 2015, review the operation of subsection (1), and





on the expiration of each period of 12 months (or such other period not exceeding 24 months in length as may be prescribed) from that date, review the operation of subsection(1) during that period.





      (b)	A Minister of the Government shall not take part in a review under this subsection in so far as it relates to a certificate issued by him or her but may make submissions to the other Ministers of the Government concerned in relation to the part of such a review in which he or she is precluded as aforesaid from taking part.





(c) If, following a review under this subsection, the Ministers of the Government concerned are not satisfied­ 





that a record to which the certificate concerned relates is an exempt record, or





that any of the information contained in the record is of sufficient sensitivity or seriousness to justify the continuance in force of the certificate,


 


they shall request the Minister of the Government concerned to revoke the certificate.


 


 (d) A Minister of the Government may, for the purposes of a review by that Minister of the Government under this subsection, examine all relevant records held by or on behalf of or under the control of another head.











(8)   (a)	The Taoiseach may, at any time, review the operation of subsection (1) in so far as it relates to any other Minister of the Government or the issue of a particular certificate by another Minister of the Government.


 


(b)	  Paragraphs (c) and (d) of subsection (7) shall have effect in relation to review under this subsection with the necessary modifications.


 








(9)  A Minister of the Government may, and shall, if so requested pursuant to subsection (7)(c), by instrument signed by him or her, revoke a certificate issued by that Minister of the Government and, if he or she does so, he or she shall cause the requester concerned to be furnished forthwith with a copy of the instrument.








(10)  If a certificate or the decision concerned under section 13 or 21 in relation to a record to which a certificate relates is annulled by the High Court under section 24, the certificate shall thereupon expire.











(11)  A Minister of the Government shall, in each year after the year in which this section comes into operation, cause to be prepared and furnished to the Commissioner a report in writing specifying the number of certificates issued by him or her in the preceding year and the provisions of section 32 or 33, as may be appropriate, by virtue of which, pursuant to section 13, the grant of the FOI request concerned was refused, or, pursuant to section 21, a decision to uphold a decision to refuse to grant, the FOI request concerned was made.








(12)  Where a certificate is revoked or has expired and another certificate is not in force in relation to the record concerned or the certificate is annulled under section 24, the requester concerned may make an application for a review under section 21 or 22, as may be appropriate, of the decision concerned under section 13 or 21 not later than 28 days after the date of the revocation, expiration or annulment, as the case may be.








(13) Subject to subsections (9) and (10), a certificate shall remain in force for a period of 2 years after the date on which it is signed by the Minister of the Government concerned and shall then expire, but a Minister of the Government may, at any time, issue a certificate under this section in respect of a record in relation to which a certificate had previously been issued unless pursuant to­


 


a decision (which has not been reversed) following a review under section 21 or 22, or





a decision under section 24 on an appeal to the High Court,


 


 the record is not an exempt record.











Information obtained in confidence





Subject to the provisions of this section, a head shall refuse to grant an FOI request  if­





the record concerned contains information given to an FOI body in confidence and on the understanding that it would be treated by it as confidential (including such information as aforesaid that a person was required by law, or could have been required by the body pursuant to law, to give to the body) and, in the opinion of the head, its disclosure would be likely to prejudice the giving to the body of further similar information from the same person or other persons and it is of importance to the body that such further similar information as aforesaid should continue to be given to the body, or





disclosure of the information concerned would constitute a breach of a duty of confidence provided for by a provision of an agreement or enactment (other than a provision specified in column (3) in Part 1 or 2 of Schedule 3 of an enactment specified in that Schedule) or otherwise by law.





Subsection (1) shall not apply to a record which is prepared by a head or any other person (being a director, or member of the staff of, an FOI body or a service provider) in the course of the performance of his or her functions unless disclosure of the information concerned would constitute a breach of a duty of confidence that is provided for by an agreement or statute or otherwise by law and is owed to a person other than an FOI body or head or a director, or member of the staff of, an FOI body or of such a service provider.





Subject to section 38, subsection (1)(a) shall not apply in relation to a case in which, in the opinion of the head concerned, the public interest would, on balance, be better served by granting than by refusing to grant the FOI request concerned.





Where–


An FOI request relates to a record to which subsection (1) applies but to which subsections (2) and (3) do not apply or would not, if the record existed, apply, and





in the opinion of the head concerned, the disclosure of the existence or non-existence of the record would have an effect specified in subsection (1),





he or she shall refuse to grant the request and shall not disclose to the requester concerned whether or not the record exists.





(5)  Subject to section 2, in this section “record” includes information conveyed in confidence in person, by telephone, electronically or in writing (including a written note taken of a phone message by a person authorised to receive such a message).








It is the circumstances in which the information was imparted and received that is important in determining whether these first two elements in 35(1)(a) are met. Macken J in her judgment in the Rotunda case stated that what is protected under section 26(1)(a) [now section 35(1)(a) of the 2014 Act] - "stems from the circumstances in which the material is given, and not from the nature of the material itself".








“the record concerned contains information given to an FOI body in confidence and on the understanding that it would be treated as confidential”








“its disclosure would be likely to prejudice the giving to a body of further similar information from the same person or other persons”








“it is of importance to a body that such further similar information should continue to be provided”








(b) disclosure of the information concerned would constitute a breach of a duty of confidence provided for by a provision of an agreement or enactment (other than a provision specified in column (3) in Part 1 or 2 of Schedule 3 of an enactment specified in that Schedule) or otherwise by law.











Subject to section 38, subsection (1)(a) shall not apply in relation to a case in which, in the opinion of the head concerned, the public interest would, on balance, be better served by granting than by refusing to grant the FOI request concerned.








Where–


An FOI request relates to a record to which subsection (1) applies but to which subsections (2) and (3) do not apply or would not, if the record existed, apply, and





in the opinion of the head concerned, the disclosure of the existence or non-existence of the record would have an effect specified in subsection (1),





he or she shall refuse to grant the request and shall not disclose to the requester concerned whether or not the record exists.








Commercially sensitive information





36. 	(1) Subject to subsection (2), a head shall refuse to grant an FOI request 	 if the record concerned contains­





(a)	trade secrets of a person other than the requester concerned,





(b)	financial, commercial, scientific or technical or other information whose disclosure could reasonably be expected to result in a material financial loss or gain to the person to whom the information relates, or could prejudice the competitive position of that person in the conduct of his or her profession or business or otherwise in his or her occupation, or





(c)	information whose disclosure could prejudice the conduct or outcome of contractual or other negotiations of the person to whom the information relates.





(2)  A head shall grant an FOI request to which subsection (1) relates if­





the person to whom the record concerned relates consents, in writing or in such other form as may be determined, to access to the record being granted to the requester concerned,





information of the same kind as that contained in the record in respect of persons generally or a class of persons that is, having regard to all the circumstances, of significant size, is available to the general public,





the record relates only to the requester,





 information contained in the record was given to the FOI body concerned by the person to whom it relates and the person was informed on behalf of the body, before its being so given, that the information belongs to a class of information that would or might be made available to the general public, or





disclosure of the information concerned is necessary in order to avoid a serious and imminent danger to the life or health of an individual or to the environment,





but, in a case falling within paragraph (a) or (c), the head shall ensure that, before granting the request, the identity of the requester or, as the case may be, the consent of the person is established to the satisfaction of the head.





(3)  Subject to section 38, subsection (1) does not apply in relation to a case in which, in the opinion of the head concerned, the public interest would, on balance, be better served by granting than by refusing to grant the FOI request.





Where-





An FOI request relates to a record to which subsection (1) applies but  to which subsections (2) and (3) do not apply or would not, if the record existed, apply, and


in the opinion of the head concerned the disclosure of the existence or non-existence of the record would have an effect specified in subsection (1),





he or she shall refuse to grant the request and shall not disclose to the requester concerned whether or not the record exists.   








Where-





an FOI request relates to a record to which subsection (1) applies but to which subsections (2) and (3) do not apply or would not, if the record existed, apply, and





in the opinion of the head concerned the disclosure of the existence or non-existence of the record would have an effect specified in subsection (1),





he or she shall refuse to grant the request and shall not disclose to the requester concerned whether or not the records exists 











36(2)(a) the person to whom the record relates consents, in writing or in such other form as may be determined, to access to the record being granted to the requester concerned








36(2)(b) information of the same kind as that contained in the record in respect of persons generally or a class of persons that is, having regard to all the circumstances, of significant size, is available to the general public











36(2)(c) the record relates only to the requester








36(2) (d) information contained in the record was given to the FOI body concerned by the person to whom it relates and the person was informed on behalf of the body, before its being so given, that the information belongs to a class of information that would or might be made available to the general public, or











36(2)(e) disclosure of the information concerned is necessary in order to avoid a serious and imminent danger to the life or health of an individual or to the environment











Personal information





37.­(1)  Subject to this section, a head shall refuse to grant an FOI request if, in the opinion of the head, access to the record concerned would involve the disclosure of personal information (including personal information relating to a deceased individual).





(2)  Subsection (1) does not apply if­





(a) subject to subsection (3), the information concerned relates to the requester concerned,





(b) any individual to whom the information relates consents, in writing or such other form as may be determined, to its disclosure to the requester,





(c) information of the same kind as that contained in the record in respect of individuals generally, or a class of individuals that is, having regard to all the circumstances, of significant size, is available to the general public,





(d) the information was given to the FOI body concerned by the individual to whom it relates and the individual was informed on behalf of the body, before its being so given, that the information belongs to a class of information that would or might be made available to the general public, or





(e) disclosure of the information is necessary in order to avoid a serious and imminent danger to the life or health of an individual,





but, in a case falling within paragraph (a) or (b), the head concerned shall ensure that, before the FOI request concerned is granted, the identity of the requester or, as the case may be, the consent of the individual is established to the satisfaction of the head.





(3)  Where an FOI request relates to­





(a) a record of a medical or psychiatric nature relating to the requester concerned, or





(b) a record kept for the purposes of, or obtained in the course of the carrying out of, social work in relation to the requester,





and, in the opinion of the head concerned, disclosure of the information concerned to the requester might be prejudicial to his or her physical or mental health, well-being or emotional condition, the head may decide to refuse to grant the request.





(4)  Where, pursuant to subsection (3), a head refuses to grant an FOI request 





(a) there shall be included in the notice under section 13(1) in relation to the matter a statement to the effect that, if the requester requests the head to do so, the head will offer access to the record concerned, and keep it available for that purpose, in accordance with section 13(3) to such health professional having expertise in relation to the subject matter of the record as the requester may specify, and

















(b) if the requester so requests the head, he or she shall offer access to the record to such health professional as aforesaid, and keep it available for that purpose, in accordance with section 13(3).





(5)  Where, as respects an FOI request the grant of which would, but for this subsection, fall to be refused under subsection (1), in the opinion of the head concerned, on balance­





(a) the public interest that the request should be granted outweighs the public interest that the right to privacy of the individual to whom the information relates should be upheld, or





(b) the grant of the request would benefit the individual aforesaid,





the head may, subject to section 38, grant the request.





(6) Where-





an FOI request relates to a record to which subsection (1) applies but to which subsections (2) and (5) do not apply or would not, if the record existed, apply, and





in the opinion of the head concerned the disclosure of the existence or non-existence of the record would have the effect specified in subsection (1),





he or she shall refuse to grant the request and shall not disclose to the requester concerned whether or not the record exists.





(7)  Notwithstanding paragraph (a) of subsection (2), a head shall, subject to paragraphs (b) to (e) of that subsection and subsections (5) and (8), refuse to grant an FOI request if, in the opinion of the head, access to the record concerned would, in addition to involving the disclosure of personal information relating to the requester, also involve the disclosure of personal information relating to an individual or individuals other than the requester.  





 (8)  Notwithstanding subsection (1), the Minister may provide by regulations for the grant of an FOI request where ­





(a) the individual to whom the record concerned relates belongs to a class specified in the regulations and the requester concerned is the parent or guardian of the individual, or





(b) the individual to whom the record concerned relates is dead and the requester concerned is a member of a class specified in the regulations.





(9) In this section ''health professional" means a medical practitioner, within the meaning of the Medical Practitioners Act, 2007, a registered dentist, within the meaning of the Dentists Act, 1985, or a member of any other class of health worker or social worker standing prescribed, after consultation with such (if any) other Ministers of the Government as the Minister considers appropriate.











(a) the public interest that the request should be granted outweighs the public interest that the right to privacy of the individual to whom the information relates should be upheld, or





(b) the grant of the request would benefit the individual aforesaid











Section 37(6) Refusal to Confirm or Deny Provision





(6) Where-


(a) an FOI request relates to a record to which subsection (1) applies but to which subsections (2) and (5) do not apply or would not, if the record existed, apply, and





(b) in the opinion of the head concerned the disclosure of the existence or non-existence of the record would have the effect specified in subsection (1),





he or she shall refuse to grant the request and shall not disclose to the requester concerned whether or not the record exists.








Section 37(7) Privacy rights of Third Parties (includes minors or deceased persons)





(7)  Notwithstanding paragraph (a) of subsection (2), a head shall, subject to paragraphs (b) to (e) of that subsection and subsections (5) and (8), refuse to grant an FOI request if, in the opinion of the head, access to the record concerned would, in addition to involving the disclosure of personal information relating to the requester, also involve the disclosure of personal information relating to an individual or individuals other than the requester.  











Section 37(2)(a) subject to subsection (3), the information concerned relates to the requester concerned











Section 37(2)(b) any individual to whom the information relates consents, in writing or such other form as may be determined, to its disclosure to the requester











Section 37(2)(c) information of the same kind as that contained in the record in respect of individuals generally, or a class of individuals that is, having regard to all the circumstances, of significant size, is available to the general public








Section 37(2)(d) the information was given to the FOI body concerned by the individual to whom it relates and the individual was informed on behalf of the body, before its being so given, that the information belongs to a class of information that would or might be made available to the general public














Section 37(2)(e) disclosure of the information is necessary in order to avoid a serious and imminent danger to the life or health of an individual











Procedure in relation to certain FOI requests to which section 35, 36 or 37 applies





38.­(1)  In this section ''a request to which this section applies" means  an FOI request to which section 35(3) or 36(3) applies or to which section 37(5)(a) applies and which, apart from this section, would fall to be granted.





(2)  Subject to subsection (6), before deciding whether to grant a request to which this section applies, a head shall, not later than 2 weeks after the receipt of the request­





(a) if the request is one to which section 35(3) applies, cause the person who gave the information concerned to the FOI body concerned and, if the head considers it appropriate, the person to whom the information relates, or





(b) if the request is one to which section 36(3) or 37(5)(a) applies, cause the person to whom the information relates,





to be notified, in writing or in such other form as may be determined­





of the request and that, apart from this section, it falls, in the public interest, to be granted,





that the person may, not later than 3 weeks after the receipt of  the notification, make submissions to the head in relation to the request, and





that the head will consider any such submissions before deciding whether to grant or refuse to grant the request.





(3)(a)  The head may, as respects a request to which this section applies received by him or her, extend the period specified in subsection (2) for compliance with that subsection by such period as he or she considers necessary but not exceeding a period of 2 weeks if in the opinion of the head–





the request relates to such number of records, or





the number of persons required by subsection (2) to be notified of the matters referred to in paragraphs (i) to (iii) of that subsection is such,





that compliance with that subsection within the period specified therein is not reasonably possible.





(b)	Where a period is extended under this subsection, the head concerned shall cause notice in writing, or in such other form as may be determined, to be given to the requester concerned, before the expiration of the period, of the extension and the period thereof and reasons therefor.














(c)	The reference in subsection (2) to 2 weeks shall be construed in accordance with any extension under this subsection of that period.





(4)  A person who receives a notification under subsection (2) may, not later than 3 weeks after such receipt, make submissions to the head concerned in relation to the request to which this section applies referred to in the notification and the head­





shall consider any such submissions so made before deciding whether to grant the request,





shall cause the person to be notified in writing or in such other form as may be determined of the decision, and





(c) if the decision is to grant the request, shall cause to be included in the notification particulars of the right of review of the decision under section 22, the procedure governing the exercise of that right and the time limit governing such exercise.





(5)  Subject to subsection (6), a head shall make a decision whether to grant a request to which this section applies, and shall comply with subsection (4) in relation thereto, not later than 2 weeks after­





    (a)  the expiration of the time specified in subsection (4), or





    (b)  the receipt of submissions under that subsection in relation to the request from those concerned,





whichever is the earlier, and section 13(1) shall be construed and shall have effect accordingly.





(6)  If, in relation to a request to which this section applies, the head concerned is unable to comply with subsection (2), having taken all reasonable steps to do so, the head shall, if the Commissioner consents to the non-compliance, make a decision whether to grant or refuse the request not later than 7 weeks after the receipt of the request and in such a case section 13(1) shall be construed and shall have effect accordingly.





(7)  If, in relation to a request to which this section applies, the Commissioner does not consent, pursuant to subsection (6), to non-compliance with subsection (2), he or she shall direct the head concerned to take specified steps within a specified period for the purpose of complying with subsection (2) and if, having taken those steps within that period or such further period as the Commissioner may specify, the head is unable to comply with that subsection, he or she shall, as soon as may be, make a decision whether to grant or refuse the request.








Research and natural resources





39(1) A head may refuse to grant an FOI request if, in the opinion of the head­





(a)	the record concerned contains information in relation to research being or to be carried out by or on behalf of an FOI body and disclosure of the information or its disclosure before the completion of the research would be likely to expose the body, any person who is or will be carrying out the research on behalf of the body or the subject matter of the research to serious disadvantage, or





(b)	disclosure of information contained in the record could reasonably be expected to prejudice the well-being of a cultural, heritage or natural resource or a species, or the habitat of a species, of flora or fauna.





(2)  Subsection (1) does not apply in relation to a case in which, in the opinion of the head concerned, the public interest would, on balance, be better served by granting than by refusing to grant the FOI request concerned.














(2) Subsection (1) does not apply in relation to a case in which, in the opinion of the head concerned, the public interest would, on balance, be better served by granting than by refusing to grant the request under section 12 concerned.’








Financial and economic interests of the State





40.—(1) A head may refuse to grant an FOI request in relation to a record (and, in particular, but without prejudice to the generality otherwise of this subsection, to a record to which subsection (2) applies) if, in the opinion of the head—





access to the record could reasonably be expected to have a serious adverse effect on the ability of the Government to manage the national economy, or on the financial interests of the state.





premature disclosure of information contained in the record could reasonably be expected to result in undue disturbance of the ordinary course of business generally, or any particular class of business, in the State and access to the record would involve disclosure of the information that would, in all the circumstances, be premature, or





access to the record could reasonably be expected to have a negative impact on decisions by enterprises to invest or expand in the State, on their research activities or on the effectiveness of the industrial development strategy of the State, particularly in relation to the strategies of other states or,   





access to the record could reasonably be expected to result in an unwarranted benefit or loss to a person or class of persons.      





   (2)  This subsection applies to a record relating to—





  rates of exchange or the currency of the State,





taxes, revenue duties or other sources of income for the State, a local authority or any other public body,





interest rates,





borrowing by or on behalf of the State or a public body,





the regulation or supervision by or on behalf of the State or a public body of the business of banking or insurance or the lending of money or of other financial business or of institutions or other persons carrying on any of the businesses aforesaid,





dealings in securities or foreign currency,





the regulation or control by or on behalf of the State or a public body of wages, salaries or prices,





proposals in relation to expenditure by or on behalf of the State or a public body including the control, restriction or prohibition of any such expenditure, 























property or other assets held by or on behalf of the State or a public body and transactions or proposed or contemplated transactions involving such property, or other assets,





foreign investment in enterprises in the State,





industrial development in the State,





trade between persons in the State and persons outside the State,





trade secrets or financial, commercial, industrial, scientific or technical information belonging to the State or a public body that are of substantial value or reasonably likely to be of substantial value,





information the disclosure of which could reasonably be expected to affect adversely the competitive position of a public body in relation to activities carried on by it on a commercial basis, 





the economic or financial circumstances of a public body,





investment or provision of financial support by or on behalf of the State or a public body,





liabilities of the State or a public body, or





advising on or managing public infrastructure projects, including public private partnership arrangements (within the meaning of the State Authorities (Public Private Partnership Arrangements) Act 2002). 





(3)  Subsection (1) does not apply in relation to a case in which, in the opinion of the head concerned, the public interest would, on balance, be better served by granting than by refusing to grant the FOI request concerned.








access to the record could reasonably be expected to have a serious adverse effect on the ability of the government to manage the national economy or on the financial interests of the State”.    








premature disclosure of information contained in the record could reasonably be expected to result in undue disturbance of the ordinary course of business generally, or any particular class of business, in the State and access to the record would disclosure of the information that would , in all circumstances be premature 











“Access to the record could reasonably be expected to have a negative impact on decisions by enterprises to invest or expand in the State, on their research activities or on the effectiveness of the industrial development strategy of the State, particularly in relation to the strategies of other states,”





This exemption may apply, where, access could reasonably be expected to have a negative impact on decisions by enterprises to invest or expand in the state. This also includes any research activities and also the effectiveness of the industrial development strategy of the state or other states.














access to the record could reasonably be expected to result  in an unwarranted benefit or loss to a person  or class of persons” 








Subsection (1) does not apply in relation to a case in which, in the opinion of the head concerned, the public interest would, on balance, be better served by granting than refusing to grant the FOI request concerned.








Enactments relating to non-disclosure of records





41.-(1)  A head shall refuse to grant an FOI request if ­





(a)	the disclosure of the record concerned is prohibited by law of the European Union or any enactment (other than a provision specified in column (3) of Part 1 or 2 of Schedule 3 of an enactment specified in that Schedule), or





(b)	the non-disclosure of the record is authorised by any such enactment in certain circumstances and the case is one in which the head would, pursuant to the enactment, refuse to disclose the record.





(2)  A joint committee of both Houses of the Oireachtas shall, if authorised in that behalf by both such Houses (and such a committee so authorised is referred to subsequently in this section as ''the committee")­





(a)	review from time to time the operation of any provisions of any enactment that authorise or require the non-disclosure of a record (other than a provision specified in the said column (3)) for the purpose of ascertaining whether, having regard to the provisions, purposes and spirit of this Act­





(i)	any of those provisions should be amended or repealed, or





(ii)	a reference to any of them should be included in the said column (3),


and





(b)	prepare and furnish to each such House a report in writing of the results of the review aforesaid and, if it considers it appropriate to do so, include in the report recommendations in relation to the amendment, repeal or continuance in force of, or the inclusion in the said column (3) of a reference to, any of those provisions.





(3)  A Minister of the Government shall, in accordance with subsection (6), prepare and furnish to the committee reports in writing­





(a)	specifying, as respects any enactments that confer functions on that Minister of the Government or on an FOI body in relation to which functions are vested in that Minister of the Government, any provisions thereof that authorise or require the nondisclosure of a record, and


(b)	specifying whether, in the opinion of that Minister of the Government and (where appropriate) any such FOI body, formed having regard to the provisions, purposes and spirit of this Act­





(i)	any of the provisions referred to in paragraph (a) should be amended, repealed or allowed to continue in force, or





(ii)	a reference to any of them should be included in the said column (3),





 and outlining the reasons for the opinion.




















(4)  A Minister of the Government shall cause a copy of a report prepared by him or her under subsection (3) to be furnished to the Commissioner and to be laid before each House of the Oireachtas.





(5)  The Commissioner may, and shall, if so requested by the committee, furnish to the committee his or her opinion and conclusions in relation to a report under subsection (3) or any matter contained in or arising out of such a report or any matter relating to or arising out of the operation of this section.





(6)  The first report under subsection (3) of a Minister of the Government shall be furnished by him or her in accordance with that subsection not later than 30 days after the fifth anniversary of the day on which the last previous report, under section 32(3) of the Act of 1997, by him or her was furnished to the joint committee concerned, and subsequent reports under subsection (3) of that Minister of the Government shall be so furnished not later than 30 days after the fifth anniversary of the last previous such report by him or her was so furnished.

















41.-(1)  A head shall refuse to grant an FOI request if ­





(a)	the disclosure of the record concerned is prohibited by law of the European Union or any enactment (other than a provision specified in column (3) of Part 1 or 2 of Schedule 3 of an enactment specified in that Schedule), or





(b)	the non-disclosure of the record is authorised by any such enactment in certain circumstances and the case is one in which the head would, pursuant to the enactment, refuse to disclose the record.
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